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[bookmark: _GoBack]Serious Incident ACTION LOG
	Incident summary
	Death caused by person in receipt of community treatment



	Immediate actions 
	Action Required
	Date To be completed by
	Lead & Level of Responsibility
	How are Actions to be audited?
	Evidence (of completion)
	Current Status
as at (date)

	Recommendation 1.
Commissioners should consider developing pathways of care that  identify young people at risk of mental health problems in custody, and co-ordinates their care across primary and secondary mental healthcare, and youth justice teams. 
	The PCLD service is an ageless service who assess YP placed detained in custody where the police identify a possible MH concern.  There is also a CAMHS specific part time PCLDS worker in East who is also linked in with the East Sussex YOS. 

	Completed
	Jaquie Batchelor
	Monitored through regular police and SPT meetings
	 Meeting minutes
	Completed

	Recommendation 2.
The Trust should ensure that serious incident investigations are of the requisite quality standard and are sufficiently rigorous and robust to enable proper organisational learning.  
	1. All level 2 serious incidents are now subject to a panel review of senior clinicians.
2. Serious Incident  report template has been updated to ensure all key areas are identified and reviewed
3. All serious incidents are subject to ‘sign off’ by Clinical Director, Service Director and Director of Nursing standards & safety 
4. All level 3 reports and action plans are shared and reviewed by the trust suicide and homicide review group.
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	1. Managing Directors 





2. Director of Nursing Standards & Safety



3.Director of Nursing Standards & Safety







4.Dr Tim Ojo – Medical Director
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Minutes of Homicide & suicide review group




	Complete






Complete





Completed







Completed


	Recommendation 3. 
The Trust should ensure that staff undertaking serious incident investigations are suitably trained, prepared and supported. 
	Only staff trained in RCA 
	Completed 
	Director of Nursing Standards & safety 
	Annual review
	The RCA presentation was sent separately due to the size of the file.
	Complete 

	Recommendation 4.
The Trust should ensure that the clinical risk assessment and management and active engagement policies are consistently implemented.  
	This is now a requirement for all staff and is set as a standard in appraisal and monitored through supervision session. 
	On going
	Local Service managers
	Staff induction 
Core training
Regular audits
	Supervision notes and appraisal
	Complete

	Recommendation 5.
The final outcome of contact with secondary mental health services should always be communicated to the service users’ GP. The CCG and Trust should agree the routes of 
communication between secondary mental health services and GPs, and embed these into practice.       

	Performance requirements with CCGs and commissioners are now embedded within the community services. Requirement of 5 day response to GPs.
	On going
	Local Service managers
	Performance reports
	Performance reports
	Complete

	Recommendation 6. 
Following a serious incident such as a homicide, the Trust should incorporate best practice guidance available, including the Memorandum of Understanding that exists between the Department of Health, the Association of Chief Police officers and the Health and Safety Executive. This would ensure that timely contacting with victim and perpetrator’s families to agree how they would like to be engaged would be established in practice and policy. The resources of Police liaison and homicide teams, victim support or other available advocacy or support services should be used  to support the process. 
	Full compliance with Duty of candour regulations
	Complete
	Director of Nursing standards and safety 
	Monitored daily  by Director of Nursing Standards and Safety 
Quarterly report provided to board 
	Quality and safety report
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Level 2 (SI) Review Report (Root Cause Analysis)


SI FINAL REPORT


Executive Summary


Complete this summary AFTER the main report has been written. This forms an important precise of the report.


		Brief incident description:                    

Incident date:                                                   


Incident type:


Healthcare Specialty:                             

Actual effect on patient and/or service:     

Actual severity of incident:                            





		Level of investigation conducted 






		Duty of Candour patient/relatives/carers contact and support 





		Detection of the incident






		Care and service delivery problems






		Contributory factors






		Root causes






		Lessons learned






		Recommendations






		Arrangements for sharing learning








		SI Reference: Write here

The SI number is set by the SI administrator. You should refer to it exactly as it was given to you and should use it in the title bar of all correspondence relating to this report. E.g. 102354/14-15 



		MAIN REPORT



		Incident description and consequences (anonymised) 


Write here

A brief and factual account of the incident, no more than one short paragraph in length. 


For example:


Patient X was found at the bottom of Beachy Head on 01/01/2001.


OR


Patient X, an inpatient of Hibiscus Ward on intermittant observations, was found in her room deceased at 13.00hrs on 01/01/01.  Cause of death as yet unknown.



		Incident date


Write here


 Numerical e.g. 01/01/2001.



		Incident type


Write here


The Trust is governed by national categories which we are obliged to follow.  Most usually the category to be used will be one of the following:


· Unexpected death 


· Violent incident


· Security breach.


Do not fill this in as suicide– although there are a small number of occasions where it may be recorded as; UNEXPECTED DEATH – SUSPECTED SUICIDE. Only HM CORONER can determine if a death is a suicide.



		Specialty


Write here


This is always Mental Health although it is acceptable to add the care group.


                  e.g. Mental Health – Adult Services


For national reporting purposes LD and SMS are included in the umbrella category of mental health.



		Effect on patient

Write here


Again these are national categories, for the Trust the usual categories would be:


Death / loss of liberty / permanent injury. If it is unclear please contact the SI Administrator.



		Severity level


Write here


Pick from harm level: Death / Severe / Moderate / Low / None (Usually the harm would be death).



		Pre-review risk assessment 

An assessment of the severity (usually Injury) and the likelihood (realistic likelihood of the same type of incident reoccurring), prior to any preventative action, should be recorded below.


A


Potential Severity (1-5)


B


Likelihood of recurrence at that severity (1-5)


C              


Risk Rating (C = A x B)






		Background and context


Write here


Please always refer to the patient by ‘Patient X’ and staff by ‘Worker A’ and their job title. This section is where you can tell the story of what happened. In most instances it is sufficient to provide a brief overview e.g.  Patient X was a 67 year old lady, well known to services and admitted under the Mental Health Act to Pink Ward on January 16th 2012.   You don’t need to include a list of dates, but an overview of the person’s most recent contact with services.


Keep this section brief and focused, ensuring that the reader can see a summary of treatment. You need to pull out salient issues that may help the reader understand how the incident occurred. 



		Terms of reference


· To establish the facts


· To establish any root causes to the incident


· To provide a report recording the investigation process


· To establish and record notable practice and any identifiable service/care delivery problems


· To establish how risk of a recurrence may be reduced


· To formulate recommendations


· To provide a means of sharing learning from the incident


Under this heading we have the opportunity to add specific issues, i.e. –


· Answer appropriate questions raised by family/carer.



		The review team


Write here


Your title only (and others if more than one person involved in review)



		Level of review and Scope


Level 2 single incident comprehensive root cause analysis.


Write here


Scope – how far back did you review and why.



		Review type, process and methods used 


Standard RCA review including a tabular timeline. 


Write here


List any notes, interviews, reports and other information used.


List any specific mapping tools used to help you to analyse.



		Involvement and support from the GP


Write here


Ensure the GP is contacted and offered involvement in the review.  Note all contact.



		Duty of Candour patient/relatives/carers contact and support 


Write here


Detail all contacts with patients/relatives/carers.


· Who offered condolences and how (Title only)


· Who told them about the review (Title only)


· Did the family wish to raise questions


· What are the plans to feedback the outcome of the review to the family and WHO will do this and WHEN.



		Involvement and support provided for staff involved


Write here


Please detail any support given at the time of the incident, afterwards and ongoing.


We must also report if staff found support to be appropriate and adequate.


Involvement of other agencies


Write here


Please list or enter none.



		Information and evidence gathered


Write here


Interviews – with who (Title only), when and attach all statements.


Records – list dates covered.


MDT reviews – when?


Photographs, diagrams or drawing.



		Chronology of events (Tabular Timeline)


To be able to produce an evidence based, robust review, please start with a thorough tabular timeline.  Experience suggests that a well completed tabular timeline is linked with the most robust reports produced by the Trust.

Event date and time


Event


Supplementary information


Good Practice


Care or service delivery problem


Add extra lines as necessary (click on end of last row next to green cell and if cursor is blinking press return key to create an extra line – repeat as necessary to add each extra row) 



		Detection of incident


Write here


Who discovered the incident (Title only), where and when – a two line factual statement.



		Care or Service Delivery Problems


1.


2.


3.


4.


These should be care or service delivery problems drawn from your tabular timeline and should be events that: ‘should have happened but did not happen’ OR ‘did happen but should not have happened’. Please keep brief and bullet point.


The problems identified may not be causative but may be areas that are identified for learning.



		Contributory factors


Complete Contributory Factors Grid for each Care or Service Delivery Problem identified in your tabular timeline. Should be brief and bullet pointed.


Care or Service Delivery Problem


1. 


Patient Factors


Individual Staff Factors


Task Factors


Communication Factors


Team & Social Factors


Education & Training Factors


Equipment & Resources Factors


Work Environment Factors


Organisational Factors


Care or Service Delivery Problem


2. 


Patient Factors


Individual Staff Factors


Task Factors


Communication Factors


Team & Social Factors


Education & Training Factors


Equipment & Resources Factors


Work Environment Factors


Organisational Factors


Care or Service Delivery Problem


3. 


Patient Factors


Individual Staff Factors


Task Factors


Communication Factors


Team & Social Factors


Education & Training Factors


Equipment & Resources Factors


Work Environment Factors


Organisational Factors


Care or Service Delivery Problem


4. 


Patient Factors


Individual Staff Factors


Task Factors


Communication Factors


Team & Social Factors


Education & Training Factors


Equipment & Resources Factors


Work Environment Factors


Organisational Factors


Add additional Care or Service Delivery Problem boxes here if more than four have been identified in your tabular timeline.



		Root Causes


Write here


Root cause(s) will be the one or more contributory factors identified above from your Care or Service Delivery Problems that has the greatest influence on the event(s). I.e. if you could eliminate / solve this issue it would prevent the same incident occurring again.


They must be factual and based on firm evidence.


It is acceptable not to record a root cause if there was no identified root cause(s). 


If this is the case insert in this section; “No identified root cause can be found for this incident although points of learning will be taken forward where identified”.



		Areas of Action


Write here


These should be directly linked to the care or service delivery problems, contributory factors and root causes. They should be brief, concise and numbered to reflect which care or service delivery problem they resulted from.



		Recommendations


Write here


Should follow directly from lessons learned, that is for each numbered lesson learned there should be a corresponding numbered recommendation. Keep them brief and focussed.



		Arrangements for shared learning


Write here

This report will be fed back to the team on XXXX by XXXX.


Learning are discussed in reflective practice groups, debriefs,  team meetings and supervision (where taken place)



		Distribution list:


Write here


Deputy Director/Care Group Director and Clinical Lead – note which division / care group.


Director of Nursing Standards and Safety.



		Appendices:


Write here


List statements, photographs, supporting documentation, etc



		Verdict


Write here


Use only wording from verdict given by coroner.



		Author

		

		Job Title

		

		Date

		DD / MM / YYYY





DELETE GUIDANCE WRITTEN IN BLUE FONT WHEN REPORT IS COMPLETE


		REPORT ACCEPTED BY:



		Signature of Deputy Service Director/Care Group Director:

		



		



		Printed Name:

		

		Date:

		DD / MM / YYYY



		



		Signature of Clinical Lead: 

		



		



		Printed Name:

		

		Date: 

		DD / MM / YYYY



		



		Signature of Director of Nursing Standards and Safety:

		



		



		Printed Name:

		

		Date:

		DD / MM / YYYY



		





		FOR SCRUTINY GROUP USE ONLY



		Comments:



		Feedback:





		SI No:

		





Serious Incident ACTION LOG


		 

		Incident description (summary)





		Immediate actions 

		Action Required

		Date To be completed by

		Lead & Level of Responsibility

		How are Actions to be audited?

		Evidence (of completion)

		Current Status


as at (date)



		1. Incident reported as per serious incident policy

		Report incident

		Immediately

		Reviewer

		Bi-annually

		

		Completed



		2. SAAR raised (if applicable)

		E.g. moderate harm to patient

		Immediately

		General /Service Manager

		Bi-annually

		

		



		Support for staff

		De-brief


supervision

		Immediately

		General /Service Manager

		Bi-annually

		

		



		4. Contact with Family/patient

		Letter of apology/condolence


Support offered


Review process information given

		Within 3 working days of the allocation email

		Author/General Manager

		Bi-annually

		

		



		5.Documentation review

		Clinical notes reviewed


Notes sealed and sent to Governance team

		Within 3 working days of the allocation email

		General Manager

		Bi-annually

		

		



		6. Immediate learning to be shared trust wide (if applicable)

		E.g. CAS alert

		Immediately

		Head of Risk and Safety

		Bi-annually

		

		



		Actions identified following review

		

		

		

		

		

		



		Feedback to team


Feedback to family

		Learning session


Letter of learning identified and actions taken.

		Following CCG scrutiny




		Service Director

		Bi-annually

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		





		Name of Lead Contact

		

		    Date:
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BEING OPEN POLICY 
(Replacing Policy 076/Clinical/Being Open Policy) 


 
POLICY NUMBER 109/Clinical 
POLICY VERSION 1 
RATIFYING COMMITTEE Professional Practice Forum 
DATE RATIFIED 11th November 2010 
NEXT REVIEW DATE November 2013 
DATE OF EQUALITY & HUMAN 
RIGHTS IMPACT ASSESSMENT 
(EHRIA) 


November 2010 


POLICY SPONSOR Executive Director of Nursing & Quality 
POLICY AUTHOR Report & Learn Facilitator/Head of Risk & Safety 


Revised by Director of Governance, June 2010  
 
 EXECUTIVE SUMMARY:  
 
Being Open follows the National Patient Safety Agency’s (NPSA) guidance 
document, Seven Steps to Patient Safety, Step 5, to improve openness and 
honesty following a patient safety incident and Being Open, communicating 
patient safety incidents with patients, their families and carers.  
 
It is the responsibility of all Trust staff to implement the practice of Being Open in 
order to learn from incidents, Serious Untoward Incidents, complaints and claims as 
part of the Trust’s commitment to maintaining high quality services, supporting staff 
and maintaining public confidence. 


 
 


If you require this document in another format 
such as large print, audio or other community 


language please contact the Governance Support 
Team on 01903 845735 or email 


HSCG@sussexpartnership.nhs.uk 
 


 
Did you print this document yourself? 
Please be advised that the Trust discourages the printing and retention of 
hard copies of policies and can guarantee that the policy on the Trust website 
is the most up-to-date version. 
 
As a contingency a full set of up-to-date Trust policies are held by the 
Governance Support Team based at Trust HQ, Swandean 
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1.0 Introduction  
 
1.1 Purpose of policy  
Sussex Partnership NHS Foundation Trust (the trust) is committed to 
ensuring that the services it provides are safe and of high quality. If 
something goes wrong in the care of a patient, the trust is  committed 
to being open, honest and transparent about the error, and ensuring 
that information about it is appropriately shared, learning 
disseminated,  and required changes made and embedded. The 
purpose of this policy therefore is to ensure that all staff understand 
their responsibilities and the importance of being open. 
 
The National Patient Safety Agency’s (NPSA) ‘Being Open Policy’ sets out the 
NPSA’s strategy to improve patient safety through a commitment to improving 
communication between healthcare organisations and patients and/or carers, 
when a patient is moderately harmed, severely harmed or has died as a result 
of a patient safety incident, (PSI), (see Appendix A and B for definition).   
 
Being Open also follows the NPSA’s guidance document, Seven Steps to 
Patient Safety Step 5: “Involve and communicate with patients and the public” 
and Being Open, communicating patient safety incidents with patients, their 
families and carers. This outlines the NPSA’s programme to improve 
openness and honesty following a patient safety incident. 
 
Openness about what happened and discussing incidents promptly, fully and 
compassionately can help patients cope better with the after effects. 
 
Sussex Partnership NHS Foundation Trust will implement the practice of 
Being Open in order to learn from Incidents, Serious Untoward Incidents 
(SUIs), Complaints and Claims as part of its commitment to maintaining high 
quality services, supporting staff and maintaining public confidence in the 
Trust and in the NHS and Social Care as a whole. (An Organisation with a 
Memory, NPSA Seven Steps to Patient Safety). 
 
In this policy, the term ‘incident’ is used to describe any incidents, SUIs, 
complaints and claims 
 
1.2 Definitions 
What does Being Open mean for the organisation and teams?  
 Acknowledging, apologising and explaining when things go wrong 
 Saying sorry is not an admission of liability and is the right thing to do. 
 Conducting a thorough investigation into the incident (see Investigation of 


Incidents, Complaints and Claims Policy and Procedure), and assuring 
patients and/or their carers that lessons learned will help prevent the 
incident recurring. 


 Providing support to cope with the physical and psychological 
consequences of what happened. 


 Sharing the findings of the investigation and analysis 
 Communicating learning and monitoring  action plan implementation.  
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1.3 Scope of policy 
The policy applies to patient safety incidents which result in moderate harm, 
severe harm or death (see appendix A for Trust Grading Matrix).  Research 
has shown that applying Being Open practice to ‘no harm’ or ‘low harm’ 
incidents may add stress to the Patient. 
 
1.4  Principles 
The overarching principles require the trust to: 
 
     1)   Acknowledge incidents. 
     2)   Communicate truthfully, with clarity and in a timely way. 
     3)   Apologise. 
     4)   Recognise patient and carer expectation of the investigation. 
     5)   Offer professional support to all those affected by incidents. 
     6)   Use learning to improve risk management and systems. 
     7)   Develop a culture of Being Open in all multidisciplinary teams.  
     8)   Ensure Clinical Governance of the process. 
     9)   Safeguard confidentiality. 
   10)   Ensure the incident does not adversely impact on continuity of care. 


 
2.0 Policy Statement 
 
Being Open involves apologising and explaining what happened to patients 
and/or their carers who have been involved in a patient safety incident.  It 
ensures that communication occurs as soon as possible following an incident 
and is open, honest and adapted to suit the recipient’s needs. 
 
For patients, effective communication starts from a healthcare need being 
identified and continues throughout their treatment.  For health and/or social 
care professionals, there is an ethical responsibility to maintain honest and 
open communication with patients and/or carers especially when things go 
wrong.  It is only by ensuring good communication when a patient safety 
incident occurs that we can begin to look at ways to prevent recurrence. 
 
The effects of a patient safety incident can be widespread.  For this reason it 
is essential that the communication between health and/or social care teams 
and patients and/or their carers following a patient incident is carried out 
appropriately.  Incidents can have devastating emotional and physical 
consequences for patients and their families and carers.  For the staff involved 
too, incidents can be distressing. Being Open about what happened and 
discussing incidents promptly, fully and compassionately can help patients 
cope better with the after-effects. 
 
Patient incidents can also incur extra costs as a result of litigation. Openness 
and honesty at the start can help prevent such events becoming formal 
complaints and ensure patients are assured about the lessons learned and 
changes made as a result of their experience (see Trust Complaints Policy & 
Procedure including Guidance on Apology) and litigation claims.   
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3.0 Duties 
 
The policy applies to all staff at all levels and in all roles.  
 
3.1 Executive Director of Nursing and Quality 
The Executive Director of Nursing and Quality is responsible for ensuring a fit 
for purpose, evidence based policy is available and reviewed annually. 
 
3.2 Executive Directors, Strategic Directors and Chief Operating Officer 
The Executive Directors, Strategic Directors and Chief Operating Officer are 
responsible for ensuring dissemination of the policy following annual review. 
 
3.3 Service Directors and General Managers  
Service Directors and General Managers will communicate incidents to 
colleagues, ie Customer Relations Department, Communications Department, 
Mental Health Act Administration, Executive Director of Nursing and Quality 
and the Assistant Chief Executive Officer, to determine when external bodies 
should be notified of an incident and who will make the notification.  
 
3.4   Line Managers 
Line Managers are responsible for ensuring that ‘Being Open’ is included in 
Induction of all new trust staff.   
 
3.5   Being Open Leads 
 The role and responsibilities of the Being Open Lead is fully described in 
4.2.2 
 
 
4.0 Procedure 
 
4.1 Incident Detection 
A Patient incident that may require Being Open can be identified by: 
 
 A member of staff at the time of the incident. 
 A member of staff, retrospectively, when an unexpected outcome is 


detected. 
 A Patient and/or their carers who expresses concern or dissatisfaction with 


the Patient’s healthcare either at the time of the incident or retrospectively. 
 Incident detection systems such as incident reporting or medical records 


review. 
 Other sources such as detection by other Patients, visitors or non-clinical 


staff, third sector agency or Coroners’ Office. 
 
4.1.1 Priority 
As soon as an incident is identified, the top priority is prompt and appropriate 
clinical care and prevention of further harm (see Serious Untoward Incidents 
(SUIs) Policy & Procedure and Management, Reporting, Recording and 
Investigation of Incidents Policy & Procedure).  Where additional treatment is 
required this should occur whenever reasonably practicable after a discussion 
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with the Patient and with appropriate consent.  Trust incident-reporting 
procedures should be implemented, including the principles of 
acknowledgement and apology. 
 
4.1.2  Patient incidents occurring elsewhere 
An incident may have occurred in an organisation other than the one in which 
it is identified.  The individual who first identifies the possibility of an incident 
should notify the SUI lead or Customer Relations Manager.  Contact should 
also be made with the equivalent within the organisation where the incident 
occurred and establish whether: 
 
 The incident has already been recognised. 
 The process of Being Open has commenced. 
 Incident investigation and analysis is underway. 
 
The Being Open process and the investigation and analysis of an incident 
should normally occur in the healthcare organisation where the incident took 
place.  However, depending upon severity, the trust may have a responsibility 
to alert commissioning partners.  
 
4.1.3  Criminal or intentional unsafe act 
Incidents are almost always unintentional.  However, if at any stage following 
an incident it is determined that harm may have been the result of a criminal 
or intentional unsafe act, the Head of Risk & Safety and/or the Director of 
Governance should be notified immediately.  This also applies to independent 
contractors operating within trust premises. 
 
4.1.4 Additional notification 
In addition to the trust’s incident notification systems, the following should be 
considered (if appropriate): 
 
 Contacting the GP where incidents have implications for continuity of care 


or the GP may be a source of support to the patient, their family and 
carers. 


 
 All cases of untimely, unexpected or unexplained death, and suspected 


unnatural deaths need to be reported to the local Coroner’s Officer.  A 
Coroner’s Officer may request the case not be discussed with other parties 
until the facts have been considered.   However, this should not preclude 
an apology or expression of regret where appropriate.  In this situation it 
should be made clear to the family that a full discussion of the 
circumstances and any residual concerns will be arranged at a date to suit 
both parties after HM Coroner’s inquest has concluded. It should also be 
recognised that coroners’ investigations are stressful for Patients’ family, 
their carers and health and/or social care professionals. (refer to Sections 
4.3 and 4.13 and Appendix E Inquest Guidance). Information on 
bereavement counselling and advice on professional support groups 
should be offered at the outset of a coroner’s investigation (see appendix 
H).   
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 Staff should ensure they comply with the national notification 
requirements, such as the SUI process, and the CQC Mental Health Act 
Commission for Death of a Detained Patient (see Serious Untoward 
Incidents (SUIs) Policy and Procedure and Management, Reporting, 
Recording and Investigation of Incidents Policy & Procedure). 


 
4.2 Level of Response 
The multidisciplinary team or ward, including the most senior health and/or 
social care professional involved in the incident, should meet as soon as 
possible after the event to: 
 


 Establish the basic clinical and other facts 
 Assess the incident to determine the level of immediate response 
 Discuss with General Manager if considered to require a high level of 


response 
 
The level of response to an incident depends on the nature of the incident, 
which should be graded in accordance with Trust Incident Grading Matrix 
(Appendix A). 
 
4.2.1 Timing 
The initial Being Open contact with the Patient and/or their carers should 
occur as soon as possible after recognition of the incident. Refer to Appendix 
G Patient Circumstances when timing this discussion in consideration of: 
 


 clinical condition of the Patient; 
 availability of key staff involved in the incident and in the Being Open  
 process; 
 availability of the Patient’s family and/or carers and access issues e,g, 


audio/visual/mobility needs; availability of additional support, for 
example a translator,  independent  advocate, chaperone 


 
4.2.2  Identify a Being Open Lead 
To enable clear and open communication a ‘Being Open Lead’ should be 
identified as soon as possible.  The Lead will usually be appointed by the 
team manager or Modern Matron.  The Lead is responsible for discussion with 
the Patient and/or their family/carer.  The Lead should be the most senior 
person responsible for the care and have experience or expertise in the type 
of incident that has occurred.  The Lead should : 
 


 be known to, and trusted by, the Patient and/or their carers;  
 have attended Equality and Diversity Training and be culturally aware 


and informed about the specific needs of the Patient and/ or their 
carers/children 


 identify immediate support needs for the health and/or social care staff 
involved;  


 consider the appropriateness of engaging Patient support at this early 
stage.  This includes the use of a facilitator, a Patient advocate and/or 
translator (see Appendix D and I) or a health and/or social care 
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professional who will be responsible for identifying the Patient’s needs 
and communicating them back to the health and/or social care team; 


 have a good grasp of the facts relevant to the incident; 
 be senior enough or have sufficient experience and expertise in relation 


to the type of incident to be credible to Patients, carers and colleagues; 
 have excellent interpersonal skills, including being able to communicate 


with Patients and/or their carers in a way they can understand and 
avoiding  excessive use of medical jargon;  


 be willing and able to offer an apology, reassurance and feedback to 
Patients’ and/or their carers; 


 be able to maintain a medium to long-term relationship with the Patient 
and/or their carers, where possible, and to provide     continued support 
and  information;  


 
Where the Being Open lead is not the person leading the investigation, they 
should ensure that all relevant documentation relating to contact with the 
Patient and/or their carer is provided to the Lead Review Manager for 
inclusion in the Final Report. 
 
4.2.3 Use of a substitute health and/or social care professional for the 
Being Open discussion 
In exceptional circumstances, if the Being Open Lead cannot attend, they may 
delegate to an appropriately trained substitute.  The qualifications, training 
and scope of responsibility of this person should be clearly delineated. This is 
essential for effective communication with the Patient and/or their carers 
without jeopardising the rights of the health and/or social care professional, or 
their relationship with the Patient.  
 
4.2.4 Assistance with the initial Being Open discussion 
The Lead communicating information about the incident should be able to 
nominate a colleague to assist them with the meeting. Ideally this should be 
someone with experience or training in communication and Being Open 
procedures (i.e. have attended Root Cause Analysis training and have 
received Being Open training) and have attended Equality and Diversity 
training.  
 
4.2.5 Responsibilities of junior team members 
Junior staff, or those in training should not lead the Being Open process. 
 
4.2.6 Consultation with the Patient regarding Being Open Lead 
If for any reason it becomes clear during the initial contact that the Patient 
would prefer to communicate with a different health and/or social care 
professional, the Patient’s wishes should be respected.   A substitute with 
whom the Patient is satisfied should be provided.    
  
4.2.7  Involving health and/or social care staff who made mistakes 
Some incidents that result in moderate harm, severe harm or death will result 
from errors made by health and/or social care staff while caring for the 
Patient. In these circumstances the member(s) of staff involved may or may 
not wish to participate in the Being Open discussion with the Patient and/or 
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their carers. Every case where an error has occurred needs to be considered 
individually, balancing the needs of the Patient and/or their carers with those 
of the health and/or social care professional concerned. The person facilitating 
the Being Open discussion should always do this. In cases where the health 
and/or social care professional who has made an error wishes to attend the 
discussion to apologise personally, they should feel supported by their 
colleagues throughout the meeting. In cases where the Patient and/or their 
carers express a preference for the health and/or social care professional not 
to be present, it is advised that a personal apology (refer to Complaints Policy 
& Procedure) in an appropriate format, is handed to the Patient and/or their 
carers during the first Being Open discussion 
 
4.2.8 Safety incidents related to the environment of care 
In such cases a senior manager (eg General Manager, Service Manager or 
Modern Matron) of the relevant service will be responsible for contact with the 
Patient and/or their carers.  A senior member of the multidisciplinary team 
should be present to assist at the initial Being Open discussion.   If an injury 
has been sustained, staff leading the session must be aware of the nature 
and impact of the injury, its likely effects, and assist in providing information 
on what will happen next. 
 
4.3 Content of the initial Being Open discussion 


 The Patient and/or their carers should be advised of the identity and 
role of all people participating in the Being Open discussion before it 
takes place. This allows them the opportunity to state their own 
preferences about which health and/or social care staff should be 
present. 


 
 There should be an expression of genuine sympathy, regret and an 


apology for the harm that has occurred. 


 The facts may be communicated by the multidisciplinary team and 
recorded.  Where there is disagreement, communication about these 
events should be deferred until after the investigation has been 
completed. The Patient and/or their carers should be informed that an 
incident investigation is being carried out and more information will 
become available as it progresses. 


 It should be made clear to the Patient and/or their carers that new facts 
may emerge as the incident investigation proceeds, and that this 
information will be shared with the Patient and/or their carers at the 
conclusion of the incident investigation. 


 
 The Patient and/or carers’ understanding of what happened should be 


taken into consideration, as well as any questions they may have.   


 There should be consideration and formal noting of the Patient’s and/or 
carers’ views and concerns, and demonstration that these are being 
heard and taken seriously. 
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 Appropriate language and terminology should be used when speaking 
to patients and/or their carers.  For example, using the terms ‘patient 
safety incident’ or ‘adverse   event’ may be at best meaningless and at 
worst insulting to a Patient and/or their carers.  It is also important to 
consider a Patient’s and/or their carer’s needs and if they would like the 
Being Open discussion translated into another language, or provided in 
another format,  this should be arranged.  


 
 An explanation should be given about what will happen next in terms of 


the long-term treatment plan and incident analysis findings. 
 


 Information on likely short and long-term effects of the incident (if 
known) should be shared.  


 
 An offer of practical and emotional support should be made to the 


Patient and/or their carers. This may involve getting help from third 
parties such as charities and voluntary organisations as well as offering 
more direct assistance. Information about the Patient and the incident 
should not normally be disclosed to third parties without consent.   


 
 It should be recognised that Patients and/or their carers may be 


anxious, angry and frustrated even when the Being Open discussion is 
conducted appropriately.  It is essential that the following does not 
occur: 
 


o speculation 
o attribution of blame; 
o denial of responsibility 
o provision of conflicting information from different individuals. 


 
The initial Being Open discussion is the first part of an ongoing 
communication process.  Many of the points raised here should be expanded 
on in subsequent meetings with the Patient and/or their carers. 
 
4.4 Follow-up discussion 
Follow-up discussions with the patient, their family and carers are an 
important step in the Being Open process.  Depending on the incident and the 
timeline for the investigation there may be more than one follow-up 
discussion.  
 
The following guidelines will assist in making the communication effective:  
 


 The discussion occurs at the earliest practical opportunity.  
 Consideration is given to the timing of the meeting, based on both the 


patient’s health and personal circumstances.  
 Consideration is given to the location of the meeting, for example,  at 


the patient’s home.  
 Feedback is given on progress to date and information provided on the 


investigation process. 
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 There should be no speculation or attribution of blame.  Similarly, the 
healthcare professional communicating the incident must not criticise or 
comment on matters outside their own experience.  


 The patient, their family and carers should be offered an opportunity to 
discuss the situation with another relevant professional where 
appropriate.  


 A written record of the discussion is kept and shared with the patient, 
their family and carers. 


 All queries are responded to appropriately.  
 If completing the process at this point, the patient, their family and 


carers should be asked if they are satisfied with the investigation and a 
note of this made in the patient’s records.  


 The patient is provided with contact details so that if further issues arise 
later there is a conduit back to the relevant healthcare professionals or 
an agreed substitute.  


 
4.5 Process completion 
 
4.5.1 Communication with the patient, their family and carers 
After completion of the incident investigation, feedback should take the form 
most acceptable to the patient, and by the person/people most acceptable to 
the patient, family and carers.  Whatever method is used, the communication 
should include: 
 


 the chronology of clinical and other relevant facts; 
 details of the patient’s, their family’s and carer’s concerns and 


complaints; 
 a repeated apology for the harm suffered and any shortcomings in the 


delivery of care that led to the incident; 
 a summary of the factors that contributed to the incident; 
 information on what has been and will be done to avoid recurrence of 


the incident and how these improvements will be monitored. 
 
It is expected that in most cases there will be a complete discussion of the 
findings of the investigation and analysis.  In some cases information may be 
withheld or restricted, for example, in the rare instances where communicating 
information will adversely affect the health of the patient; where investigations 
are pending coronial processes; or where specific legal requirements preclude 
disclosure for specific purposes.  In these cases the patient must be informed 
of the reasons for the restrictions.  
 
4.5.2 Continuity of care 
When a patient has been harmed during the course of treatment and requires 
further therapeutic management or rehabilitation, they should be informed, in 
an accessible way, of the ongoing clinical management plan.  This may be 
encompassed in discharge planning policies addressed to designated 
individuals, such as the referring GP, when the patient safety incident has not 
occurred in primary care.  
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Patients, their families and carers need to be reassured that they will continue 
to be treated according to their clinical needs, even in circumstances where 
there is a dispute between them and the healthcare team.  They should also 
be informed that they have the right to continue their treatment elsewhere if 
they prefer.  
 
4.6 Documentation 
The communication of incidents must be recorded.  Required documentation 
includes: 
 


 a copy of relevant medical information, which should be filed in the 
Patient’s clinical records; 


 
 The final incident report, record of the investigation, root cause analysis 


and witness statements should be filed separately to the Patient’s 
clinical records as an incident record, and kept as part of the Trust’s  
health and social care governance records, and reported routinely to 
the Trust Board. 


 
Documentation relating to the initial and follow up Being Open discussions 
should be completed on either the SUI report (Involvement and Support of 
Patients and Relatives section) or as part of written correspondence with the 
complainant regarding formal complaints. 
 
A summary of the Being Open discussion should be shared, in an appropriate 
format, with the Patient. 
 
In cases where the final follow up communication and sharing of the Final 
Incident Report with the Patient and/or their carer takes place after 
submission of the report to the SUI Lead or Customer Relations Department,  
the form in Appendix L should be used and submitted. 
 
 
5.0  Other issues to consider  
 
A key part of Being Open is considering the patient’s needs, or the needs of 
their family or carers in circumstances where the patient is incapacitated or 
has died.  This section identifies those needs, based on previous research 
and the NRLS’s work with patient and public focus groups. 
 
5.1   Communication    
For open and effective communication around incidents, healthcare 
organisations should: 
 


 Ensure early identification of, and consent for, the patient’s practical 
and emotional needs.  This includes: 


 
- the names of people who can provide assistance and support to 


the patient, and to whom the patient has agreed that information 
about their healthcare can be given.  This person (or people) 
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may be different to both the patient’s next of kin and from people 
who the patient had previously agreed should receive 
information about their care prior to the incident;  


- any special restrictions on openness that the patient would like 
the healthcare team to respect; 


- identifying whether the patient does not wish to know every 
aspect of what went wrong; respect their wishes and reassure 
them that this information will be made available if they change 
their mind later on.  


 
 Provide repeated opportunities for the patient, their family and carers to 


obtain information about the incident.  
 Provide information to patients in verbal and/or written format. 
 Provide assurance that an ongoing care plan will be developed in 


consultation with the patient and will be followed through. 
 Provide assurance that the patient will continue to be treated according 


to their clinical needs and that the prospect of, or an actual dispute 
between, the patient, their family and carers and the healthcare team 
will not affect their access to treatment. 


 Facilitate inclusion of the patient’s family and carers in discussions 
about an incident where the patient agrees. 


 Provide the patient’s family and carers with access to information to 
assist in making decision if the patient is unable to participate in 
decision making or if the patient has died as a result of an incident.  
This should be done with regard to confidentiality and in accordance 
with the patient’s instructions. 


 Determine whether you will need to repeat this information to the 
patient at different times to allow them to comprehend the situation 
fully. 


 Ensure that the patient’s family and carers are provided with known 
information, care and support if a patient has died as a result of a 
patient safety incident.  The carers should also be referred to the 
coroner for more detailed information.  


 Ensure that discussions with the patient, their family and carers are 
documented and that information is shared with them.  


 Ensure that the patient, their family and carers are provided with 
information on the complaints procedure if they wish to have it.  


 Ensure that the patient, their family and carers are provided with 
information on the incident reporting process.  


 Ensure that the patient’s account of the events leading up to the 
incident is fed into the incident investigation, whenever applicable.  


 Ensure that the patient, their family and carers are provided with 
information on how improvement plans derived from investigations will 
be implemented and their effects monitored.  


 Develop a system for monitoring and auditing the patient’s, their 
family’s and carers’ perceptions of the Being Open process and ensure 
their comments are fed back to healthcare staff.   
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5.2 Advocacy and support  
Patients, their families and carers may need considerable practical and 
emotional help and support after experiencing an incident.  The most 
appropriate type of support may vary among different patients, their families 
and carers.  It is therefore important to discuss with the patient, their families 
and carers their individual needs.  Support may be provided by patients’ 
families, social workers, religious representatives and healthcare 
organisations such as PALS, Independent Complaints Advocacy Service 
(ICAS) and CHCs in Wales.  Where the patient needs more detailed long-
term emotional support, advice should be provided on how to gain access to 
appropriate counselling and support services, for example, from Cruse 
Bereavement Care and AvMA, (Action against Medical Accidents).  
 
Healthcare organisations should provide: 
 


 Information on services offered by all the possible support agencies 
(including their contact details) that can give emotional support, help 
the patient identify the issues of concern, support them at meetings 
with staff and provide information about appropriate community 
services. 


 Contact details of a staff member who will maintain an ongoing 
relationship with the patient, using the most appropriate method of 
communication from the patient’s, their family’s and carers’ 
perspective.  Their role is to provide both practical and emotional 
support in a timely manner.  


 Information on the Being open process in the form of a short leaflet 
explaining what to expect. 


 Information on how to make a formal complaint and/or any other 
available means of giving positive or negative feedback to healthcare 
staff involved in their care.  


 
5.3 Particular patient circumstances  
The approach to Being open may need to be modified according to the 
patient’s personal circumstances.  The following gives guidance on how to 
manage different categories of patient circumstances.  
 
5.3.1 When a patient dies 
When an incident has resulted in a patient’s death, it is even more crucial that 
communication is sensitive, empathic and open.  It is important to consider 
the emotional state of bereaved relatives or carers and to involve them in 
deciding when it is appropriate to discuss what has happened.  The patient’s 
family and carers will probably need information on the processes that will be 
followed to identify the cause(s) of death.  They will also need emotional 
support.  Establishing open channels of communication may also allow the 
family and/or carers to indicate if they need bereavement counselling or 
assistance at any state.  
 
Usually, the Being open discussion and any investigation occur before the 
coroner’s inquest.  But in certain circumstances the healthcare organisation 
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may consider it appropriate to wait for the coroner’s inquest before holding the 
Being open discussion with the patient’s family and carers.  The coroner’s 
report on post-mortem findings is a key source of information that will help to 
complete the picture of events leading up to the patient’s death.  In any event 
an apology should be issued as soon as possible after the patient’s death, 
together with an explanation that the coroner’s process has been initiated and 
a realistic timeframe of when the family and carers will be provided with more 
information.  
 
5.3.2  Children  
The legal age of maturing for giving consent to treatment is 16 years old.  It is 
the age at which a young person acquires the full rights to make decisions 
about their own treatment and their right to confidentiality becomes vested in 
them rather than their parents or guardians.  However, it is still considered 
good practice to encourage competent children to involve their families in 
decision making.  
 
The courts have stated that younger children who understand fully what is 
involved in the proposed procedure can also give consent.  This is sometimes 
known as Gillick competence or the Fraser guidelines.  Where a child is 
judged to have the cognitive ability and the emotional maturity to understand 
the information provided, he/she should be involved directly in the Being open 
process after an incident.  
 
The opportunity for parents to be involved should still be provided unless the 
child expresses a wish for them not to be present.  Where children are 
deemed not to have sufficient maturity or ability to understand, consideration 
needs to be given to whether information is provided to the parents alone or in 
the presence of the child.  In these instances the parents’ views on the issue 
should be sought.  
 
5.3.3.  Mental health issues 
The only circumstances in which it is appropriate to withhold incident 
information from a patient with mental health issues is when advised to do so 
by a consultant psychiatrist who feels it would cause adverse psychological 
harm to the patient.  However, such circumstances are rare and a second 
opinion (by another consultant psychiatrist) would be needed to justify 
withholding information from the patient.  
 
Apart from in exceptional circumstances, it is never appropriate to discuss 
patient incident information with a carer or relative without the express 
permission of the patient.  
 
5.3.4.  Patients with limited capacity  
Some individuals have conditions that limit their ability to understand what is 
happening to them.  They may have authorised a person to act on their behalf 
by an enduring Power of Attorney.  In these cases, steps must be taken to 
ensure that this extends to decision making and to the medical care and 
treatment of the patient.  
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The Being open discussion would be conducted with the holder of the power 
of attorney.  Where there is no such person, the clinicians may act in the 
patient’s best interest in deciding who the appropriate person is to discuss 
incident information with, regarding the welfare of the patient as a whole and 
not simply their medical interests.  However, patients with cognitive 
impairment should, where possible, be involved directly in communications 
about what has happened.  
 
An advocate with appropriate skills should be available to the patient to assist 
in the communication process.  See ‘3.5 Patients with learning disabilities’ for 
details of appropriate advocates.  
 
5.3.5 Patients with learning disabilities 
Where a patient has difficulties in expressing their opinion verbally, an 
assessment should be made about whether they have capacity (see ‘3.4 
Patients with limited capacity’).  If the patient has capacity they should be 
supported in the Being open process by alternative communication methods 
(eg given the opportunity to write questions down).  An advocate, agreed on 
in consultation with the patient, should be appointed.  Appropriate advocates 
may include carers, family or friends of the patient.  The advocate should 
assist the patient during the Being open process, focusing on ensuring that 
the patient’s views are considered and discussed.  
 
5.3.6 Patients with different language or cultural considerations 
The need for translation and advocacy services, and consideration of special 
cultural needs (such as for patients from cultures that make it difficult for a 
woman to talk to a male about intimate issues), must be taken into account 
when planning to discuss patient incident information.  It would be worthwhile 
to obtain advice from an advocate or translator before the meeting on the 
most sensitive way to discuss the information.  Avoid using ‘unofficial 
translators’ and/or the patient’s family or friends as they may distort the 
information by editing what is communicated.  
 
5.3.7 Patients with different communication needs 
A number of patients will have particular communication difficulties, such as a 
hearing impairment.  Plans for the meeting should fully consider these needs.  
Knowing how to enable or enhance communications with a patient is essential 
to facilitating an effective Being open process.  This involves focusing on the 
needs of the patient, their family and carers, and being personally thoughtful 
and respectful.  
 
5.3.8. Patients who do not agree with the information provided  
Sometimes, despite the best efforts of healthcare staff or others, the 
relationship between the patient, their family and carers and the healthcare 
professional breaks down.  They may not accept the information provided or 
may not wish to participate in the Being open process.  In this care, the 
following strategies may assist:  
 


 Deal with the issue as soon as it emerges; 
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 Where the patient agrees, ensure their family and carers are involved 
in discussions from the beginning; 


 Ensure the patient has access to support service; 
 Where the senior health professional is not aware of the relationship 


difficulties, provide mechanisms for communicating information, such 
as the patient expressing their concerns to other members of the 
clinical team; 


 Offer the patient, their family and carers another contact person with 
whom they may feel more comfortable.  This could be another member 
of the team or the individual with overall responsibility for clinical risk 
management; 


 Use a mutually acceptable mediator to help identify the issues between 
the healthcare organisation and the patient, and to look for a mutually 
agreeable solution. 


 Ensure the patient, their family and carers are fully aware of the formal 
complaints procedures; 


 Write a comprehensive list of the points that the patient, their family 
and carers disagree with and reassure them you will follow up these 
issues.  


 
 
6.0 Supporting Staff 
 
When an incident occurs, staff involved in the Patient’s clinical care may also 
require emotional support and advice.  Clinicians who have been involved 
directly in the incident, and those with the responsibility for Being Open 
discussions, should be given access to appropriate assistance, support and 
any information they need to fulfil this role). These could be from: 
 


 Employee Support Policy 
 Line Manager 
 Employee Assistance Programme 
 Human Resources Department 
 Union Representative (if the individual is a union member) 
 Occupational Health 
 If the incident involved a number of staff, and was particularly 


traumatic, it would be advisable to set up some group trauma 
counselling (advice on this can be obtained from the above contacts) 


 
To support staff involved in incidents, the Trust will: 
 
 Actively promote an open and fair culture that fosters peer support and 


discourages the attribution of blame.  Foster a culture where blame is the 
enemy of learning and where human error is understood to be a 
consequence of flaws in the healthcare systems, and not necessarily the 
individual (see Seven Steps to Patient Safety). 


 Provide facilities for formal and informal debriefing of the clinical team 
involved in the incident, where appropriate, as part of the support system 
and separate from the requirement to provide statements for the 
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investigation.  Staff may also benefit from individual feedback about the 
final outcome of the incident investigation. 


 Provide opportunities within the clinical schedule for staff involved in the 
Being Open process to discuss their involvement and/or the 
circumstances leading up to the incident and what they are going to say. 


 Provide advice and training on the management of incidents (see Serious 
Untoward Incidents (SUI) Policy and Procedure, Management, Reporting, 
Recording and Investigation of Incidents Procedure, and Complaints 
Management Policy & Procedure), including the need for practical, social 
and psychological support, as part of a general training programme for all 
staff in clinical risk management and patient safety issues. 


 Provide information on the support systems currently available for 
professionals distressed by incidents (see above).  This includes 
counselling services offered by professional bodies, and stress 
management for staff who have the responsibility for leading Being Open 
discussions, and mentoring for staff who have recently taken on a Being 
Open role. 


 Develop specific systems of support such as the Employee Assistance 
Programme. 


 
 
7.0 Development, consultation and ratification 
 
This policy was developed in June 2006 in accordance with the NPSA’s 
guidance document ‘Seven Steps to Patient Safety: Step 5 and the NPSA 
Being Open policy.  It has been revised to meet NHSLA Risk Management 
Standards for Level 1 assessment.  This revised policy was sent to Executive 
Directors, Strategic Directors and Deputy Directors for consultation. 
 
The policy was reviewed and revised June 2010. 
 
 
8.0  Equality Impact Assessment 
 
This policy has been equality impact assessed in accordance with the 
organisation wide policy for the development and management of procedural 
documents (076/2010//Corporate). 


 
 


9.0  Monitoring Compliance  
 
This Policy will be reviewed annually by the Director of Governance. 
 
Compliance with this policy will be monitored as follows: 
 


 Completion of appropriate sections in the SUI Final Report identifying 
level and nature of communication with Patient and/or their carer. 
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 An annual audit of 10% of SUI Final Report documentation to be 
conducted by the SUI Lead/Report & Learn Facilitator for inclusion in 
the SUI annual report presented to the Quality Committee.  


 The Customer Relations Manager will undertake an annual audit of 
10% of completed Complaints Checklists.  Performance to be reported 
to the Quality Committee. 


 
 
10.0  Dissemination and Implementation of policy 
 
This policy will be uploaded on to the Trust website by the Health & Social 
Care Governance Support Team.  Publication will be announced via email 
through the Partnership Bulletin.  


 
Training in Being Open is provided within the 2 day Root Cause Analysis 
Training Course for managers at Band 7 and above. 
 
 
11.0  Document Control including Archive Arrangements 
 
This policy will be stored and archived in accordance with the organisation 
wide policy for the development and management of procedural documents 
(034/2008/Corporate). 
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14.0  Glossary 
 
Glossary of terms and list of acronyms and abbreviations 
 
Adverse event: see ‘Patient safety incident’. 
 
Anonymous: information that has had Patient identifiable features removed; 
without making the information of no use for its purposes. 
 
Apology: a sincere expression of regret offered for harm sustained. 
 
Being open: open communication of incidents that resulted in moderate 
harm, severe harm or death of a Patient while receiving healthcare. 
 
Carers: family, friends or those who care for the Patient. The Patient has 
consented to their being informed of their confidential information and to their 
involvement in any decisions about their care. 
 
Health and Social Care Governance: a framework through which NHS 
organisations are accountable for continuously improving the quality of their 
services and safeguarding high standards of care by creating an environment 
in which excellence in clinical care will flourish. 
 
Clinical risk manager: an officer within a trust assigned primary coordination 
responsibility for issues of clinical risk management. See Risk management. 
 
Harm: injury (physical or psychological), disease, suffering, disability or death. 
 
Health and/or social care professional: doctor, dentist, nurse, pharmacist, 
optometrist, allied healthcare professional, social worker, or registered 
alternative healthcare practitioner. 
 
Healthcare organisation: organisations that provide a service to individuals 
or communities to promote, maintain, monitor or restore health. See also 
‘NHS organisation’. 
 
Injury: damage to tissues caused by an agent or circumstance. 
 
Intentional unsafe acts: incidents resulting from a criminal act, a 
purposefully unsafe act, or an act related to alcohol/substance abuse by a 
care provider. These are dealt with through performance management and 
local systems. 
 
Liability: legal responsibility for an action or event. 
 
National Reporting and Learning System (NRLS): a confidential and 
anonymous computer-based system developed by the NPSA for the collection 
and analysis of patient safety incident information. It receives incident reports 
from NHS organisations, staff and contractor professions. 
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Reports are received via a technical link to existing local risk management 
systems or direct reporting to the NPSA through an electronic reporting form 
(eForm). Through the system the NPSA will inform national learning about 
risks to Patient care, establish priorities for action, and work with the NHS to 
develop practical solutions to improve Patient safety. 
 
Near miss: ‘Prevented patient safety incident’. 
 
NHS-funded healthcare: see ‘NHS organisation’. 
 
NHS organisation: any area where NHS-funded Patients are treated, i.e., 
NHS establishments or services, independent establishments including 
private healthcare or the Patient’s home or workplace. The NHS funds either 
all or part of the Patient’s care in these settings. This may also be referred to 
as NHS-funded healthcare. 
 
NPSA: the National Patient Safety Agency was set up in July 2001 following 
recommendations from the Chief Medical Officer in his report on patient 
safety, An organisation with a memory. Its role is to improve the safety of 
Patients by promoting a culture of reporting and learning from Patient safety 
incidents. 
 
Patient safety: the process by which an organisation makes Patient care 
safer. This should involve risk assessment, the identification and management 
of Patient related risks, the reporting and analysis of incidents, and the 
capacity to learn from and follow up on incidents and implement solutions to 
minimise the risk of them recurring. The term ‘Patient safety’ is replacing 
‘clinical risk’, ‘non-clinical risk’ and the ‘health and safety of Patients’. 
 
Patient safety incident: any unintended or unexpected incident that could 
have or did lead to harm for one or more Patients receiving NHS-funded 
healthcare. The terms ‘Patient safety incident’ and ‘prevented Patient safety 
incident’ will be used to describe ‘adverse events’ / ‘clinical errors’ and ‘near 
misses’ respectively. 
 
Prevented Patient safety incident: any unexpected or unintended incident 
that was prevented, resulting in no harm to one or more Patients receiving 
NHS-funded healthcare. 
 
Risk: the chance of something happening that will have an impact on 
individuals and/or organisations. It is measured in terms of likelihood and 
consequences. 
 
Risk management: identifying, assessing, analysing, understanding and 
acting on risk issues in order to reach an optimal balance of risk, benefit and 
cost. 
 
Root cause analysis (RCA): a systematic process whereby the factors that 
contributed to an incident are identified. As an investigation technique for 
patient safety incidents, it looks beyond the individual concerned and seeks to 
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understand the underlying causes and environmental context in which an 
incident happened. 
 
Safety: a state in which risk has been reduced to an acceptable level. 
 
Standard: sets out agreed specifications and/or procedures designed to 
ensure that a material, product, method or service is fit for the purpose and 
consistently performs in the way it is intended. 
 
Significant event audit (SEA): an audit process where data is collected on 
specific types of incidents that are considered important to learn about and 
improve Patient safety. 
 
Suffering: experiencing anything subjectively unpleasant. This may include 
pain, malaise, nausea and/or vomiting, loss, depression, agitation, alarm, fear, 
grief, or humiliation. 
 
Systems failure: a fault, breakdown or dysfunction within operational 
methods, processes or infrastructure. 
 
Systems improvement: the changes made to improve operational methods, 
processes and infrastructure to ensure better quality and safety. 
 
Treatment: broadly, the management and care of a Patient to prevent or cure 
disease or reduce suffering and disability. 
 
Acronyms and abbreviations 
 
AvMA   Action against Medical Accidents 
 
eForm  electronic form used to submit reports to the NRLS 
 
GMC   General Medical Council 
 
ICAS   Independent Complaints Advocacy Services 
 
IDT   Incident Decision Tree 
 
MORI   Market and Opinion Research International 
 
MPS   Medical Protection Society 
 
NHSLA  National Health Service Litigation Authority 
 
NPSA  National Patient Safety Agency 
 
NRLS   National Reporting and Learning System 
 
PALS   Patient Advice and Liaison Service 
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RCA   Root cause analysis 
 
SUI   Serious untoward incidents 
 
WRP   Welsh Risk Pool 
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Appendix A INCIDENT 
REPORTING GRADING 


SYSTEM 
Identify from the categories 
listed in the column opposite 
which description best fits the 
incident you are reporting. 
Now look at the column below 
to determine the actual or 
possible likelihood that the 
identified incident may have to 
the Trust. 
Reading down from the top row 
and across from the side row 
will give a risk score and a risk 
colour. 
NB If there are two or more 
descriptions from the 
column opposite that fit the 
event always chose the 
highest scoring description. 


INSIGNIFICANT (1) 
No identifiable Injury or Ill 


Health (Physical / 
Psychological) 


Property Loss or Damage 
Insignificant Data or File 


Loss 
Only one Person affected 
Less than £100 (can be 
resolved at local / ward 


level) 
Potential for Patient / 


Relative concern 
Insignificant complaint 
Risk of claim remote 


Insignificant Disruption to 
Service 


 


MINOR (2) 
No permanent Injury or Ill 


Health (Physical or 
Psychological) - Probably 


be resolved / healed in one 
month 


Property Loss or Damage 
Minor Data or File(s) Loss  


Less than 3 people but 
greater than 1 Person 


affected, 
Patient / Relative concern 
Local Media – short term 


Minor Complaint 
Claim less than £10,000 


Increased level of care less 
than 5 days 


MODERATE (3) 
Semi-permanent Injury or 


Ill Health (Physical or 
Psychological) - likely to be 


resolved / healed in one 
year 


Property Loss or Damage 
Significant Data or File(s) 
Loss 
Greater than 3 people but 


less than 50 people 
affected 


Local Media – long term 
Significant Complaint 


Claims between £10,000 
and  £50,000 


Increased level of care less 
than 15 days but greater 


than 5 days 


MAJOR (4) 
Permanent Injury or Ill 


Health (Physical or 
Psychological) – 


Permanent Loss of function 
Property Loss or Damage 


Serious Data or File(s) 
Loss  


Greater than 50 but less 
than 200 people affected 
National Media – short 


term 
Serious / Several 


Complaints 
 Claim(s) between £50,000 


& £250,000 
Increased level of care for 


greater than 15 days 
Temporary Service closure 


AWOL / Absconding 


CATASTROPHIC (5) 
Unexpected Death, 


Death due to Unintentional 
Drug / Alcohol overdose 


Suicide / Suspected 
Suicide 


Suspected Homicide 
Critical Data or File(s) Loss 


Greater than 200 people 
affected 


National Media – long term 
Critical / Multiple 


Complaints 
Claim(s) in excess of 


£250,000 
Extended Service closure 


CERTAIN (5) 
This type of event will 


happen again (and 
frequently) 


5 
(Yellow) 


10 
(Orange) 


15 
(Red) 


20 
(Red) 


25 
(Red) 


HIGH PROBABILITY (4) 
This type of event may 
happen again (50/50 


chance) 


4 
(Yellow) 


8 
(Orange) 


12 
(Orange) 


16 
(Red) 


20 
(Red) 


POSSIBLE (3) 
This type of event may 


happen again (occasionally) 


3 
(Green) 


6 
(Yellow) 


9 
(Orange) 


12 
(Orange) 


15 
(Red) 


UNLIKELY (2) 
This type of event is unlikely 


to happen again (remote 
chance) 


2 
(Green) 


4 
(Yellow) 


6 
(Yellow) 


8 
(Orange) 


10 
(Orange) 


RARE (1) 
Cannot believe this type of 
event will happen again (in 


the foreseeable future) 


1 
(Green) 


2 
(Green) 


3 
(Green) 


4 
(Yellow) 


5 
(Yellow) 
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Appendix B  
NPSA terms and definitions for grading patient safety incidents 


 
Grade of 
patient safety 
incident 


Definition 


 
No harm 
Insignificant (1) 


• Incident prevented – any patient safety incident that had the 
potential to cause harm but was prevented, and no harm was 
caused to patients receiving NHS-funded care. 
• Incident not prevented – any patient safety incident that 
occurred but no harm was caused to patients receiving NHS-
funded care. 


 
Low harm 
Minor (2) 


Any patient safety incident that required extra observation or 
minor treatment* and caused minimal harm to one or more 
patients receiving NHS-funded care. 
 
*Minor treatment is defined as first aid, additional therapy, or additional medication. It does not 
include any extra stay in hospital or any extra time as an outpatient, or continued treatment 
over and above the treatment already planned; nor does it 
include a return to surgery or readmission. 


Moderate harm 
Moderate (3) 


Any patient safety incident that resulted in a moderate 
increase in treatment* and that caused significant but 
not permanent harm to one or more patients receiving 
NHS-funded care. 
 
*Moderate increase in treatment is defined as a return to surgery, an unplanned 
readmission, a prolonged episode of care, extra time in hospital or as an outpatient, cancelling 
of treatment, or transfer to another area such as intensive care as a result of the incident. 


Severe harm 
Major (4) 


Any patient safety incident that appears to have resulted in 
permanent harm* to one or more patients receiving NHS-
funded care. 
 
*Permanent harm directly related to the incident and not related to the natural course of the 
patient’s illness or underlying condition is defined as permanent lessening of bodily functions, 
sensory, motor, physiological or intellectual, including removal of the wrong limb or organ, or 
brain damage. 


Death 
Catastrophic (5) 


Any patient safety incident that directly resulted in 
the death* of one or more patients receiving 
NHS-funded care. 
 
*The death must be related to the incident rather than to the natural course of the 
patient’s illness or underlying condition.  
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The Ten Principles of Being Open    Appendix C


Patients and/or their carers can reasonably 
expect to be informed of an incident and 
the issues surrounding it in a face-to-face 
meeting with representatives from the 
Trust, and should be treated with 
sympathy, respect and consideration. 
Maintain confidentiality at all times. 
Provide support appropriate to individual 
needs including use of an advocate or 
translator. Give information re: support 
agencies i.e. PALS and Advocacy services


Staff should feel supported throughout the 
investigation process and should not be 
unfairly exposed to punitive disciplinary 
action, increased medico-legal risk or 
threat to registration. Use NPSA Incident 
Decision Tree to ensure consistent 
decision-making. If action is necessary 
against staff member, the Trust must 
preserve its position and advise staff 
member immediately to allow them to seek 
advice and/or representation. Encourage 
staff to seek support from professional 
bodies.


Give a sincere expression of sorrow or 
regret to patients and/or carers, 


appropriately worded in an apology, as 
soon as possible. Give written and verbal 


apology. Verbal apology must not be 
delayed by any factors including fear, 


apprehension, lack of staff etc. Delays will 
increase patient anxiety, anger and 


frustration. Identify most appropriate staff 
member to give apology (consider 
seniority, relationship to patient, 


experience and expertise). 


Give information to patients and/or carers 
in a truthful and open manner; use an 
appropriately nominated person to do this. 
Give a step-by-step explanation 
considering individual needs. Be timely in 
delivery of information.  State the facts 
only. Explain that new information may 
come to light during the investigation, and 
keep patients and/or carers up to date. 
Give clear, unambiguous information and 
identify single point of contact for queries. 
Avoid jargon. 


Acknowledge & Report incident as soon as 
identified.   Take patient and/or carer 
reports of incidents seriously immediately.  
Be compassionate and understanding. 


1. Acknowledgement 


2. Truthfulness, 
Timeliness, Clarity of 
Communication


3. Apology (see 
appendix I) 


4. Recognising Patient 
and Carer Expectations 


5. Professional Support 
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The Ten Principles of Being Open


6. Risk Management and 
Systems Improvement 


Being Open applies to all Trust staff, 
particularly those in key roles regarding 
patient care. To ensure MDT approach, 
identify clinical, nursing and managerial 
opinion leaders as champions. Senior 


Managers and Senior Clinicians, as local 
opinion leaders, must participate in 


incident investigations and clinical risk 
management. 


Give full consideration to patient 
confidentiality and staff privacy. Incident 
information should be considered 
confidential at all times. Consent from the 
individual must be sought prior to any 
disclosure. Where this is not possible, 
consent is still legal and justifiable if it is in 
the public interest or if those investigating 
the incident have statutory powers for 
obtaining information. Communication 
outside of the clinical team should be on a 
strictly need to know basis and records 
should be, where possible, anonymous. 
Inform the patient and/or carer who will be 
involved in the investigation before it takes 
place.


Patients are entitled to expect they will 
continue to receive all usual treatment, and 
to be treated with respect and compassion.  
If the patient expresses a desire to be 
treated by a different team, arrangements 
should be made.


Being Open requires support of patient 
safety and quality improvement process 


through clinical governance frameworks to 
ensure lessons are learned. Accountability 


through the Chief Executive to the Trust 
Board ensures implementation of changes 
and effectiveness reviews. Findings should 


be disseminated to staff to facilitate 
learning.  Establish practice-based 


systems, continuous learning programmes 
and audits to monitor implementation and 


effects of change 


Use Root Cause Analysis (RCA), 
techniques to uncover underlying causes 


of the incident. Focus on improved 
systems of care, to be reviewed for 


effectiveness. Use Being Open practices in 
conjunction with Trust incident reporting 


and risk management processes. 


7. Multidisciplinary 
Responsibility 


8. Clinical Governance 


9. Confidentiality 


10. Continuity of Care 
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Appendix D 


 
How to make a complaint about Sussex Partnership NHS Foundation Trust  


 


 
 
 



http://www.sussexpartnership.nhs.uk/welcome�
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Appendix E 


 
 


HM Coroner Inquest Guidance 
 
                                                                                       
 


Section 1 Purpose of a Coroner’s Inquest  
 
1.0 Introduction 
2.0 Purpose of a Coroner’s Inquest 
3.0 Role of the Coroner 
 
 
Section 2 Preparation of evidence 
 
4.0 Opening of an Inquest 
5.0 Supporting staff  
6.0 Request for statements 
7.0 Writing a statement 
 
 
Section 3 Preparing staff for an Inquest Hearing 
 
8.0 Who will be called to give evidence 
9.0 The hearing 
10.0 Verdicts 
 
 
Section 4 Procedure following the verdict 
 
11.0 Contact with the family 
12.0 Preparing a statement or press release 
13.0 De-briefing staff 


 



http://www.sussexpartnership.nhs.uk/welcome�
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Section 1 - Purpose of a Coroner’s Inquest  
 
1.0 Introduction 
 
This document has been produced as a guide for staff on the procedure to follow in the 
event that they are requested to provide a statement; attend an Inquest; or in any other 
way be involved.  
 
 
2.0 Purpose of a Coroner’s Inquest 
 
Coroners’ Courts and Inquests are governed by the Coroners Rules 1984, the Coroners 
Act 1988, and the Coroners and Justice Act 2009. The process is an inquisitorial one, and 
the remit of an inquest is limited. The Coroner decides which witnesses are called, 
whether to recite their statements and the sole purpose is to establish the facts in order to 
answer four factual questions: 
 


(i) Who the deceased was 
(ii) When the deceased came by his or her death 
(iii) Where the deceased came by his or her death 
(iv) How the deceased came by his or her death 


 
The question of “how” is the cornerstone of each Inquest. The Middleton case (2004) and 
the European Convention on Human Rights led to the interpretation of the question of 
“how” as meaning ‘by what means’ AND ‘in what circumstances’ the deceased came about 
his or her death. This has resulted in increasingly more inquests being more akin to a 
public inquiry.  
 
 
3.0 Role of the Coroner 
 
The Coroner’s Act 1988 details the circumstances in which a Coroner should hold an 
Inquest, i.e. where there is a body lying within their District and the death has been violent 
or unnatural, sudden with an unknown cause, or has occurred in prison, and in 
circumstances where he or she considers an Inquest is required.  
 
Sometimes the Coroner will call a Jury of between 7 and 11 people where he or she 
believes that the death has occurred in circumstances the recurrence of which raise issues 
of public safety. For example, if a death occurs in hospital and/or when a person is 
detained under the Mental Health Act.  If an Inquest is held with a Jury the Coroner directs 
them on which verdicts are appropriate. The Jury decides on facts, and the Coroner 
directs them on matters of law.  
 
The Coroner cannot make any determination of civil or criminal liability, i.e. blame. 
However, in enquiring into the circumstances of the death, issues can be raised in relation 
to how the deceased came by their death. This makes the clinical care and management 
of the service user relevant to the Inquest.    
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Rule 43 of the Coroners Rules 1984, affords the Coroner power to make 
recommendations to help prevent the recurrence of similar deaths. In the event the 
Coroner does make any such (Rule 43) recommendation, he or she must announce their 
intention at the Inquest that they are reporting the matter in writing to the person or 
authority that has power to take whatever action may be required.  
  
 
Section 2 – The Preparation of Evidence 
 
4.0 Opening of an Inquest 
 
When the decision has been taken to open an Inquest the Coroner’s Officer will contact a 
member of the Customer Relations Team who, under the guidance of the Legal Support 
Manager, coordinate every Inquest involving Sussex Partnership.   
 
The Legal Support Manager will carefully assess each case in order to identify the ‘issues’ 
and any associated risks; plan the necessary preparation; and determine whether there is 
a need to instruct the Trust’s solicitors.  
 
The individual members of staff required to provide statements or reports will always 
receive appropriate support and the relevant Service Managers and General Managers will 
be involved. Customer relations will liaise closely with the Communications Team to help 
prepare for any press/media attention and the Legal Support Manager will meet regularly 
with the Assistant Chief Operating Officer, and the Director of Governance. This will help 
to keep them well briefed; to discuss how best to plan for each Inquest, and to identify any 
learning.   
 
 
5.0 Supporting staff 
 
The Legal Support Manager will ensure appropriate training and preparation for staff is in 
place. Guidance will be provided on how best to set out statements and reports and these 
will always be sent via the Customer Relations Team. Once the Coroner has set a date for 
an Inquest and decided who needs to attend to give evidence in person, a pre inquest 
meeting will be arranged.  
 
The Legal Support Manager is responsible for ensuring a file is properly maintained for 
every Inquest and for determining when to instruct solicitors; the type of triggers for which 
might be when: 
 


 A death occurs on Trust premises  
 A inpatient dies whilst on leave from hospital 
 The deceased’s family are being legally represented 
 The Coroner sits with a jury 
 There is potential for subsequent legal action 
 Similarities to previous cases which have resulted in a Rue 43 recommendation  
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6.0 Requests for statements 
 
A member of the customer relations team will contact each member of staff directly, when 
they are required to provide a statement or report. Each case will be different and so staff 
will be given guidance about what is expected of them. Once all the statements and 
reports are completed the customer relations team will keep copies and send the originals 
to HM Coroner, along with anything else requested, such as health records and policies.  
 
HM Coroner will then review all the written evidence and make decisions about how to 
hold the Inquest – see sections 2 & 3. 
 
 
7.0 Writing a statement 
 
Presentation of a statement 
 


 A statement should be typed on Trust headed A4 paper 
 It should clearly state the person’s name, designation, place of work (not private 


address), and the full date the statement is made 
 It should be factual in content setting out the person’s involvement in the care of the 


deceased 
 If a statement runs to several pages, each page must be numbered, signed and 


dated 
 The statement should always be signed with the date given when signed, and 


should conclude with a Statement of Truth, “I (full name) believe that the facts 
stated in this statement/report are true, based on my personal recollection and 
matters which are recorded” 


 Witnesses are not obliged to give any evidence which might incriminate them, and 
advice should be sought on this point if in any doubt 


 
Content of a statement 
 


 The statement should be in the first person singular (e.g. “I saw…”) 
 Record facts – actions, dates, and times – as clearly as possible. For example, 


18.00 on Wednesday 25 January 2011, rather than 6.00 on 25/1 
 If there is any uncertainty about what happened at a particular time – for example in 


relation to an aspect of an incident or situation - then this must be stated. In this 
event the member of staff should document what their normal practice is/would 
have been 


 If a decision was made jointly this should be set out in the statement. For example, 
“I agreed that I should do this with (name of person)…” rather than “it was decided 
we should…” 


 When referring to other people, state clearly their full names and designations 
 If other documents (e.g. health records) are relevant then it might be helpful to refer 


to these in the statement 
 If any shorthand notes or abbreviations are being referred to then these should be 


fully explained and a translation provided 
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Things to remember 
  


 Signed and dated statements are legal documents 
 Staff should always read and double-check their statements, agreeing them with 


their line manager before submitting it to the Customer Relations Department. It is 
important to be satisfied with the accuracy of the statement and to check it against 
any contemporaneous entries in the health records. 


 Ensure as much relevant information as possible is given. 
 
 
Section 3 – Preparing staff for an Inquest 
 
8.0 Who will be called to give evidence? 
 
Once the Coroner receives all the written evidence they will decide which members of staff 
are required to attend the Inquest in person. The Customer Relations Team will then be 
notified by the Coroner’s Officer and this may be followed by a formal summons. In any 
event, each member of staff will be required to attend and they will be contacted 
separately giving them notice. Once a date has been agreed, a pre inquest meeting 
involving all the witnesses from the Trust will be scheduled with the Legal Support 
Manager, and attendance here is compulsory.   
 
 
9.0 The Hearing 
 
All Inquest hearings are held in public (unless there are grounds of national security which 
dictate otherwise) and so members of the public and media may be present. An Inquest is 
a formal judicial hearing, and for different reasons can be distressing for family and friends, 
and for staff. 
 
Guidance for staff in preparing to be a witness 
 


 The Legal Support Manager will ensure every witness attends a pre inquest 
meeting, the purpose of which is to discuss and prepare for the ‘issues’ and to help 
explain the court procedure 


 Remember - the purpose of an Inquest is to determine the answer to four questions; 
who died and how, when and where the death occurred. 


 The Inquest hearing is not a trial and the Coroner is not there to judge, but to 
explore the issues so as to ensure a full, frank and fearless inquiry in to the facts.  


 When you give your evidence – under oath - you will be questioned first by the 
Coroner, then by any properly interested person, as determined by the Coroner at 
the start of an Inquest. The Coroner should always ensure that all questions are 
relevant to the purpose of the Inquest, i.e. matters which directly led to the death 


 You are not obliged to answer incriminating questions, and it is the duty of the 
Coroner if such a question is asked to tell you that you need not answer. This 
protection extends only to questions which tend to incriminate, i.e. which might 
establish a charge of homicide or medical manslaughter – Rule 22 of the Coroners 
Rules 


 Although there is no protection against questions which might establish civil liability, 
no verdict should be framed in such a way as to appear to determine any question 
of civil liability. In other words, the verdict cannot be termed as ‘negligence’ even 
though that may be implied from the evidence  
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 You should give your testimony in a professional manner trying to avoid medical 
jargon and explain events in words that the family (and possibly the Jury) can 
understand  


 
Guidance for staff on the day of the Inquest hearing 
 


 Please ensure you dress smartly. This will not only help you to convey a 
professional image, but demonstrate respect for the family of the deceased 


 Before going in to court, you will often be waiting in the same area as the 
deceased’s family and/or friends, so it is important to consider their emotions  


 Your role is to give factual evidence to the court and it is important that you 
familiarise yourself with your statement and the health records, prior to the hearing. 
Ensure you have these documents with you as you are allowed to refer to them 
when you are being questioned  


 Refer to the Coroner as “Sir” or “Madam or Mam”. 
 The Coroner will decide which witnesses to call and when to call them. When called 


you will be asked to swear an Oath or Affirmation and then the procedure varies. 
Some Coroners will simply ask you to read your statement, others will proceed by 
way of a question and answer session 


 When you are called to give evidence you will normally do so standing up although 
the Coroner might ask if you would prefer to sit down  


 When giving evidence speak loudly and clearly. Be full, frank, and honest in your 
responses. If you are unable to answer a question say so and explain why. Never 
guess  


 If you need an opportunity to consider your statement and/or the health records ask 
for permission to do so, and take your time to ensure you find what you need  


 If you believe a question should really be asked of someone else (if a matter is 
outside of your expertise, for example) then tell the Coroner that is your belief 


 Do not be rushed into answering any questions, and always try to stay calm 
 
 
10.0 Verdicts 
 
At the end of the Inquest the Coroner will sum up the evidence and a verdict will be given. 
This will include the deceased’s name, the injury or disease causing the death, the time, 
place and circumstances in which the injury occurred, and then the finding of the cause of 
death. 
 
The balance of probabilities is the burden of proof applied to each of the possible verdicts 
below, save for the verdict of suicide, where the criminal burden of proof is used; beyond 
reasonable doubt.  
 
Suicide – This verdict will be returned when the evidence is such that the Coroner (or 
Jury) is i) sure that the deceased’s actions led to their death; ii) at the time he or she 
intended that action would end their life and; iii) there is no other possibility.  
 
Unlawful killing - This covers all cases of homicide including medical manslaughter, but 
not where killing was justified, e.g. self-defence or prevention of crime.  In medical matters 
the ordinary principles of the law of negligence apply (even though the verdicts cannot 
refer to this) to ascertain whether or not a defendant has been in breach of a duty of care 
towards the patient who has died and, if such a breach is established, whether that breach 
should be characterised as “gross negligence” and whether that caused the death.   
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Accident (Misadventure) - This is a death caused by foreseen or unforeseen 
consequences of a person’s acts or omissions.  It is described as ‘Accidental Death’.  No 
distinction is drawn between “accident” and “misadventure”. In practice some Coroners still 
prefer ‘misadventure’ which might better describe a mishap arising from medical 
mismanagement.  
 
Natural Causes - This verdict is given when a person is suffering from a potentially fatal 
condition and medical intervention does no more than fail to prevent death.  In such 
circumstances the underlying cause of death is the condition that proved fatal.  
 
Neglect/Self-Neglect - This verdict is increasingly used in a hospital setting where the 
treatment or lack of it contributed to the patient’s death.  Neglect has been the subject of 
much judicial comment.  R v HM Coroner from In Humberside and Scunthorpe ex T 
Jamieson [1994] : “neglect means a gross failure to provide basic medical attention for 
someone in a dependent position”.  It is frequently used where there has been a failure in 
the hospital’s system of care.   
The case of Touché [2001] has subsequently clarified neglect as :- 
a) gross failure to provide medical attention; 
b) the need for such attention was obvious at the time; 
c) there is a causal connection between the conduct so described and the cause of 
death.   
 
‘Middleton’ (see page 4) verdicts– A short verdict is still possible and a narrative verdict 
(compliant with Rule 36) is permitted.   
 
Open Verdict - This should only be recorded if there is insufficient evidence to record any 
of the other verdicts above.  It is a last resort.   
 
 
Section 4 - Procedure Following The Hearing 
 
11.0 Contact with the family 
 
Whether it is appropriate to approach the family after the Inquest will very much depend on 
what has happened during the course of the hearing. However, it is important to try and 
express condolences to the family, and offer them the opportunity to make contact with the 
Trust should they wish to discuss any concerns they might have.   
 
12.0 Preparing a statement and or a press release 
 
A statement or press release might be required, particularly if the media are present at the 
hearing. This should be arranged by the Communications Team.  
 
13.0 De-briefing staff 
 
Attending an Inquest hearing can be a difficult experience, and so it is important for 
everyone involved to have an opportunity to discuss what happened and any concerns 
they have. It is the responsibility of the Legal Support Manager and/or a senior manager 
within the service to ensure this happens. 
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 Root Cause Analysis Guidance                                                Appendix F 
 
Contributory Factors (CFs)   
  
Patient Factors  
Clinical condition Pre-existing co-morbidity 
 Complexity of condition 
 Seriousness of condition 
 Limited options available to treat condition 
 Disability 
Social factors Cultural / religious beliefs 
 Lifestyle (smoking/ drinking/ drugs/diet) 
 Life events 


 
Lack of support networks / (social protective factors -Mental 
Health Services) 


 Lack of support networks 
 Lack of intent (Mental Health Services) 
 Engaging in high risk activity 
 Language 
 Sub-standard living accommodation (e.g. dilapidated) 
Physical factors Poor general physical state 
 Malnourished 
 Dehydrated 
 Obese 
 Poor sleep pattern 
Mental/ psychological factors Lack of / specific motivation (agenda, incentive) 
 Stress (family pressures, financial pressures) 
 Existing mental health disorder 
 Lack of mental capacity 
 Learning Disability 
 Trauma 
Interpersonal relationships Staff to patient and patient to staff 


 Patient engagement with services 
 Staff to family and family to staff 
 Patient to patient 
 Family to patient or patient to family 
 Family to family (Siblings, parents, children) 
Individual staff factors  
Physical issues Poor general health (e.g. nutrition, diet, exercise, fitness) 
 Disability (e.g. eyesight problems, dyslexia) 
 Fatigue  
 Infected Healthcare worker 
Psychological Issues Stress (e.g. distraction / preoccupation) 
 Specific mental illness (e.g. depression) 
 Mental impairment (e.g. illness, drugs, alcohol, pain) 


 
Lack of motivation (e.g. boredom, complacency, low job 
satisfaction) 


Social Domestic Domestic problems (e.g. family related issues) 
 Lifestyle problems (e.g. financial/housing issues) 
Personality  Low self confidence / over confidence 
 Gregarious / interactive, reclusive 
 Risk averse / risk taker 
 Bogus Healthcare worker 
Cognitive factors Preoccupation / narrowed focus (Situational awareness problems) 


 
Perception or viewpoint affected by information or mindset 
(Expectation or Confirmation bias) 


 Inadequate decision/action caused by Group influence 
 Distraction / Attention deficit 
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 Overload 
 Boredom 
  
Task Factors  
Guidelines Procedures and  
Policies Not up-to-date 


 
Unavailable - at appropriate location (e.g. not accessible when 
needed) 


 Unavailable - lost/missing/non-existent 
 Unclear (Ambiguous; complex) 
 Not useable (Irrelevant; incorrect; unrealistic) 
 Not adhered to / not followed 
 Not monitored / reviewed 
 Inappropriately targeted/focused ( i.e. not aimed at right audience) 
 Inadequate task disaster plans and drills 


Decision making aids 
Aids not available e.g. CTG machine, checklist; risk assessment 
tool, fax machine to enable remote assessment of results 


 
Aids not working e.g. CTG machine, risk assessment tool, fax 
machine to enable remote assessment of results 


 Difficulties in accessing senior / specialist advice 


 
Lack of easy access to technical information, flow charts and 
diagrams 


 Lack of prioritisation of guidelines 
 Incomplete information  - test results, informant history 


Procedural or Task Design 
Guidelines do not enable one to carry out the task in a timely 
manner 


 Too much information to deal with at the same time 
 Too many tasks to perform at the same time 
 Contradicting tasks 
 Staff do not agree with the ‘task/procedure design’ 


 
Stages of the task not designed such that each step can realistically 
be carried out  


 Misrepresentation  of information 
 Inappropriate transfer of processes from other situations 


 
Inadequate Audit, Quality control, Quality Assurance built into the 
task design 


 Distractions not designed out sufficiently 


 
Insufficient opportunity to influence task/outcome where 
necessary 


 Appropriate automation not available 
Communication Factors  
Verbal communication  Inappropriate tone of voice and style of delivery for situation 
 Ambiguous verbal commands / directions 
 Incorrect use of language 
 Made to inappropriate person(s) 
 Incorrect communication channels used 
Written communication Inadequate patient identification  
 Records difficult to read  


 
All relevant records not stored together and accessible when 
required  


 
Records incomplete or not contemporaneous (e.g. unavailability of 
patient management plans, patient risk assessments, etc) 


 Memos not circulated to all team members 
 Communication not received 
 Communications directed to the wrong people 
 Lack of information to patients 


 
Lack of effective communication to staff of risks (Alerts systems 
etc) 


Non verbal communication 
Body Language issues (closed, open, aggressive, relaxed, 
attentive) 


 Body movement issues (use of space, fidgeting, touching (own 
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face/others' arm/shoulder etc)) 
 Use of gestures (hands, arms, head, body) 
 Facial expression issues (anger, fear, joy, sadness, surprise) 


 
Eye gaze issues (eye contact, staring, averted, glazed, rolling, 
rapid movements) 


Communication Management Communication strategy and policy not defined / documented 
 Ineffective involvement of patient/carer in treatment and decisions 


 
Lack of effective communication to patients/relatives/carers of 
risks 


 
Lack of effective communication to patients about incidents (being 
open) 


 Information from patient/carer disregarded 
 Ineffective communication to staff up, down and across 
 Ineffective flow of staff information 


 
Ineffective interface for communicating with other agencies 
(partnership working) 


 Lack of measures for monitoring communication 
Team Factors  
Role Congruence Lack of shared understanding 
 Role + responsibility definitions misunderstood 
 Roles + responsibilities not clearly defined  
Leadership  Ineffective leadership – clinically 
 Ineffective leadership – managerially 
 Lack of decision making 
 Inappropriate decision making 
 Untimely decision making (delayed) 
 Leadership responsibilities unclear or not understood 
 Leader poorly respected 
Support and cultural factors Lack of support networks for staff 
 Inappropriate level of assertiveness 
 Negative team reaction(s) to adverse events 
 Negative team reaction to conflict 
 Negative team reaction to newcomers 
 Common violation of rules/regulations 
 Lack of team openness/communication with colleagues 
 Inadequate interprofessional challenge  
 Failure to seek support 
 Failure to address/manage issues of competence (whistleblowing) 
Education and Training  
Competence Lack of knowledge 
 Lack of skills 
 Inexperience 
 Inappropriate experience or lack of quality experience 
 Unfamiliar task 
 Lack of testing and assessment 
Supervision Inadequate supervision 
 Lack of mentorship 
 Inadequate mentorship 
 Training results not monitored/acted upon 
Availability / accessibility Training needs analysis not conducted 
 On the job training unavailable or inaccessible 
 Emergency Training unavailable or inaccessible 
 Team training unavailable or inaccessible 
 Core skills training unavailable or inaccessible 
 Refresher courses unavailable or inaccessible 
Appropriateness Inappropriate content 
 Inappropriate target audience 
 Inappropriate style of delivery 
 Time of day provided inappropriate 
Equipment  
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Displays Incorrect information / feedback available 
 Inconsistent or unclear information 
 Illegible information 
 Interference/unclear equipment display 
Integrity Poor working order 
 Inappropriate size 
 Unreliable 
 Ineffective safety features / not designed to fail safe 
 Poor maintenance programme 
 Failure of general services  (power supply, water, piped gases etc) 
Positioning Correct equipment not available 
 Insufficient equipment / emergency backup equipment  
 Incorrectly placed for use 
 Incorrectly stored 
Usability Unclear controls 
 Not intuitive in design 
 Lack of or poor quality user manual 
 Not designed to make detection of problems obvious 
 Use of items which have similar names or packaging 
 Differs from standards 
 Problems of compatibility  
Work Environment Factor  
Administrative factors Unreliable or ineffective general administrative systems  
 Unreliable or ineffective patient identification systems  
 Unreliable or ineffective systems for requesting medical records  
 Unreliable or ineffective systems for ordering drugs  
 Unreliable or ineffective systems for booking / appointments 
 Unreliable or ineffective administrative support 
Design of physical environment 


Poor or inappropriate office design: computer chairs, height of 
tables, anti-glare screens, security screens, 
panic buttons, placing of filing cabinets, storage facilities, etc.  


 
Poor or inappropriate area design: length, shape, visibility, 
cramped, spacious 


 Inadequate security provision 
 Lack of secure outside space 
 Inadequate lines of sight 


 
Inadequate/inappropriate use of colour contrast / patterns (walls / 
doors / flooring etc) 


Environment  Facility not available (failure or lack of capacity) 
 Fixture or fitting not available (failure or lack of capacity) 
 Single sex accommodation limitation/breach 
 Ligature/anchor points 
 Housekeeping issues – lack of cleanliness 
 Temperature too high/low 
 Lighting too dim or bright, or lack of 
 Noise levels too high or low 


Staffing 
Inappropriate skill mix (e.g Lack of senior staff; Trained staff; 
Approp trained staff) 


 Low staff to patient ratio 
 No / inaccurate workload / dependency assessment 
 Use temporary staff 
 High staff turnover 
Work load and hours of work Shift related fatigue 
 Excessive working hours 
 Lack of breaks during work hours 
 Excessive of extraneous tasks 
 Lack of social relaxation, rest and recuperation 
Time Delays caused by system failure or design 
 Time pressure 
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Organisational Factor  


Organisational structure 
Hierarchical structure/Governance structure not conducive to 
discussion, problem sharing, etc. 


 Tight boundaries for accountability and responsibility 
 Professional isolation 
 Clinical versus the managerial model 
 Inadequate maintenance 
 Lack of robust Service level agreements/contractual arrangements 
 Inadequate safety terms and conditions of contracts 
Priorities Not safety driven 
 External assessment driven e.g. Annual Health checks 
 Financial balance focused 
Externally imported risks Locum / Agency policy and usage 
 Contractors related problem 
 Equipment loan related problem 
 Lack of service provision 
 Unplanned bed opening/closures 
 PFI related problems (Private Finance Initiative) 
Safety culture Inappropriate Safety / efficiency balance 
 Poor rule compliance 
 Lack of overall risk management plans 


 
Inadequate leadership example (e.g. visible evidence of 
commitment to safety) 


 Inadequately open culture to allow appropriate communication 
 Inadequate learning from past incidents 
 Incentives for 'at risk'/'risk taking' behaviours 
 Toleration of inadequate adherence to current practice 


 
Ignorance/poor awareness of inadequate adherence to current 
practice 


 Disempowerment  
  
Other Please Specify 
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Appendix G  
 
Guidance on Particular Patient Circumstances 
 
The approach to Being Open may need to be modified according to the Patient’s personal 
circumstances.  The following gives guidance on how to manage different categories of 
Patient circumstances: 
 
When a Patient dies: 
 
When an incident has resulted in a Patient’s death it is crucial that communication is 
sensitive, empathic and open and takes into account.  It is important to consider the 
emotional state of bereaved relatives or carers, cultural sensitivities and their religious 
beliefs/faiths and to involve them in deciding when it is appropriate to discuss what has 
happened. 
 
The Patient’s family and/or carers will probably need information on the processes that will 
be followed to identify the cause(s) of death.  They will also need emotional support.  
Establishing open channels of communication may also allow the family and/or carers to 
indicate if they need bereavement counselling (see Appendix H for contact details or 
appropriate organisations) or assistance at any stage. 
 
Usually, the Being Open discussion and any investigation will occur before the coroner’s 
inquest.  However, it may sometimes be considered to be appropriate to wait for the 
coroner’s inquest before holding the Being Open discussion with the Patient’s family 
and/or carer. (refer to Appendix E Inquest Guidance). The coroner’s report on post-mortem 
findings is a key source of information that will help to complete the picture of events 
leading up to the Patient’s death.  In any event, an apology must always be offered as 
soon as possible after the Patient’s death, together with an explanation that the coroner’s 
process has been initiated and a realistic timeframe of when the family and/or carers will 
be provided with the information. 
 
Children: 
 
The legal age of maturity for giving consent to treatment is 16.  It is the age at which a 
young person acquires the full rights to make decisions about their own treatment and their 
right to confidentiality becomes vested in them rather than their parents or guardians.  
However, it is still considered good practice to encourage competent children to involve 
their families in decision-making. 
 
The courts have stated that younger children who understand fully what is involved in the 
proposed procedure can also give consent.  This is sometimes known as Gillick 
competence or the Fraser Guidelines.  Where a child is judged to have the cognitive ability 
and the emotional maturity to understand the information provided, he/she should be 
involved directly in the Being Open process after an incident. 
 
The opportunity for parents to be involved should still be provided unless the child 
expresses a wish for them not to be present. 
 
Where children are deemed not to have sufficient maturity or ability to understand, 
consideration needs to be given to whether information is provided to the parents alone or 
in the presence of the child.  In these instances the parents’ views on the issue should be 
sought. 
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More information can be found on the Department of Health’s website: www.dh.gov.uk 
 
Patients with mental health difficulties: 
 
Being Open for Patients with mental health difficulties should follow normal procedures, 
unless that Patient also has cognitive impairment (see below).  The only circumstances in 
which it is appropriate to withhold incident information from a mentally unwell Patient is 
when advised to do so by a Consultant Psychiatrist, who feels it would cause adverse 
psychological harm to the Patient.  However, such circumstances are rare and a second 
opinion (from another Consultant Psychiatrist) would be needed to justify withholding 
information from the Patient.  Apart from exceptional circumstances, it is never appropriate 
to discuss incident information with a carer or relative without express permission of the 
Patient; to do so is an infringement of the Patient’s human rights. 
 
Patients with cognitive impairment: 
 
Some individuals have conditions that limit their ability to understand what is happening to 
them.  They may have authorised a person to act on their behalf by an enduring power of 
attorney.  In these cases steps must be taken to ensure this extends to decision-making 
and to the medical care and treatment of the Patient. 
 
The Being Open discussion would be held with the holder of the power of attorney.  Where 
there is no such person the clinicians may act in the Patient’s best interest in deciding who 
the appropriate person is to discuss incident information with, regarding the welfare of the 
Patient as a whole and not simply their medical interests.  However, the Patient with a 
cognitive impairment should, where possible, be involved directly in communications about 
what has happened.  An advocate with appropriate skills should be available to the Patient 
to assist in the communication process (see appendix G for a list of organisations). 
 
Patients with a learning disability: 
 
Where a Patient has difficulties in expressing their opinion verbally, an assessment should 
be made about whether they are also cognitively impaired (see above).  If the Patient is 
not cognitively impaired they should be supported in the Being Open process by 
appropriate communication methods.  An advocate, agreed on in consultation with the 
Patient, should be appointed (see appendix G for a list of organisations).  Appropriate 
advocates may include carers, family or friends of the Patient.  The advocate should assist 
the Patient during the Being Open process, focusing on ensuring that the Patient’s views 
are considered and discussed. 
 
Patients who do not agree with the information provided: 
 
Sometimes, despite the best efforts of staff and/or others, the relationship between the 
Patient and/or their carers, and the health and/or social care professional breaks down.  
They may not accept the information provided or may not wish to participate in the Being 
Open process.  In this case the following strategies should be used: 
 
 Deal with the issue as soon as it emerges. 
 Where the Patient agrees, ensure their carers are involved in the discussions from the 


beginning. 
 Ensure the Patient has access to support services. 
 Where the senior health and/or social care professional is not aware of the relationship 


difficulties, provide mechanisms for communicating information, such as the Patient 
expressing their concerns to other members of the clinical team. 



http://www.dh.gov.uk/
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 Offer the Patient and/or their carers another contact person with whom they may feel 
more comfortable.  This could be another member of the team or the individual with 
overall responsibility for clinical risk management. 


 Use a mutually acceptable mediator to help identify the issues between the Trust and 
the Patient, and to look for a mutually agreeable solution. 


 Ensure the Patient and/or their carers are fully aware of the formal complaints 
procedures (see Complaints Policy and Procedure and Claims Handling Policy). 


 Write a comprehensive list of the points that the Patient and/or their carer disagree with 
and reassure them you will follow up on these issues. 


 Inform the Trust’s Customer Relations Manager if there is the possibility of any formal 
action being taken against the Trust. 


 
Patients with language or cultural considerations: 
 
The need for translation and advocacy services, and consideration of special cultural 
needs (such as for Patients from cultures that make it difficult for a woman to talk to a male 
about intimate issues), must be taken into account when planning to discuss incident 
information.  It would be worthwhile to obtain advice from an advocate or translator before 
the meeting on the most sensitive way to discuss the information (see appendix G for list 
of organisations). and consult with the individual about whether what would be appropriate.   
 
Patients with specific communication needs: 
 
A number of Patients will have particular communication difficulties, such as hearing 
impairment.  Plans for the meeting should fully consider these needs.  Knowing how to 
enable or enhance communications with a Patient is essential to facilitating an effective 
Being Open process, focusing on the needs of individuals and their families, and being 
personally thoughtful and respectful. 
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 Support and advice for those who are bereaved      Appendix H 
 
NATIONAL ORGANISATION 
families in the U 
Cruse Bereavement Care 


Cruse Bereavement Care, Cruse House, PO Box 800, Richmond, Surrey, TW9 
1RGPhone: 020 8939 9530  Email: info@cruse.org.uk, 
www.crusebereavementcare.org.uk  


Charity providing information to anyone who has been affected by a death. 
Also offers education, support, information and publications to anyone supporting 
bereaved people. A national charity with over 6,000 trained counsellors. 
 
Supportline 
PO Box 2860, Romford, Essex, RM7 1JA 
Helpline: 01708 765200 (opening hours vary) 
www.supportline.org.uk  
 
A helpline providing confidential emotional support to children, young people and adults on 
any issue - referring callers to sources of help in their immediate area. 
 
London Bereavement Network 
City & East London Bereavement Service, 61 Philpot Street, London E1 2JH 
Tel: 020 7700 8134 
www.bereavement.org.uk/about/index.asp  
 
Offers information and a referral service to anyone living in Greater London who is affected 
by bereavement. 
 
British Association for Counselling and Psychotherapy 
BACP House, 15 St Johns Business Park, Lutterworth, Leicestershire LE17 4HB 
Tel: 01455 883316 
www.bacp.co.uk  
 
The 'Seeking a Therapist' section of the website gives lists of qualified counsellors and 
psychotherapists available in your area. This service is also available over the phone. 
 
Jewish Bereavement Counselling Service 
Bet Meir, 44b Albert Road, London NW4 2SG 
Tel: 020 8457 9710 
www.jvisit.org.uk/jbcs/  
 
The service is offered to any member of the Jewish community at no charge. 
 
Royal College of Psychiatrists 
www.rcpsych.ac.uk/info/help/bereav/  
 
In-depth information about the emotions you may feel during bereavement. 
 
Depression Alliance 
20 Great Dover Street, London SE1 4LX 
Tel: 0845 123 2320 
www.depressionalliance.org  



mailto:info@cruse.org.uk

http://www.crusebereavementcare.org.uk/

http://www.supportline.org.uk/

http://www.bereavement.org.uk/about/index.asp

http://www.bacp.co.uk/

http://www.jvisit.org.uk/jbcs/

http://www.rcpsych.ac.uk/info/help/bereav/

http://www.depressionalliance.org/
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A UK charity offering information to people with depression; run by sufferers. 
 
Samaritans 
Helpline: 08457 90 90 90 (24 hours) 
www.samaritans.org  
24-hour confidential emotional support for anyone in a crisis. 
 
If I Should Die 
www.ifishoulddie.co.uk  
 
This website looks at all aspects of bereavement from the practical to the emotional. 
 
SUPPORT FOR CARERS 
 
The Princess Royal Trust for Carers 
Unit 14 Bourne Court, Southend Road, Woodford Green, Essex IG8 8HD 
Tel: 0844 8004361 
www.carers.org 
 
Information, support and practical help for all carers through a network of Princess Royal 
Trust for Carers centres. 
 
Carers UK/ Carers National Association 
20-25 Glasshouse Yard, London EC1A 4JS 
Helpline: 0808 808 7777 (freephone, 10am-12noon and 2pm-4pm, Mon-Fri) 
www.carersuk.org.uk/about/main.htm  
Runs a helpline and provides support, encouraging carers to recognise their own needs. 
There is also an information officer to answer enquiries from professionals. 
 
Caring Matters 
132 Gloucester Place, London NW1 6DT 
Tel: 020 7402 270 
 
Focuses on the rights and responsibilities of everyone receiving or providing long-term 
care services. 
 
Seniorline 
207/221 Pentonville Road, London N1 9UZ 
England, Scotland, Wales: 0808 800 6565 (freephone) 
Northern Ireland: 0808 808 7575 (freephone) 
The lines are open Mon-Fri between 9am-4pm. 
Free national information service for senior citizens, their carers and relatives. 
 
WHEN A BABY OR CHILD DIES 
 
Child Death Helpline 
York House, 37 Queen Square, London WC1N 3BH 
Tel: 0800 282 986 
www.childdeathhelpline.org.uk  
A telephone helpline that offers help and support to anyone affected by the death of a 
child. Staffed by parent volunteers who are supported by a professional team. 
 



http://www.samaritans.org/

http://www.ifishoulddie.co.uk/

http://www.carers.org/

http://www.carersuk.org.uk/about/main.htm

http://www.childdeathhelpline.org.uk/
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Compassionate Friends 
53 North Street, Bedminster, Bristol BS3 1EN 
Help Line: 0845 123 2304  (seven days 9.30am-10.30pm) 
www.tcf.org.uk  
 
Support and friendship for bereaved parents and their families. 
 
SANDS - Stillbirth and Neonatal Death Society (UK) 
28 Portland Place, London W1N 4DE 
Helpline: 0207 436 5881 
www.uk-sands.org  
 
A national self-help organisation that provides support for bereaved parents and their 
families whose baby has died at or soon after birth. 
 
The Cot Death Society 
10 High Street, Thatcham, Berkshire RG19 3JD 
Tel: 01635 861 771 
Help and support for anyone affected by cot death. 
Scottish Cot Death Trust 
Tel: 0141 357 3946 
www.sidscotland.org.uk  
 
Provides support and information to parents bereaved by sudden infant deaths. 
 
The Foundation for the Study of Infant Deaths 
PO Box 1168, Southampton, SO15 8XZ 
24-hour helpline: 0207 235 1721 
Offers help to those who have lost a baby. 
www.babyloss.com  
 
An exclusively online resource for anyone whose life has been touched by pregnancy loss, 
stillbirth or neonatal death. 
 
LOSS IN PREGNANCY 
 
Miscarriage Association: 
c/o Clayton Hospital, Northgate, Wakefield, West Yorkshire WF1 3JS 
Helpline: 01924 200 799 
Helpline (Scotland): 0131 331 883 
www.miscarriageassociation.org.uk  
 
Provides support for those who have suffered the loss of a baby during pregnancy. 
 
HELP FOR YOUNG PEOPLE 
 
The Child Bereavement Trust 
The Saunderton Estate, Wycombe Road, Saunderton, Bucks HP14 4BF 
Information and support service line: 01495 568900 
enquiries@childbereavement.org.uk 
www.childbereavement.org.uk  
 
National UK charity providing specialised training and support for professionals to help 
them respond to the needs of bereaved families. Resources and information for bereaved 



http://www.tcf.org.uk/

http://www.uk-sands.org/

http://www.sidscotland.org.uk/

http://www.babyloss.com/

http://www.miscarriageassociation.org.uk/

http://www.childbereavement.org.uk/
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children and families as well as the doctors, nurses, midwives, teachers, police, 
emergency services and voluntary sector support services.Winston's 
rd4u 
 
Cruse Bereavement Care, Cruse House, 126 Sheen Road, Richmond, Surrey, TW9 1UR 
Helpline: 0808 808 1677 (answered by trained volunteers aged between 16-25, 4pm-7pm, 
Mon-Wed) 
www.rd4u.org.uk  
 
The youth branch of Cruse, set up to help young people after the death of 
someone close. 
 
Winston's Wish 
4th Floor, St James House, St James Square, Cheltenham GL50 3PR 
Helpline: 0845 2030405 (9.30am-5pm, Mon-Fri; 9.30am-1pm, Sat) 
www.winstonswish.org.uk  
 
Charity that offers support to young people who have experienced bereavement. 
 
ChildLine 
Helpline: 0800 1111 
www.ChildLine.org.uk  
 
Free, 24-hour helpline for children and young people who need to talk about any problem 
they may have. 
 
Childhood Bereavement Network 
8 Wakley Street, London EC1V 7QE 
Tel: 020 7843 6309 
www.childhoodbereavementnetwork.org.uk  
 
A new national resource for bereaved children and young people, their parents and care  



http://www.rd4u.org.uk/

http://www.winstonswish.org.uk/

http://www.childline.org.uk/

http://www.childhoodbereavementnetwork.org.uk/
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Interpreting Services                                   Appendix I 
 
 
Sussex Interpreting Services 
113 Queens Road, Brighton, BN1 3XG 
Tel:  01273 702005, Fax: 01273 234787 
email: info@sussexinterpreting.org.uk 
www.sussexinterpreting.org.uk 
 
 
 
 



mailto:info@sussexinterpreting.org.uk

http://www.sussexinterpreting.org.uk/
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Appendix J 
 
 
Table 1: NPSA grading of patient safety incidents to determine level  of response  
 
Incident Action 
No Harm (including 
prevented patient safety 
incident) 
Insignificant (1) 


Patients are not usually contacted or involved in investigations and these 
types of incidents are outside the scope of the Being open policy.  Individual 
healthcare organisation decides whether ‘no harm’ events (including 
prevented patient safety incidents) are discussed with patients and/or their 
carers, depending on local circumstances. 


Low harm 
Minor (2) 


Unless there are specific indications or the patient requests it, the 
communication, investigation and analysis, and the implementation of 
changes will occur at local service delivery level with the participation of 
those directly involved in the incident.  Communication should take the form 
of an open discussion between the staff providing the patient’s care and the 
patient and/or their carers.  Reporting to the Health and Social Care 
Governance Support Team will occur through standard incident reporting 
mechanisms and be analysed centrally to detect high frequency events.  
Review will occur through aggregated trend data and local investigation.  
Where the trend data indicates a pattern of related events, further 
investigation and analysis may be needed. 


Moderate harm, severe 
harm or death 
Moderate (3) Major (4) 
Catastrophic (5) 


A higher level of response is required in these circumstances. The risk 
manager should be notified immediately and be available to provide support 
and advice during the Being open process if required.  The Trust’s Being 
open policy is implemented. 
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EXECUTIVE SUMMARY:  


This policy is a key document in directing staff to the processes for capturing information on all 
incidents, accidents and serious incidents and near misses and sets out the following: 


Accountability and responsibilities for incident and accident reporting 


Serious incident, incident and accident reporting procedure 


Relationship to safeguarding children and adults at risk 


Managing a serious incident, incident or accident 


Causal analysis and contributory factors 


 


Did you print this document yourself? 
Please be advised that the Trust discourages the printing and retention of hard copies of 
policies and can guarantee that the policy on the Trust website is the most up-to-date version. 
 
As a contingency a full set of up-to-date Trust policies are held by the Governance Support 
Team based at Trust HQ, Swandean. 


If you require this document in another format such as large 
print, audio or other community language please contact the 


Governance Support Team on 01903 845735 or email 
Governance.support@sussexpartnership.nhs.uk  



mailto:Governance.support@sussexpartnership.nhs.uk
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 9 KEY POINTS 


1 Following any incident, ensuring the safety of patients, staff and the environment is 
of paramount importance. 


2 Inform the senior person on duty or line management. There is always an on call 
manager available out of hours to offer additional support and guidance if it is 
suspected to be a serious incident. 


Complete an incident form - consideration should be given as to whether the 
incident meets the criteria for safeguarding children or adults at risk. 


3 In the case of an unexpected death it is important to identify who will provide the 
initial support to the patient’s, visitor’s or staff member’s family and report the 
death to the Coroner’s Office. 


4 It is important that any incident that may be suspected as a serious incident is 
notified by email to the serious incident inbox 
(SI.Inbox@sussexpartnership.nhs.uk). This helps communicate incidents and 
even if it is decided an incident is not a serious incident it can be very valuable. 


5 All incidents must be investigated, but a serious incident will be reviewed by a 
trained investigator using root cause analysis methodology. The reviewer will be 
allocated by the Deputy Service Director / Care Group Director for Grade 1 Level 2 
incidents and the General Manager for Grade 1 Level 1 incidents. Guidance on 
grading and templates can be found at SI Reporting 


6 Incident investigations and serious incident reviews are intended to establish 
learning in order that services can be improved and that similar incidents can be 
prevented in the future. Serious incident reviews do not seek to scapegoat or 
apportion blame. 


7 The principles of Being Open and the Duty of Candour should be applied; patients 
and carers should be supported to raise questions within the review and have the 
outcomes shared with them.  The nature of the contact with the family across the 
period of review should be set in negotiation with the family taking into account 
their individual needs and preferences. 


8 All staff involved in an incident or serious incident review should have the 
opportunity to receive feedback on the review in a supportive setting before the 
investigation is finalised. 


9 The time allocated for completion of an incident or serious incident reviews reflects 
DoH requirements and in the majority of cases cannot be negotiated. 


 



mailto:SI.Inbox@sussexpartnership.nhs.uk

http://susie.sussexpartnership.nhs.uk/my-organisation/directorates/nursing-and-quality/governance/si-reporting?highlight=WyJzaSIsInJlcG9ydGluZyIsInNpIHJlcG9ydGluZyJd
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POLICY 


1.0 Introduction 


Sussex Partnership NHS Foundation Trust (the Trust) is committed to continually improving the 
quality and safety of all services.  This policy outlines the quality standards and procedure for 
the processing and review of all incidents and serious incidents.  Incident reviews will be 
conducted to identify learning which will be used to improve services. 


This document is the policy and procedure for the reporting of incidents, serious incidents and 
near misses for all Trust services in all settings. 


1.1 Purpose of policy 


This policy details what is expected of all Trust managers and staff in respect to all aspects of 
incident and serious incident reporting. The policy is based on the national framework called the 
Serious Incident Framework issued by NHS England.  


The Trust uses a web-based incident form accessible from any Trust PC, with paper incident 
forms in a book as backup if the web system is down. 


NB - All accident books must be kept for a minimum period of three years from the date 
of the last entry to comply with RIDDOR and twelve years to satisfy the National Health 
Service Litigation (NHSLA) purposes. 


Incident reporting is a statutory requirement of the Reporting of Injuries Diseases and 
Dangerous Occurrences Regulations (RIDDOR) and mandatory within the NHS under the 
NHSLA, Risk Management Standards 2013 - 14. This is in addition to reporting incidents to the 
CCG and a regulatory requirement by the CQC and Monitor. 


The Trust has a duty to meet the reporting requirements of many external organisations, some 
of which are listed below: 


 The Medicines and Healthcare products Regulatory Agency (MHRA); 


 The Health and Safety Executive (HSE); 


 Care Quality Commission (CQC) 


 The Local Area Team (LAT); 


 The Department of Health (DoH); 


 The Commissioning Care Groups (CCG); 


 NHS England - the National Reporting & Learning System (NRLS); 


 The Local Authority (LA); 


 Infection Control; 


 Occupational Health; 


 NHS Estates; 


 NHS Protect; 


 Monitor 


 The National Audit Office (NAO); and 


 The Medicines Control Agency. 


The Trust will report, manage and learn from all incidents, wherever they occur, as part of its 
commitments to maintaining high quality services, supporting staff and maintaining public 
confidence in the Trust, the NHS and Social Care as a whole. (An Organisation with a Memory, 
NPSA Seven Steps to Patient Safety). 
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See Appendix 1 for External Agencies / Stakeholders Reporting List and actions 
required.1.2 Definitions 


The Trust captures untoward events under several definitions; Incident, Serious Incident, Patient 
Safety Incident, Near Miss and Notifiable Incident, which are defined below. 


Duty of Candour: See Being Open Policy.  


Incident – “any event whether planned or unplanned that has given or may give rise to actual or 
possible personal injury, to patient dissatisfaction, or to property loss or damage”. 


Serious Incident (SI): Serious incidents requiring investigation were defined by the NPSA’s 
2010 National Framework for Reporting and Learning from Serious Incidents Requiring 
Investigation (see Glossary). In summary, this definition describes a serious incident as an 
incident that occurred during NHS funded healthcare3 (including in the community), which 
resulted in one or more of the following;  


 unexpected or avoidable death or severe harm of one or more patients, staff or members 
of the public;  


 serious harm to one or more patients, staff, visitors or members of the public, or where the 
outcome requires life-saving intervention, permanent harm or will shorten life expectancy 
or result in prolonged or psychological harm  


 a never event - all never events are defined as serious incidents although not all never 
events necessarily result in severe harm or death. (See Never Events Framework list 
document downloadable on https://www.england.nhs.uk/ourwork/patientsafety/never-
events/ );  


 a scenario that prevents, or threatens to prevent, an organisation’s ability to continue to 
deliver healthcare services, including data loss, property damage or incidents in population 
programmes like screening and immunisation where harm potentially may extend to a 
large population;  


 allegations, or incidents, of physical abuse and sexual assault or abuse; and/or  


 loss of confidence in the service, adverse media coverage or public concern about 
healthcare or an organisation. 


 Delay of more than 4 hours for an inpatient bed for patient below 18 years of age only. 


 Additionally CCGs have requested further incidents which require investigation and 
reporting 


A Patient Safety Incident (PSI) – “is any unintended or unexpected incident which could have 
or did lead to harm for one or more patients receiving NHS care”. 


Near Miss: A near miss is an unexpected or unplanned event that could have resulted in loss, 
damage, injury or ill health. 


Notifiable Incident: Any incident that may not in itself be regarded as a serious incident but 
may be an event that attracts media attention, either locally or nationally, and will need careful 
handling or is something out of the ordinary or unexpected or likely to attract significant adverse 
public and media interest (see Media Relations Policy and Major Incident Hotline Procedure). 


This includes the exceptional case where a child of 16 or under is placed on an adult 
psychiatric ward the senior person on duty should use the incident form, setting out how the 
child will be moved to appropriate accommodation within 48 hours and how the ward and 
staffing have been made appropriate for the child’s needs. 


 


 


 



https://www.england.nhs.uk/ourwork/patientsafety/never-events/

https://www.england.nhs.uk/ourwork/patientsafety/never-events/
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1.2.1 Incident Types - Cause Groups 


The reporting of incidents and accidents across the Trust is captured under the following 
categories or ‘Incident Types’ in order to capture the various national reporting requirements 
expected of an NHS Trust. 


Absent Without Leave, AWOL - (Absconding risk) Missing patients detained under the Mental 
Health Act, or other patients and residents in Trust care who may present a serious risk to 
themselves and / or others, attract media attention or who may commit an offence while at large. 


Breach of Mental Health Act - A breach of a duty imposed on some person or body by the 
Mental Health Act.  A breach may be caused either by action taken without statutory authority or 
failure to carry out duties or actions demanded by statute.  This encompasses but is not limited 
to physical actions involving patients. 


Drug Error - can be any of the following: incorrect or inappropriate dosage, wrong drug, 
administration error (correct medication wrongly administered), contra-indicated medication (e.g. 
patient given medication which reacts badly with another drug or condition), prescribing and 
dispensing errors (e.g. prescribing or dispensing an incorrect drug with a similar name to the 
intended medication), failure to monitor progress, failure to warn of side-effects, repeat 
prescribing without proper checks. 


Fall - Any person that is believed or seen to have fallen, slipped or tripped. 


Unexpected Death - The death of a person in receipt of Trust care, where suicide, foul play, 
drugs, a drug error or any other circumstances where the death was not expected, or where 
relatives / carers or others are expressing concern that the death was a result of a failure of duty 
of care. 


Fire - Any incident where fire or smoke occurs either by deliberate or accidental causes or the 
deliberate or accidental setting off of the fire alarm system. 


Harassment - A course of conduct (on a least two occasions, and can be verbal) which; 
amounts to harassment of another (includes alarm or distress) and the person knows, or ought 
to know, amounts to harassment of another.   Any unwanted conduct affecting the dignity of 
men and women in the workplace. It may be related to age, sex, race, disability, religion, 
nationality or any personal characteristic of the individual, and may be persistent or isolated 
incidents. The key is that the actions or comments are viewed as demeaning and unacceptable 
to the recipient. 


Ill Health - Any incident involving an outbreak of infectious diseases, food poisoning, epilepsy, 
the transmission of an infectious disease, adverse effects of chemicals, drugs, medication or 
other substances and stress caused by workload or working environment. 


Privacy and Dignity - Dignity consists of many overlapping aspects, involving respect, privacy, 
autonomy and self-worth. The meaning of dignity taken from the dictionary definition: “a state, 
quality or manner worthy of esteem or respect; and (by extension) self-respect” 


While 'dignity’ may be difficult to define, what is clear is that people know when they have not 
been treated with dignity and respect.   Privacy is defined as freedom from intrusion. 


Security & Information Governance - Any theft of personal or Trust property, any vandalism 
or criminal damage and any breach of confidentially issues, such as lost notes, miss-sent faxes, 
data breaches, etc. 


Self Harm - Any incident where someone deliberately inflicts or attempts to inflict harm on 
themselves. 


Violent Incident - “Any incident where staff, or others, are abused, threatened or assaulted in 
circumstances related to Trust activity, involving an explicit or implicit challenge to their safety, 
well-being or health” 


Specific types of violent incidents used for reporting to NHS Protect include; 
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Physical Assault - The intentional application of force to the person of another without lawful 
justification, resulting in physical injury or personal discomfort. 


Unintentional Assault - Any conduct which was not intentional, due to their illness or mental 
state, so that they didn’t understand the action they were taking at the time.  


Near Miss Assault - The intentional application of force to the person of another without lawful 
justification, but not resulting in physical injury or personal discomfort.  


Verbal Abuse - The use of inappropriate words or behaviour causing distress and / or 
constituting harassment 


1.3 Scope of this policy and procedure 


We all have a duty of care to protect ourselves, others around us, and people in our care,  
therefore this policy and procedure applies to all employees of the trust, bank and agency staff, 
volunteers and those seconded to work in the Trust. It applies to all of the above whether on 
Trust premises or elsewhere whilst on Trust business. 


It also applies to contractors, visitors, carers and relatives where they have been involved in or 
may have been witness to an incident or accident on Trust premises. 


There will be an active lead from managers at all levels to ensure that the management of 
incident reporting is a fundamental part of the overall approach to service delivery, risk 
management and sound governance. 


The reporting of incidents, serious incidents, near misses and notifiable incidents in a timely 
manner is the responsibility of all Trust staff permanently and temporarily employed by the Trust 
and those seconded to the Trust and applies in all clinical and non-clinical settings e.g. 
Corporate Services (HR, Information Governance, Finance, Procurement and Estates). 


The Trust will use national frameworks such as the NPSA’s 2010 National Framework for 
reporting and learning from incidents and other associated guidance such as risk grading 
matrices. 


1.4 Principles 


In a service as large and complex as the Trust, things will sometimes go wrong. When they do, 
the response should not be one of blame and retribution, but of learning, a drive to reduce risk 
for future patients, and concern for staff and patients who may suffer as a consequence. 


In relation to doctors and patients, this is a fundamental pledge made by the Government, the 
medical professions, and the NHS in A Commitment to Quality, A Quest for Excellence, 
published on 27 June 2001. 


The Department of Health (DoH) publications ‘An Organisation with a Memory’ and ‘Building a 
Safer NHS for Patients’ identified the significant opportunities that exist to reduce unintended 
harm to patients arising during NHS care. This is supported by the work of Neale et al (2001), 
who have established from retrospective medical record reviews that at least one in twenty NHS 
patients suffer preventable harm (Doing Less Harm 2001). 


All incidents will be reviewed with the objective of learning lessons that enable the Trust to 
improve the safety for patients, staff and others by preventing a reoccurrence and improving the 
quality of services. 


Some incident reviews will require the involvement of external agencies e.g.: 


 Health and Safety Executive notification (Reporting of Injuries Diseases and 
Dangerous Occurrences Regulations, RIDDOR) 


 Police involvement and Protection of Crime Scenes (Memorandum of Understanding) 


 Other NHS Trusts? 


 Social Services? 



http://www.nrls.npsa.nhs.uk/resources/?entryid45=75173
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The contributory factor and Root Cause Analysis (RCA) methodology must be applied to review 
all serious incidents and will identify failings in systems and / or processes.  Where individual 
failings are indicated this will be taken up through an appropriate Trust policy separate to this 
policy. 


1.5 Contributory Factors and Root Causes 


The cornerstone of the requirements set out in this policy is the need to establish the underlying 
cause(s) of incidents through the examination of contributory factors and root cause analysis. 


Unless the causes of incidents are properly understood, lessons will not be learned and suitable 
improvements will not be made to secure a reduction in the risk of harm to staff and patients. 


1.6 Accountability and Responsibility for Practice 


Staff reporting or directly involved in incidents, are assured that any investigation will be 
carried out fairly, without prejudice and with the aim of identifying and correcting the 
underlying causes of the incident to prevent recurrence. 


They will not be subject to disciplinary action or suffer any material loss or disadvantage 
unless they have been negligent in their acts or omissions or wilfully failed to comply with 
Trust policy, professional standards, and codes of practice or Safe Systems of Work. 


The Trust is also accountable to all CCGs (Clinical Commissioning Groups) that commission 
services. These are Brighton and Hove for all Sussex incidents, North East Hampshire and 
Fareham CCG for Hampshire incident and all Kent CCGs for Kent incidents.  


The Trust is also accountable to patient and families as referenced in the Being Open Policy 
(incorporating Duty of Candour). 


1.7 Raising Matters of Concern (Whistle-Blowing) Policy 


Staff who may be worried about raising serious issues or may want to keep their concerns to 
themselves for fear that raising the matter would be disloyal to colleagues, managers or to 
the Trust and who may not want to raise the issue on an incident report form, can raise the 
issue through the ‘Raising Matters of Concerns (Whistle-blowing) Policy’. This is Workforce 
Policy, available on the Trust Intranet. 


2.0 Policy Statement 


Incident reporting is a fundamental tool of good risk management which when used correctly will 
gather information about clinical and non-clinical incidents, including near misses, which will 
assist to facilitate Trust wide learning and improve risk management and health and safety.  


The Board recognises that the management of incident reporting is an integral part of good 
management practice and to be most effective should become part of the Trust’s culture. The 
Board is therefore committed to ensuring that the reporting of incidents forms an integral part of 
its risk management process and that responsibility for implementation is accepted at all levels 
of the organisation. 


The Board of Directors acknowledges that the provision of appropriate training is central to the 
achievement of this aim. 


The Trust promotes an open, reflective culture and encourages staff to report all incidents, no 
matter how minor, so that lessons can be learnt and changes can be made where appropriate, 
whilst recognising that professionals have responsibilities and standards for their individual 
practice. 


There will be a detailed review of all serious incidents using the Root Cause Analysis 
methodology to determine any underlying causes, contributory factors and root causes and to 
identify any improvement action that may be required with regards to policies, practice and any 
other factors. 



http://policies.sussexpartnership.nhs.uk/clinical-3
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3.0 Duties 


The responsibility to report incidents lies with all Trust staff. We all have a duty of care to protect 
ourselves, others and people in our care. Any incident, no matter how trivial it may appear must 
be reported using the Trust web-based incident report form and brought to the attention of line 
management or the senior person on duty as soon as practically possible. All staff have a duty 
to ensure that visitors, carers, contractors, bank and agency staff are aware that they also must 
report any incident or accident that they experience and they are reported on the Trust’s web-
based incident report form. 


3.1 Board of Directors (the Board) 


The Trust is committed to protecting the health, safety and welfare of its staff and patients 
and recognises that injury and accident management is a health and safety issue and will 
ensure that effective systems are in place and where appropriate, ensuring that adequate 
resources are available to support those systems. 


3.2 The Chief Executive and the Board 


The Chief Executive and the Board will satisfy themselves that managers are promoting an 
open and fair approach to incident reporting throughout the workplaces for which they are 
responsible, and that incident and accidents are being properly recorded, acted upon and where 
significant risks are identified, recorded on the Trust’s Risk Register. 


3.3 Executive Director of Nursing & Quality 


Ensure a fit for purpose, ratified policy is in place. 


3.4 Director of Nursing Standards and Safety 


Take joint responsibility to determine if a notified incident meets the criteria of a Serious Incident 
and to escalate issues of concern to the Executive Director of Nursing & Quality. 


They will; 


 Produce a quarterly and annual serious incident report 


 Brief regulatory bodies and commissioners as appropriate 


 Quality assure all final serious incident reports 


Liaise with the commissioners’ scrutiny panel. 


3.5 Director of Communications 


On receiving the initial notification the Director of Communications will alert appropriate 
communications contacts and lead on media handling of the incident for the Trust. 


3.6 Directors, Deputy Directors and Department Heads 


Ensuring that appropriate and effective incident reporting processes are in place within their 
designated area and scope of responsibility and that all staff within their work environment are 
made aware of the incident reporting process. 


Ensuring they, or a nominated deputy, attend the various committees, groups and forums, 
where Incident Reports are presented, and monitor across the protected characteristics and act 
upon trends or patterns of incidents identified from their directorate. 


Implementing and monitoring any identified risk assessment control measures and appropriate 
action plans within their designated area and scope of responsibility (clinical and corporate). 


In situations where significant risks have been identified and where local control measures are 
considered to be potentially inadequate, they are responsible for bringing these risks to the 
attention of the Quality Committee if local resolution has not been satisfactorily achieved. 
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3.7 Service Directors 


Are responsible for the overall management and timely completion of a Serious Incident review 
within their divisions. 


3.8 General Managers / On Call Managers 


Will check that safe care is maintained and an incident form is completed within 24 hours of the 
incident occurring? 


Will ensure that following a serious incident where a patient has died notes are sequestered and 
the originals are sent to the Director of Nursing Standards and Safety. 


In the case of an unexpected death within the hospital setting, the General Manager (or most 
senior member of staff on site) will ensure the area the patient died in is sealed off to assist 
police investigations. 


3.9 On-call Pharmacist 


They will be available to receive notification of adverse reactions to medication. 


3.10 The Legal Support Manager 


Must be informed without delay by the line manager reviewing the incident, of any incidents that 
have the potential to become a claim against the Trust. Legal Support 01903 843172. 


Staff must be aware that anything written as part of an incident report or investigation, prior to a 
legal claim, is likely to be discloseable to the patient / their legal representatives / court, and in 
the case of a death, HM Coroner. 


3.11 All Line Managers and Supervisors 


Have a responsibility to ensure that staff they line manage understand the incident reporting 
processes and are given appropriate training to support this.  Managers should identify with staff 
any potential issues that may impede staff members reporting incidents in the process outlined 
in this policy.  Where issues are identified appropriate action should be taken to support the 
member of staff. 


The Trust expects Line Managers to: 


 Communicate the policy to staff in an appropriate format and ensure it is being adhered 
to. 


 Ensure that, within their areas of responsibility, the recording, reporting, analysing and 
managing of incidents is being carried out correctly and in a timely fashion. 


 Ensure that web-based incident forms are processed within the time scales laid down 
within this policy. 


 Ensure staff submitting incident reports understand the necessity to collect the required 
data asked for on the form and the intended use of this data. Particularly in relation to 
the 6 equality strands or other personal data. 


 Ensure all evidence is retained / left in place, where it is safe to do so, until the full facts 
are ascertained and the initial investigation is complete. 


 Ensure that all incidents are reported promptly and an incident form is completed 
correctly, stating ‘fact’ only and not opinion. 


 Ensure that all reported incidents are graded according to severity of outcome and 
potential future risk to patients and / or the Trust. The ‘Grade’ / ‘Severity’ assigned to 
an incident should be used to determine the level of investigation required. 
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 Ensure that management actions, preventative measures, investigation details and 
outcomes are recorded on the incident form and other forms or documentation, where 
appropriate. 


 Ensure that management actions, preventative measures, investigation outcomes are 
monitored through to resolution and for any measure beyond their management 
control, brought to the attention of their Director through the normal risk management 
process. 


 Ensure that all staff they line manage understand the incident reporting / review 
processes and are given appropriate training at local induction to support this.  Identify 
any potential issues that may impede staff members reporting / investigating incidents 
and take appropriate action to support the member of staff. 


 Ensure that all staff know how to contact managers within working hours, and on-call 
managers outside of normal working hours. 


 Take the lead in supporting staff as a priority following an incident and, where 
appropriate, refer to the Occupational Health Department and/or the Employee 
Assistance Programme (EAP). 


 Notify their Director / Line Managers at the earliest opportunity following any incident, 
serious incident or notifiable incident that is reported. 


 Ensure that a diffusing meeting is called, appropriate to the nature of the incident in a 
timely way and that staff are supported to attend. 


 To ensure that staff attend to people’s immediate needs, re-establish a safe care 
environment and preserve evidence (suspected crime or equipment failure). 


Where an incident is relevant to two or more agencies e.g. social care staff there is the 
requirement to inform both agencies through their respective reporting procedures. 


3.12 Serious Incident Reviewers / Incident Investigators 


Are responsible for conducting an objective review using root cause analysis methodology, 
concluding with lessons learned and recommendations. 


They will work within the timescales and escalate to the Service Director or Head of Department 
any difficulty in meeting this. 


They will ensure the confidentiality of all concerned is maintained and will escalate to the 
Service Director and Director of Nursing Standards and Safety any urgent and immediate 
concerns identified within the review. Guidance and documents can be found at Toolkit 


3.13 All Staff 


At the same time, the Trust draws to the attention of its employees their own responsibility: 


 To be familiar with, and implement, the procedure for reporting incidents, serious 
incidents, near misses or notifiable incidents.  


 To report all incidents, including near misses. 


 To complete a web-based incident form, when injured or directly involved in an incident, 
as soon as practically possible after the event. 


 To co-operate with the Trust and its managers in the investigation and management of 
an incident to achieve an effective incident reporting policy. 


The senior person on duty must report the incident to their Line Manager at the earliest 
opportunity (during working hours) or the on-call manager for their area (outside working hours). 



http://staff.sussexpartnership.nhs.uk/staff/nursing/governance/sui-reporting/level-2/
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Staff must attend to people’s immediate needs, re-establish a safe care environment and 
preserve evidence (suspected crime or equipment failure). 


3.14 The Governance Support Team 


The duties of the Governance Support Team include; 


 Ensuring that this policy is compliant with legislation and guidance. 


 Ensuring there is a robust system in place for the management of all aspects of incident 
reporting. 


 Support staff with the incident reporting process 


 Ensuring the quality and consistency in reporting of all completed incident forms. 


 Producing statistical reports for committees, groups and forums as required. 


 Managing the incident reporting database. 


 Informing internal and external stakeholders of incidents relevant to them. 


 Ensuring that all incident statistics and reports are produced for the Board, the Quality 
Committee, the Health & Safety Committee and the Local Health and Safety Forums and 
include any significant trends or issues. 


 Producing quarterly data in relation to the 6 equality strands where available. 


 Ensure staff submitting incident reports and staff reporting at committees, groups and 
forums understand the necessity to collect data and the intended use of the data. 


3.15 Risk and Safety Administrators 


Will administrate all aspects of the incident and serious incident process. 


3.16 Committees, Groups and Forums 


There are several forums where incident analysis reports are presented for discussion and 
dissemination. The reports typically contain qualitative and quantitative analysis of the 
incident form data. 


Members of these forums are expected to take the reports back to their teams and services 
to share with their staff. The following forums receive reports. 


 The Board – Quality and Safety Report quarterly – Trust overview 


 AMHS and Specialist Services (and Trust-wide) - Quality and Safety Report 
quarterly (sent out after Board review) 


 Quality Committee – Quality and Safety Report quarterly 


 Health and Safety Committee – Incident report on all staff related incidents, 
quarterly. 


 Local Health and Safety Forums - Incident report on all patients, staff and other 
person’s incidents, quarterly. 


 Matrons and Service Managers – Receive automatically generated incident reports 
monthly on all incidents that have occurred in their area of responsibility 


 Equality, Diversity and Human Rights Team - Incident report on all patients, staff 
and other person’s incidents across the protected characteristics, quarterly. 


3.17 Stakeholders 
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The Trust has a duty to inform various internal and external stakeholders when certain types 
of incident occur. The Governance Support Team will inform various internal and external 
stakeholders such as the HSE, MHRA, NRLS, NHSLA, etc. in these cases (Appendix 1). 


Themes, trends and lessons from the quality and safety reports, incident reports and integrated 
action plan are published on the Trusts shared drive, patient safety newsletter and through the 
Central Alert System. 


Quarterly analysis of current serious incident final reports is undertaken by the Director of 
Nursing Standards and Safety. 


Trust Managers are encouraged to share the content of these reports with their staff at team 
meetings. 


The Reports are targeted at all Trust staff engaged in the delivery of patient care and aim to 
share good practice and learning from adverse events, within the Trust and provide 
information on evidence based practice and national guidance to inform best practice in the 
provision of care to the people who use our services and their relatives/carers. 


The purpose being to share learning, encourage change in practice and to implement risk 
reduction measures within the organisation. 


3.18 Reporting to External Bodies 


Police - In cases of missing patients, theft, vandalism, discriminatory behaviour and violent 
incidents, the senior person in charge of the incident must consider whether it is appropriate to 
inform the police.  This must be clearly documented in the ‘police involvement’ section of the 
incident form. 


Further guidance on reporting missing patients to the police are contained within ‘’Absent 
without leave (AWOL) Policy. 


Further guidance on reporting assaults against staff are contained in the police liaison policy. 


Memorandum of Understanding (MOU) - The MOU encourages co-operation between the 
various agencies involved in investigating very serious incidents in the NHS. This is likely to 
be activated by the police, the Health and Safety Executive or a member of the Trust 
Executive. Link MOU 


Health and Safety Executive (HSE) – RIDDOR Reporting - RIDDOR (Reporting of Injuries, 
Diseases and Dangerous Occurrences Regulations 2013) requires the Trust to report work 
related accidents, diseases and dangerous occurrences where a staff member is absent from 
work due to injury for ten days or more.  


If the RIDDOR button is activated on the web-based incident form this will alert the Risk and 
Safety Team who after consultation with the persons line manager will report the RIDDOR to the 
HSE on behalf of the Trust.  Full details of RIDDOR reportable incidents are shown in the 
Appendix. 


Medicines and Healthcare Products Regulatory Agency (MHRA) - In the event of a failure of 
a medical device or an adverse reaction from medicines (which causes harm or has an impact 
on the health or care of patient / service user) is to be withdrawn from use and quarantined. A 
web incident form is to be completed and the line manager and Risk and Safety Team notified 
immediately.  The Risk and Safety Team will alert the MHRA on receipt of the notification. 


Safeguarding Adults at Risk - A web incident form must be completed for any safeguarding 
alert raised in relation to Sussex Partnership staff or services to ensure persons at risk are 
protected from abuse, or the risk of abuse and their human rights are respected and upheld in 
accordance with Trust policy. See Safeguarding Adults policy 


The Sussex Multi- Agency Policy and Procedures for Safeguarding Adults at Risk identifies that 
an adult at risk may be a person who: 



http://www.england.nhs.uk/wp-content/uploads/2012/11/eprr-mou-lat-prov.doc

http://policies.sussexpartnership.nhs.uk/clinical-3
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 is frail due to ill health, physical disability or cognitive impairment 


 has a learning disability 


 has a physical disability and/or a sensory impairment 


 has mental health needs including dementia or a personality disorder 


 has a long term illness / condition 


 misuses substances or alcohol 


 is a carer such as a family member / friend who may be at risk because of their caring 
role 


 is unable to demonstrate the capacity to make a relevant decision and is need in of 
care and support 


The Multi- Agency Policy identifies the key concepts in adult safeguarding work as “harm” and 
“significant harm”.   


Harm is defined as: 


 ill treatment (including sexual abuse and forms of ill treatment that are not physical) 


 the impairment of development and / or an avoidable deterioration in physical or mental 
health 


 the impairment of physical, emotional, social or behavioural development or the 
impairment of health 


 conduct which appropriates or adversely affects property, rights or interests (for example 
theft, fraud, embezzlement or extortion) 


Significant harm is defined as: 


 the person’s life could be or is under threat, for example due to neglect or physical abuse 


 there is or could be a serious , chronic and long lasting impact on the person’s health / 
physical / emotional / psychological well being 


 the person has little or no choice or control over vital aspects of their life, environment or 
financial affairs 


Adult abuse can include:  discrimination, physical abuse, sexual abuse, psychological abuse, 
financial abuse, neglect and acts of omission, institutional abuse. 


Any incident of adult abuse as above should be raised both as an incident or serious incident in 
line with this policy and also a safeguarding alert. 


Please refer to the Sussex Partnership Safeguarding Adults at Risk Policy and Child 
Safeguarding Strategy as to the correct procedure to follow. 


Refer to The Sussex Multi-agency Policy and Procedures for Safeguarding Adults at Risk. 


If you are uncertain please telephone Adult Social Care direct or the relevant lead for 
safeguarding within Sussex Partnership. 


All Level 3 + 4 Safeguarding Alerts will also require an RCA review. 


Child Protection and Safeguarding - Child protection and safeguarding concerns should be 
reported to the appropriate local authority following the local area child protection and 
safeguarding procedures. 


The named nurse for safeguarding in each area should be informed of these alerts.  Any 
incident involving Trust staff or occurring on Trust premises should be reported via an incident 
report. 


If a child under 18 is placed on an adult inpatient unit an incident form must be submitted. 
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See Safeguarding and child protection strategy 


Care Quality Commission – The CQC recognises that Trusts providing specialist mental 
health care may not always be informed when a patient who is in contact with community based 
services has self-harmed or committed suicide. 


Trusts should report the incident without delay as soon as they become aware that it has 
occurred. The CQC would expect the mental health services provider to report suicides and 
severe self-harm to their current inpatients or community patients themselves, even if the 
incident has also been reported to the NRLS by others (e.g. an acute Trust where they were 
treated). 


Whilst duplicate reporting to NRLS is acceptable, arrangements for declaring a Serious Incident 
and coordinating the investigation should be coordinated by a lead Trust in line with the National 
Framework for Reporting and Learning from Serious Incidents Requiring Investigation (2010). 


Reporting self-harm not resulting in death mental health service providers should apply the 
principles above to report actual or apparent self-harm incidents with an outcome of severe 
harm or moderate harm. Whilst the NRLS definition of severe harm is permanent harm, given 
the requirement for early reporting, a need for ITU or HDU treatment can be taken as a proxy 
for severe harm. 


Patients, Carers and Relatives 


Being Open – is a strategy to improve patient safety through a commitment to improving 
communication between services and patients and/or carers, when a patient is moderately 
harmed, severely harmed or has died as a result of a patient safety incident, (PSI). 


Duty of Candour - outlines that, where the harm threshold has been breached, specific 
reporting requirements need to be followed. In summary, the service is required to:  


• notify the patient (which includes someone lawfully acting on their behalf where necessary) 
that the incident has occurred. This notification will include an apology;  


• advise and if possible agree with the patient what further enquiries are appropriate;  


• provide all information directly relevant to the incident;  


• provide reasonable support to the patient;  


• inform the patient in writing of the original notification and the results of any further enquiries. 


4.0 Procedure 


What to Report 


Report all incidents of injury, abuse, damage, theft or any other form of harm outlined under the 
definitions on Page 5 - Accident, Violent Incident, Harassment, Ill Health, Security & Information 
Governance, Self-Harm, AWOL / Absconded, Fire, Unexpected Death, Privacy and Dignity and 
Falls. 


See Appendix 18 for Classification of Incidents / Accidents – Level of Severity Table 


How to Report 


All staff have access to the web based incident reporting form on their desk top as long as they 
have a Trust log-on. Staff use their same log-on details (user name and password) to log into 
the incident web page once they have access to it. 


Your line manager will assist you and demonstrate how to complete an incident form at your 
local induction. Help can also be gained from the Governance Support Team at; 
Governance.Support@sussexpartnership.nhs.uk 


If the web incident form is not working 



http://policies.sussexpartnership.nhs.uk/clinical-3

mailto:Governance.Support@sussexpartnership.nhs.uk
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In the unlikely event that the web based incident reporting system is not available, staff should 
revert back to the paper incident form. Incident reporting pads are kept at all workplaces as back 
up and the guide to completing a paper based form is in the intranet section on incident 
reporting. 


The paper incident form should be sent to the appropriate people as in Appendix 2. 


4.1 Completing a web-based Incident Form 


The icon for the Safeguard web based incident form is on everybody’s desktop. 


Before completing an incident form it is important to take care of anyone involved and make the 
area safe where the incident occurred. 


Immediately report the incident verbally to the senior person on duty or your line manager – who 
will carry out all necessary incident management steps (See ‘Managing the scene of the 
Incident’ section Page 17) 


Complete the Incident Form as soon as is practically possible after the event – this should be 
done immediately or within a maximum of 24 hours of the event occurring in order to meet 
national reporting time-scales as detailed previously. 


Report all types of incident as mentioned in Section 1.2 Definitions (Page 6). 


When completing an incident form you should record ‘Fact’ only and not personal opinion or 
best guess as to what happened. 


The facts should be recorded concisely and legibly and the details should be kept brief and not 
turned into a story or a copy of the patient’s notes. 


No names, initials, PiMS, NHS Number or other person identifiable information should be 
recorded in the ‘Details of Incident’ section – this should be entered in the ‘Persons’ 
section. 


Wherever possible the incident form should be completed by the member of staff who is most 
directly involved in the incident i.e. the staff member who gets injured; the staff member who 
witnesses a patient fall or other incident; or the staff member who discovers an untoward event. 


See Appendix 3, Page 42 for details on how to complete a web based incident report form 


Assistance should be sought from senior staff, senior person on duty or a colleague if you have 
any difficulty accessing or completing the form. 


4.2 Completing a managers web-based Incident Form 


When a staff member completes an incident form and presses the ‘Submit’ button, the 
completed incident form is automatically re-assigned to their line manager. The line manager 
will receive a brief e-mail giving the details of the incident and a web link they can click on to 
directly access the incident system. 


All managers can obtain an instruction booklet from the Governance Support Team if necessary 
on how to manage the incident management side of the web incident reporting system. 


On receipt of an incident form the manager must; 


Go into the safeguard system and open up the incident form 


Check that all incident details are fully completed, factual and correct. 


You should check the incident grading and ensure a suitable investigation is carried out for 
‘Green’ and ‘Yellow’ graded incidents and ‘Orange’ and ‘Red’ graded incidents have been 
reported as serious incidents. 


Once you have checked all details and actions on the incident form, you have the options of 
pressing ‘Submit’ to finalise the incident form, where it will be merged into the database, or 
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‘Save for Later’ where it will stay in your manage incident box so you can follow up on any 
details or actions. 


See Appendix 4 for details of how to complete a web based incident reporting form. 


4.3 Completing a senior managers web-based Incident Form 


Senior managers’ form is identical to the line managers’ form except for one additional field, 
‘Senior Managers Comments’. 


As the designated senior manager for the department reporting the incident, you should check 
all the information listed above for line managers form and make your own comment in the 
‘Senior Managers Comment’ box that provides assurance that the incident has been contained 
and that all actions taken and proposed actions are suitable and sufficient for the type of 
incident that has occurred. 


You should check the incident grading and ensure a suitable investigation has been carried out 
for ‘Green’ and ‘Yellow’ graded incidents and that ‘Orange’ and ‘Red’ graded incidents have 
been reported as serious incidents. 


Once you have checked all details and actions on the incident form, you have the same options 
as the line manager of pressing ‘Submit’ to finalise the incident form, where it will be merged 
into the database, or ‘Save for Later’ where it will stay in your manage incident box so you can 
follow up on any details or actions. 


All incidents graded as serious must be notified by telephone by the senior manager to the Risk 
and Safety Administrator as soon as they become aware of the incident. 


If out of working hours; to the on call manager and to the Risk and Safety Administrator by 09:00 
am the next working day. 


4.4 Managing the immediate scene of an Incident 


Not every incident will require a formal management of the scene of the incident and if the 
incident happens away from Trust premises this may not be our responsibility anyway. 


Incidents that occur on Trust property must be managed by, the senior person on duty at the 
time of the incident in the case of our in-patient units / homes or the line manager / senior staff 
member nearest to the scene of the incident for clinical team bases and corporate sites. 


Appendix 8 - flowchart of procedure for senior person on duty for immediate action 
following a serious incident during working hours. 


Appendix 9 – flowchart of procedure for senior person on duty for immediate action 
following a serious incident outside of working hours. 


When any type of incident occurs, It is the responsibility of the senior person in charge of the 
ward / home or the line manager / senior staff member nearest to the scene of the incident in 
other settings to ensure that the following initial actions are carried out immediately:- 


 Ensure the area is made safe for staff, patients and others 


 Ensure any injuries are attended to using first aid and / or resuscitation 


 Inform other team members, locality manager, department manager and patients and 
others (where appropriate), depending on the severity and type of incident. 


 Preserve evidence – evidence must be kept / left in place where possible and not moved 
or changed until all facts are established clearly and relevant parties informed 


 Protect potential crime scenes if police involvement appears likely 
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 Quarantining any medicines or medical devices (including disposable items) that may be 
involved in an adverse reaction or accident 


 Take photographs or sketch layout of scene 


 Record the details on the incident form as detailed previously 


 Provide initial debrief of all staff, patients or others involved (refer to Trust Policy; 
Employee Support & Wellbeing for Staff involved in Incidents, Complaints or Claims) 


 Inform relatives and carers if harm has come to a patient 


 Gather witness statements 


In many cases there are specific actions that are required to be undertaken. The following is a 
guide to assist the senior person on duty or the line manager in identifying those actions. 


In working hours inform General Manager – See Appendix 10 Flowchart of procedure for 
general manager on being advised of a serious incident 


Out of hours inform on-call manager – See Appendix 11 Flowchart of procedure for on call 
manager on being advised of a serious incident 


4.4.1 If there has been a cardiac arrest 


Administer basic life support and call 999 for emergency services. 


Immediately after resuscitation, most people are clinically unstable and likely to require 
admission to an Acute Hospital coronary care or critical care unit; this will depend on factors 
such as previous health, severity of illness, and underlying diagnosis. 


A competent person should remain with the person at all times, until advised by the emergency 
services (ambulance team and medical team) with regard to appropriate treatment. 


Continuity of care during this period is vital. Senior staff should be involved in the transfer and 
appropriate staff escorts provided. This is the responsibility of the manager (or designated 
deputy). 


The persons’ condition should be stabilised as far as possible before transfer, but this should 
not delay definitive treatment. 


Relatives should be informed about the transfer of a patient, but should not expect to travel with 
the patient. 


NOTE: Any equipment used in a resuscitation must be kept (even if disposable) for any 
subsequent investigation. 


4.4.2 If an unexpected death has occurred 


Preserve scene by leaving everything in place. 


Contact the police and HM Coroner. 


Protect the dignity of the deceased person as much as possible. 


Unexpected death of an inpatient should be reported via an initial phone call immediately to the 
Service Director and Director of Nursing Standards and Safety or Director on call. 


Where the Trust is made aware of the unexpected death of a person within 6 months of 
discharge from Trust services an incident form will be required and a review undertaken to 
establish if there was a potential failure in duty of care. 


A suspected homicide by a previous patient regardless of whether they are using services 
anywhere should always be reported via an incident form. 


4.4.3 If it involves a vulnerable adult (Page 14) 
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Raise a Safeguarding Adult Alert Form. 


Clarify if level 1, 2, 3 or 4 in accordance with safeguarding policy. 


Safeguarding adults at risk incidents scored at a Level 3 or 4 will warrant an Serious Incident 
review and details should be recorded in the Serious Incident section of the incident form. 


4.4.4 If a medical device was involved 


Quarantine medical device and any accessories. 


Decontaminate (wherever possible as long as it does not destroy and evidence) and fix 
decontamination certificate to device. 


Label clearly as ‘Out of Action’ so it cannot be inadvertently used by others. 


Retain for further inspection by the Trusts EME Department and or manufacturer. 


Inform risk and safety team by telephone at first opportunity (01243 623332). 


4.4.5 If Restraint was used 


Ensure all staff and the patient involved in restraint receives any medical attention necessary. 


Ensure restraint tab is completed on incident form with; all people involved details, types of 
holds, restraint position, and time person was restrained etc. 


Detail any medication given to patient on incident form. 


Debrief staff. 


4.4.6 If a crime has been or is suspected to have been committed 


Incidents reported immediately to the police will be serious e.g. an inpatient death or an incident 
that had serious criminal intent or a patient at large who may present a high risk of harm to 
themselves or others. 


There will be occasions when the Trust will need to refer matters to the Police or HSE without 
delay and contacting the police should be done by the relevant General Manager or On Call 
Manager. 


The On Call Director must always be informed of any contact made with the Police. 


The HSE will be contacted by the Head of Risk & Safety (but may also be informed directly by 
the police). 


The senior person on duty should ensure the following; 


 Preserve the scene of the crime where possible 


 Do not touch anything unless it is a medical emergency or immediate threat to life 


 Keep people away from area 


 Look after the needs of patients and staff that are affected 


 Ensure the Police are contacted 


4.4.7 If the police want copies of clinical records or notes 


Medical Records, Observation Logs, Seclusion Records or other documentation must be 
retained by the Trust and not given to the police officers who attend. 


The police can request copies of records which should be referred to the Health Records Team 
on 01903 843076 or healthrecords@sussexpartnership.nhs.uk 


4.4.8 Sharing clinical records or notes with solicitors 



mailto:healthrecords@sussexpartnership.nhs.uk
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If a solicitor requests access to clinical notes for the purposes of preparing for a Mental Health 
Tribunal or Hospital Managers hearing, you will need written confirmation from the MHA office 
confirming we have consent from both the patient and the Responsible Clinician. If you are in 
any doubt, please check with your local MHA office. 


Before ward/community staff hand over the clinical notes to the solicitor, please ask the solicitor 
to provide identification confirming their name, designation, the law firm they are working on 
behalf of and their Law Society panel membership status. 


Should a solicitor request access to clinical notes for any other reason, or if the patient indicates 
interest in having access to their clinical notes, please contact the Health Records team at 
healthrecords@sussexpartnership.nhs.uk 


4.4.9 If a patient is missing from the Unit (or in the Community) 


The police should only be called if a patient missing from a ward / home presents an immediate 
risk to themselves or other people. 


This will very much depend on the current risk assessment for that individual being up to date at 
the time they are noticed to be missing and communicating this to the police. 


The police will not actively search for an individual just because they are AWOL / absent / 
missing from a mental health unit, Community Home or other setting. It is the duty of the local 
team to search for these individuals and if necessary return them to the unit. 


In cases of patients missing in the community or who have DNA’d for a number of 
appointments, team leaders again must take into account the current / last risk assessment for 
the individual and make a judgement with the MDT as to whether the period of absence 
presents a significant risk. 


Multiple DNA’s should warrant completion of an incident form and estimation of significant risk 
should escalate this to a Serious Incident. 


Where this is a child or young person the parent or person with parental responsibility should be 
informed. 


4.4.10 If a serious injury has occurred 


Visual scan of area to establish if there are any specific risks e.g. 


 Hazardous substances? 


 Dangerous tools? 


 Dangerous machinery? 


 Electricity / electric shock? 


 Dangerous loads? 


Shout for assistance. 


Ask the casualty if they are all right and if and where they are experiencing pain. 


Apply immediate First aid and resuscitation if necessary. 


Dial 999 and asked for immediate medical assistance. 


4.4.11 If there is or is likely to be media attention 


The senior person in charge must ensure that they, in consultation with their line manager 
notifies the Trusts Communications Team and those directly affected by the incident where 
there is likely to be media attention. 


The patient / staff / relatives and other persons (i.e. contractors, visitors involved in, or affected 
by, the event) where appropriate, must be informed of any adverse incidents and consequences 
before the media. 



mailto:healthrecords@sussexpartnership.nhs.uk
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The information provided must be recorded on the Web Incident Report Form (see Major 
Incident Hotline Policy and Procedure). 


4.4.12 If there is clinical concern 


In case of clinical concern the lead clinician or in some cases the GP must be informed 
immediately. 


Implement Modified Early Warning Scoring System MEWS (See Resuscitation and Anaphylaxis 
Policy). 


Prepare life support and other necessary equipment. 


If rapid deterioration contact emergency services on 999. 


Detail any first aid and medical interventions on the incident form and in patient’s notes. 


4.4.13 Witness Statements 


All of the above scenarios and any other serious incidents will warrant taking statements from 
the people involved and any other witnesses. Below is a brief guide to witness statements. 


It is the witness’ own statement / recollection. 


Use the witness’ own words. 


If you are writing it for someone, write the statement in the first person so that it reads as their 
statement. 


Use an overview paragraph to explain who the witness is and their relevance as a witness 


Start the story of the event with “On day, date, time and place I was …..” 


Write the statement in chronological order. 


Number each page “1 of….” 


Make sure the signature of the witness is on each page. 


More detail on what a statement should look like can be found at Appendix 12 


4.4.14 Management of Clinical Records following an Inpatient Death or Homicide. 


All clinical notes are to be secured by General Manager (Matron or Service Manager) and 
medical records informed - Tracer card used. 


The General Manager (Matron or Service Manager) should also sequester relevant handover 
sheets, environmental checklists, any observation sheets in use, medication charts and duty 
rosters. 


General Manager (Matron or Service Manager) arranges for all papers and records to be 
combined – this includes the written record and a printout of all records electronically held. 


One copy can be made immediately available to meet clinical / immediate requirements. In such 
instances, a manager will be named as responsible for this copy. 


Original notes are sent to the office of the Director of Nursing Standards and Safety who will 
hold securely.  Tracer card amended in medical records. 


Further copies will be released on request. 


Director of Nursing Standards and Safety office will hold a record of all copies. 


Upon completion of external inquiry processes, (Serious Incident/Inquest), the Director of 
Nursing Standards and Safety office will monitor disposal of copies. 


Original records will be returned to medical records once all inquiry processes are completed. 


4.5 Supporting Staff after an Incident or Serious Incident 


The welfare of staff following an incident is of great importance. 
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Staff can be affected by Incidents in a variety of ways. The best approach is to ensure staff are 
made aware of the benefits of accessing support and key methods of accessing support: 
speaking to colleagues and manager, accessing supervision, attending diffuses/debriefs and 
possibly attending other services that are supported by the Trust including independent 
counselling services and or Occupational Health. 


The General Manager (Matron or Service Manager) will ensure that as soon as is possible 
following the incident the staff on duty are given an early opportunity to talk about the incident 
which may involve: 


 The members of staff experiences, including psychological and emotional factors 


 How members of staff have planned to cope in the short term 


 Any trigger points. 


A Formal debrief with all staff involved in the incident must occur no later than 20-25 days after 
the incident.  Specifics to be covered should include: 


 What happened 


 How the members of staff feel 


 Any trigger points 


 Other people’s roles in the incident 


 What can be learnt from it 


 How it can be prevented from happening again 


 Any training needs of staff members as a consequence of the incident, for example, 
confidence building 


Some staff may have specific support needs following an incident, and these needs sometimes 
present themselves sometime after the incident. 


Further useful support can be accessed via Occupational Health and the employee assistance 
scheme CIC services. 


4.6 Processing the Incident Form 


Upon receipt of the fully completed incident form from the senior manager the governance 
support team incident administrator will; 


 Check the quality and content of the data submitted 


 merge the web incident form into the Safeguard Database 


 Bring to the attention of relevant individuals any issues they identify 


The incident administrator will add new staff to the Safeguard Database when informed by new 
staff member or line manager. 


They will produce reports on incident statistics as directed by the Head of Risk & Safety and the 
Director of Nursing Standards and Safety. 


They will export PSI to the NRLS and Security incidents to SIRS. 


Risk and Safety Administrator - In working hours is available to discuss any aspect of the 
Serious Incident process on 01903 843170.  The Director of Nursing Standards and Safety can 
also be contacted on 07738757015. 


4.6.1 Incident is identified as a Serious Incident 
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All incidents will be recorded on Safeguard web incident report form and reported, using jointly 
agreed procedures and within two working days of the incident being identified as a serious 
incident, to relevant external bodies including the commissioner using the STEIS system. 


The Risk and Safety Administrator will complete and upload the STEIS form from the 
information supplied on the incident form. 


The Risk and Safety Administrator will liaise with the Director of Nursing Standards and Safety, 
who will determine if the incident is reportable to NHS England through STEIS as; 


 A Grade 2, Level 3 – Independent investigation i.e. homicides 


 A Grade 2, Level 2 – e.g. inpatient deaths 


 A Grade 1, Level 2 – e.g. community suicides / severe self-harm 


 A Grade 1, Level 1 – e.g. inpatient fractures / infection outbreak / no young person bed 
availability 


 An internal Level 1 warranting an internal investigation (not reportable to NHS England) 


The Risk and Safety Administrator will send notification of the Serious Incident, via email, using 
the agreed circulation list to Trust senior managers and various external partners. 


The STEIS record will be updated within three working days if the situation changes significantly 
after the initial report. 


The Risk and Safety Administrator will produce reports on incident statistics as directed by the 
Head of Risk & Safety and the Director of Nursing Standards and Safety. 


4.6.2 Allocating an Incident for Investigation and sign-off 


The Director of Nursing Standards and Safety will consider each incident submitted as a Serious 
Incident to ensure an appropriate level of investigation is undertaken according to severity of 
incident and NHS England reporting criteria. 


The rate and nature of investigation conducted will be reported in the Quality Report and be 
monitored by the Quality Committee. 


Grade 2, Level 3 incident investigations will be commissioned by the NHS CB Area Team. 


Grade 2, Level 2 incident investigations will be allocated by the Managing Director in Liaison 
with Service Director and subject to a panel review - the draft report will be scrutinised by the 
Service Director and the Clinical Director. 


Grade 1 Level 2 incident investigations will be allocated by the Service / Deputy Director / Care 
Group Director - the draft report will be scrutinised by the Service / Deputy Service Director and 
Clinical Lead. 


Grade 1 Level 1 incident investigations will be allocated by the General Manager - the draft 
report will be scrutinised by the General Manager and Clinical Lead. 


An Internal Level 1 incident investigation will be allocated by the General Manager – the draft 
report will be scrutinised by the General Manager. 


The Risk and Safety Administrator will send all documents and provide the deadline date for the 
final report to the allocated reviewer once known. 


4.7 Incident Investigation Levels 


4.7.1 Grade 2 Level 3 - External Reviews 


The investigation is conducted as per a Level 2 investigation but in addition it must be 
commissioned and conducted by those independent to the provider service and organisation 
involved. 
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This approach may be implemented in the case of suicides in a ward environment or homicides 
and will take place over a period of time that enables external reviewers to complete a thorough 
report. 


Commonly considered for the most serious incidents, claims, complaints or concerns of high 
public interest or attracting media attention. 


This approach will usually be a decision taken by the Chief Executive Officer  In some 
circumstances NHS England may commission an external review following an internal review as 
per HSG (94)27. 


4.7.2 Grade 2 Level 2 - Panel Review 


The investigation is conducted as per a Level 2 investigation but in addition a panel review will 
be held to review the timeline and draft report. 


The panel will be chaired by a Service Director (organised by their PA) and up to three further 
appropriate members whose backgrounds, skills and expertise can contribute to the process. 


This will include the Clinical Lead; the Senior Operational Manager or Service Director and the 
local Manager or Matron with operational responsibility for the service area. 


Template emails and letters for setting up a panel review will be sent to the appropriate service 
director at the time the Serious Incident has been assessed as requiring a panel review by the 
Risk and Safety Administrator. 


The panel is then convened and using the incident timeline presented by the author, discussions 
with those involved in the Serious Incident, the panel will agree Care Delivery Problems (CDP) 
and / or Service Delivery Problems (SDP), key findings and learning points for the draft report. 


The panel may invite additional members depending on the nature of the Serious Incident. 


The panel will look to identify areas for further review or clarification and finalise the report. 


The objective is to further strengthen the review process and identified learning in the most 
serious incidents. 


The Chair of the panel will determine when to meet and how many meetings are necessary. 


Internal sign off will be carried out by the Service / Care Group Director and Clinical Director / 
Clinical Lead, then sent to the Director of Nursing Standards and Safety. 


Flowchart on steps of a panel review at Appendix 13 


4.7.3 Grade 1 Level 2 – Full RCA 


A comprehensive investigation, commonly conducted for actual or potential ‘severe harm or 
death outcomes from incidents, claims, complaints or concerns. 


Conducted to a high level of detail, including all elements of a thorough and credible 
investigation. 


Includes use of appropriate analytical tools; 


 Tabular timeline 


 Care and Service Delivery Problem Identification (Variations from acceptable practice) 


 Contributory factors framework (Influencing factors - Fish bone), 


 Root Causes (Fundamental Contributory Factors) 


 Change analysis (What should have happened against what actually happened), 


 Barrier analysis (Identifying barriers to behaviour change) 
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Conducted by a RCA trained investigator, usually not involved in the incident in which service it 
occurred and can involve the multidisciplinary team, or experts / expert opinion / independent 
advice. 


Includes patient / relative / carer involvement and should include an offer to patient / relative / 
carer of links to independent representation or advocacy services. 


May require management of the media via the organisation’s communications department. 


Includes robust recommendations for shared learning, locally and / or nationally as appropriate. 


Includes a full report with an executive summary and appendices. 


Internal sign off will be carried out by the Service / Deputy Director /Care Group Director and 
Clinical Director / Clinical Lead, then sent to the Director of Nursing Standards and Safety. 


4.7.4 Grade 1 Level 1 – Full RCA 


A concise investigation most commonly used for incidents, claims, complaints or concerns that 
resulted in no, low or moderate harm to the patient or where circumstances are very similar to 
other previous incidents. For example; inpatient fractures. 


Involves RCA tools (e.g. tabular timeline, 5 why’s, contributory factors framework). 


Conducted by one or more people (with a multidisciplinary approach). 


Should include person(s) with knowledge of RCA, human error and effective solutions 
development. 


Includes the essentials of a thorough and credible investigation. 


 Tabular timeline 


 Care and Service Delivery Problem Identification (Variations from acceptable practice) 


 Contributory factors framework (Influencing factors - Fish bone), 


 Root Causes (Fundamental Contributory Factors) 


 Change analysis (What should have happened against what actually happened), 


 Barrier analysis (Identifying barriers to behaviour change) 


Involves completion of the Level 1 report template. 


Often conducted by staff local to the incident (ward / department / directorate). 


If a patient is directly affected, they / relative / carer should be involved. 


Includes plans for shared learning – locally and / or Trust-wide as appropriate. 


Internal sign off will be carried out by the General Manager and Clinical Lead, then sent to the SI 
inbox for submission to the CCG. 


Incident involving physical health issues for example incidents involving fractures must be sent 
to the Deputy Director of Nursing Standards and Safety first. 


4.7.5 Internal Level 1 – Full RCA 


There will be some incidents that although serious will not meet the reporting criteria of any of 
the above. 


The Director of Nursing Standards and Safety will determined if a Level 1 review is indicated 
and the relevant paperwork, documents and time frame will be provided to the General 
Manager. 


The General Manager will assign an investigator who using RCA methodology as for a Grade 1 
Level 1 above, will review the incident and provide a RCA final report and Action Plan. 







Incident & Serious Incident Reporting Policy & Procedure 


 27 of 73 


The General Manager will receive, scrutinise and sign off the review.  Once complete the 
General Manager will provide the report to the Clinical Lead for final approval. 


The Clinical Lead will have the benefit of seeing all Level 1 reviews and therefore be in the 
position to identify potential themes and trends. 


Once complete all final Level 1 reviews will be sent to the Risk and Safety Administrator who will 
log the incident as complete and put the actions on the risk management system. 


4.7.6  Local Management Review – Contributory Factors, Recommendations and Actions 
identified and recorded on the incident form 


The Director of Nursing Standards and Safety will determined if the reported serious incident 
does not meet the threshold for reporting to the CCG, but does require a local review of the 
circumstances and contributor factors of the incident. 


The Service Manager / Matron will be notified and the General Manager will be copied in. 


Using the principles of RCA the Service Manager / Matron will identify what happened, who it 
happened to, when it happened, where it happened, how it happened (what went wrong) and 
why it happened (i.e. contributory factors). 


The reviewer will record in the ‘contributory factors’ section of the incident form, contributory 
factors that led to the incident. 


Record the appropriate recommendations in the ‘recommendations’ section and complete an 
action for each recommendation still to be addressed. 


Internal sign off will be carried out by the General Manager and Clinical Lead. 


The Risk and Safety Administrator will assign the web incident in turn to each to enable 
comment and sign off. 


4.7.7 Local Management Investigation 


The commonly occurring incidents, those graded as ‘Green’ and ‘Yellow’ must be investigated to 
determine underlining causes and to put measures in place to prevent similar incident re-
occurring. 


As in the local management review above, it is required that the line manager / ward manager / 
team leader for the service will record on the incident form what happened, who it happened to, 
when it happened, where it happened, how it happened (what went wrong) and why it 
happened (i.e. contributory factors). 


This should be summarised in the ‘management cause’ and ‘management solution’ sections of 
the incident form. 


The senior manager / matron will carry out internal sign off and escalate to the general manager 
any issues that cannot be resolved locally. 


4.7.8 Serious Information Governance Breaches 


Where a suspected serious IG incident has occurred the Information governance Team will 
grade the incident using the national IG grading matrix and advise on the level of investigation. 


4.8 RCA Investigation Process 


The Trust uses the principles of Root Cause Analyses (RCA) and contributory factors 
identification for all incidents and serious incidents, whether actual or near miss. 


Incidents graded ‘Green’ or ‘Yellow’ will typically be investigated at local level by the immediate 
line management. 


Incidents graded ‘Orange’ or ‘Red’ will typically be investigated by a nominated trained 
investigator – see Incident Grading Appendix 3 
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Once nominated a reviewer must commence RCA following the RCA methodology. 


Guidance and documents can be found here SI Reporting. 


Final report must to be returned as an electronic document to the Risk and Safety Administrator 
on or before the deadline provided. 


4.8.1 Collecting Information / Evidence 


To ensure that information is collected from all available sources, both in terms of the specific 
actions that lead to the incident, and the causal factors underlying it, the investigators will find it 
useful to consider the availability of information from a range of sources. 


These will usually constitute: 


 People – all persons involved or witnesses to the incident, the widely held beliefs about 
the normal working processes, team relationships, and adequacy of leadership in the 
work place 


 Environment - the location, condition, adequacy of the environment in which the incident 
took place 


 Equipment - any equipment, medical devices or moving parts, objects involved in the 
incident 


 Documentation - the paper work related to the event, policies, checklists, assessment 
forms, audits, incident form, witness statements, reports 


An aide memoir tool is available to reviewers at Appendix 14 


4.8.2 Tabular Time-line 


The first key step is to determine the chronology of the incident. For the reviewer they need to 
ensure that the information collected is complete and validated. 


It is therefore essential that the information is mapped at an early stage. 


A vast array of information can be collected, often from a number of diverse sources. The 
information is used to identify what happened, how it happened and why it happened. 


The first key step is to determine the chronology of the information. 


The Trust uses a tabular timeline which allows for more than just the basic facts. For each event 
of the incident, as well as its nature, the date and time there are three other field that can be 
completed; Supplementary Information; Good Practice and Care Delivery Problem / Service 
Delivery problem. 


Reviewers will be trained in the construct of a tabular timeline as part of RCA / Investigation 
training. 


The tabular timeline the Trust employs is available from the Trust intranet. 


4.8.3 Care and Service Delivery Problems 


Care Delivery Problems CDP – are problems relating to the direct provision of care. They arise 
in the process of care, usually actions or omissions by members of staff. 


They have two essential features 


a) care deviated beyond safe limits of practice 


b) the deviation had at least a potential direct or indirect effect on the eventual adverse 
outcome for the patient, member of staff or “general public” 


Service Delivery Problem SDP – are failures identified during the analysis of the incident, 
which are associated with the way the service is delivered and the decisions, procedures and 
systems that are part of the whole process of service delivery. 



http://susie.sussexpartnership.nhs.uk/my-organisation/directorates/nursing-and-quality/governance/si-reporting?highlight=WyJzaSIsInJlcG9ydGluZyIsInNpIHJlcG9ydGluZyJd
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For either of the above the rule of thumb is; something that happened that should not have 
happened or something did not happen that should have happened. 


In the vast majority of cases the reviewer will discover at least one if not multiple CDPs and / or 
SDPs. 


Each CDP and SDP identified must then in turn be subject to contributory factor / causal 
analysis. 


4.8.4 Contributory Factors / Causal Analysis 


A comprehensive investigation will analyse each CDP / SDP in turn using the contributory 
factors checklist. 


The Trusts groups these contributory factors under; 


 Patient Factors 


 Individual Factors 


 Task factors 


 Communication Factors 


 Team and Social Factor 


 Education and Training Factors 


 Equipment and Resource Factors 


 Working Conditions Factors and 


 Organisational and Strategic Factors 


The Trust uses the “Fish-bone” diagram or causal factors grid to analyse CDP / SDP. 


Each CDP or SDP identified must be analysed separately, which means multiple fish-bones or 
multiple lines of the causal factors grid. 


A basic Causal Analysis Checklist is at Appendix 15 for incident investigation. 


A more detailed list will be issued with the serious incident paperwork by the Risk and Safety 
Administrator if the incident is subject to a RCA. 


A key stage of root cause analysis involves identifying from each of the above those issues 
which may have had an influence or may have directly caused an incident – the Root Cause. 


It is important during any investigation that investigators identify the underlying causes or root 
cause when investigating an incident and do not make assumptions from previous experience, 
expertise or gut feeling. 


This will help to ensure the development of improvement strategies and a reduction in the 
likelihood of the incident reoccurring. 


4.8.5 Lessons Learned 


Lessons learned should be directly identifiable from the causal factors and root cause(s). 


Lessons will not be learned and suitable improvements will not be made to secure a reduction in 
the re-occurrence of incidents unless the causal analysis is done in the correct way. 


All investigators of incidents or serious incidents should strive to learn lessons and recommend 
and implement improvements. Occasionally investigators will face challenges in achieving this. 


See Appendix 16 Barriers to Organisational Learning 


4.8.6 Recommendations 
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Recommendations should be based exclusively on the lessons learned documented in the 
report. 


Recommendations will not be understood and taken forward if it is not clear to the reader where 
they have come from. 


4.8.7 Action Planning 


The Action Plan will be written by the General Manager responsible for the area the Serious 
Incident occurred in.  


It will be written following SMART principles (Specific, Measurable, Accurate, Relevant and 
Time bound) and will reflect the recommendations and lessons learnt in the report. 


Where actions are allocated to any individual they must have been discussed and agreed with 
that individual prior to the action plan being submitted. 


Particular attention should be shown to external agencies, for example Adult Social Care, who 
will need to be involved in reviewing any report which could result in practice or service 
recommendations to them. 


Action plan delivery will be the responsibility of those named; the overall responsibility sits with 
the relevant Service or Executive Director. 


The Governance Team will enter the actions onto the risk management system and provide a 
monthly performance report in the form of a risk register to the Executive and Service Directors 
to update on actions still open and progress for their services. 


4.9 Involvement of Others in the Investigation 


There will be a number of people who will need to be kept informed and or involved in the 
investigation of incidents and serious incidents. Below are some of the key people that should 
be involved. 


4.9.1 Staff Team involved in the incident 


The reviewer will, in consultation with the General Manager, agree who will share the outcome 
of the review with the relevant staff / team.  The arrangements for this will be recorded on the 
final report. 


It is good practice for the investigator to share the draft time-line and report with the team 
involved to give them the opportunity to add to or correct the information gathered. 


There may be times when immediate learning is shared in advance of the final report as 
sometimes changes to practice are best made without delay. 


The reviewer will work with the General Manager to achieve this. 


4.9.2 Contacting the General Practitioner, GP 


The RCA reviewer will contact the relevant GP. The arrangements for this will be recorded on 
the final report. 


4.9.3 Working with families following serious injury or unexpected death.  


Where it is appropriate to do so and has been given staff are to contact families following a 
serious Injury or death – see Being Open Policy ‘Duty of Candour’. 


Although this may be difficult for Trust staff it is likely to be a period of grave concern or personal 
tragedy for a family with them a relative seriously injured or having lost someone very dear to 
them. Very often the news is something that comes as a sudden shock. 


As a guide to practice you should consider what you might want in such a circumstance. 


a) Who should contact the family? 
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An agreement should be made as to who is the best person to make contact with a family / 
patient following a Serious Incident. The identified person will be dependent upon existing 
relationships with the family and should be based on what works best for the family. 


b) When do we make contact with a family? 


Contact should be made with a family as soon as possible following a serious injury or death. 
Consideration should be given to the time of day and personal circumstances of the person you 
are contacting. However, we should always ensure a family hears the news directly from the 
Trust and not via the media / press. Duty of Candour has to be within 10 working days of 
the incident. 


c) How do we make contact with the family? 


This decision will be based on the personal circumstances of those you are contacting and the 
amount of contact they had with Trust services. In the case of families who live some distance 
from services who are informed by telephone we should always offer a face to face meeting at a 
point in the future. 


d) What do we share with the family? 


All contact with families must start with offering an apology  


Following this all you should share immediately is the established facts. Families often have 
many questions and look for immediate answers and whilst this is completely understandable 
you should resist speculation as it is only through a full review that we will fully understand the 
causes of the incident. 


You should inform the family that a review is being undertaken and describe the process. Ask 
the family if there is anything they wish to be reviewed as part of the investigation and 
how they would like the review shared. 


e) On-going contact with the family. 


Agree with the family what contact they wish to have over the period of the review. 


This varies greatly with some families wanting no contact and others wanting a weekly update.  
Set out with them in writing what you have agreed and stick to it. 


Remember the family may already feel very let down by our services and we need to ensure we 
don’t add to this feeling by not sticking to an agreement we have made with them so ensure 
there is an alternative point of contact in case of leave or sickness. 


4.10 Sharing the Final Report 


There is an internal sign off process for all Serious Incident reports and when this is completed 
the report is submitted to the CCG scrutiny panel for full and final sign off. 


a) Sharing the report with the family / NOK and Service Users 


Families / NOK and services users should routinely be offered the opportunity to discuss and 
have a copy of the entire report once full internal sign off has been achieved on the 
understanding that there may be changes as a result of the CCG scrutiny. 


This is to expedite the process, avoid delay and demonstrate our commitment to being open. 


Even when families feel let down by services or are angry there is good evidence to suggest 
that they are helped by information being shared with them openly and honestly. 


b) Supporting the member of staff working with the family/ NOK and Service Users 


However, although the Trust is committed to working in this way the potential difficulty of this 
approach is also recognised and the person working with the family must be supported by a 
suitable person with this work. 
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This starts by planning how this person will approach it including where they meet the family, 
how much time they allow, right through to how they end this piece of work. 


4.11 Sharing the report with external bodies 


The Governance Support Team will send copies of the final report or make available upon 
request to: 


 Clinical Commissioning Groups  Family / NOK / Service User 


 HM Coroner  CQC 


 NHS England  PHSO 


 HSE  Local Authority - Safeguarding 


 Team involved 


 NHSLA 


 Solicitors acting for the Trust 


 GP 


 Police  


 Solicitors instructed by a claimant 
in relation to an incident 


4.12 Trust-wide learning 


All final reports and action plans will be considered and actions implemented by the team where 
the incident occurred. 


The action plans will also be entered into the Safeguard system and an actions register will be 
produced and sent out to general managers, Deputy Directors, Clinical Directors and Service 
Directors and Managing Directors. 


The Director of Nursing Standards and Safety will look at all Serious Incident action plans 
generated within each quarter to update the Quality Report. 


The quarterly quality report will share themes of learning and actions identified from Serious 
Incident with the Board of Directors. 


Once the quality report has been approved by the board the quality report, plus care group 
specific quality reports, will be published on the staff shared drive on the Trust intranet and 
shared with external stakeholders. 


Key safety issues will also be published monthly in the Quality and Safety Newsletter. 


Progress against actions will be updated by action plan owners on the Safeguard system. 


Individual Actions Plans will be removed from the register once all actions are complete. 


4.13 Final Report Monitoring and Sign Off 


A weekly performance report on outstanding Serious Incident will be sent to the Service 
Directors, Deputy Service Directors, Business Managers, Legal Team and Executive Director of 
Nursing & Quality, on a weekly basis. 


Once scrutiny and sign off has been achieved and the final report is complete and all necessary 
amendment made the report is sent to the Risk and Safety Administrator who will log it and send 
the final report to the Director of Nursing Standards and Safety. 


Once approved by the Director of Nursing Standards and Safety it is sent to Brighton & Hove 
CCG who work with Commissioners across Sussex on behalf of NHS England. Any incidents in 
Hampshire are reportable to the lead CCG in Hampshire and likewise for Kent. 


The report will then have final external scrutiny by the CCG. 


The CCG scrutiny panel can agree closure, can escalate to NHS England, can agree closure on 
Chair’s action or receipt of amendments or may return the report requiring further investigation. 
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4.14 CCG – Serious Incident Scrutiny 


CCG meet on a monthly basis to scrutinise all Serious Incident reports.  This meeting is chaired 
by the Head of Quality and attended by members of the commissioning CCG and 
representatives of the providers. We are accountable to the lead CCG in the relevant area 
where the incident occurred. 


The Terms of Reference include: 


 That an appropriate RCA is conducted 


 Ensuring all Root Cause Analyses (RCA) are completed on the agreed NPSA framework 


 That suitable recommendations are made 


 A corresponding action plan is available 


In addition, the CCG, on a quarterly basis, will select two closed Serious Incident reports for 
further scrutiny to follow up on action plan progress. 


4.15 Quality Committee 


The Quality Committee meets quarterly and receives reports on Incidents, Serious Incident, 
Complaints, Inquests, Claims, PALS, Medicines Management and Mental Health Act 
administration. All reports include an analysis of data with any trends and learning highlighted by 
the author. 


The duties of the Committee in relation to Serious Incident are as follows: 


a) To formally receive and scrutinise final reports and action plans in cases of homicide 
or other extremely Serious Incidents (SI). This will include the review and monitoring 
of independent inquiry reports and action plans. Is this correct 


b) To review and scrutinise quarterly Serious Incident reports to consider trends and 
required action, including scrutiny of particular samples of topically grouped Serious 
Incident 


c) To receive a quarterly Safeguarding Children and Adults report that identifies issues, 
areas of poor or best practice and those of strategic interest and importance requiring 
Board level discussion 


4.16 Quality Improvement 


The Trust aims for quality Improvement and for the demonstration and assurance of quality 
improvements in specific areas related to lessons learned from the following areas:  


 Outcomes of serious complaints 


 HMC Hearings 


 Serious incidents 


 Claims 


 Patient safety incidents – including medication incidents 


 PALS intelligence 


 Relevant audit activity 


 Mental Health Act Inspections 


Specific areas of learning are examined in key groups, sub-groups of the Quality & Safety 
Committee. These include but are not limited to; 
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 The Personal Safety Group – deals with all issues around challenging behaviour, physical 
assaults, PMVA training and lone working 


 The Falls Prevention Group – deals with all aspects of the reduction of patient falls 


 The Suicide & Self Harm Group – examines all serious incidents that have involved 
suicide and self-harm 


 The Physical Health Group – deals with all aspects of physical health within mental health 


 The Drugs and Therapeutic Committee – examines all serious medication issues 


 The Medical Devices & Infection Control Group – examines all serious incidents around 
medical devices failures and serious outbreaks of infection 


Typically the Chairs of these groups are also members of the Trust’s Quality and Safety 
Committee. 


The Quality & Safety Committee also feeds into the divisional governance groups. 


The Quality & Safety Reports are available to all staff on the Trust shared drive. 


5.0 Development, consultation and ratification 


This policy and procedure were developed by the Governance Support Team in conjunction with 
Clinical Services, Staff Side Representatives and members of the Health and Safety Committee. 


The policy and procedure were delegated by the Quality Committee to the Policy and 
Professional Practice Forum for final consultation and ratification. 


6.0 Equality and Human Rights Impact Assessment (EHRIA) 


This policy and procedure will be equality impact assessed in accordance with the 
Organisation wide policy for the development and management of procedural documents. 


The Equality & Diversity Team will annually monitor incidents across the protected 
characteristics reporting findings in the Equality, Diversity and Human Rights report; this 
includes the causation of incidents to determine the proportion of Serious Incident that have 
been constructed around racial, sexual harassment etc. providing a transparent process where 
the Trust is willing to learn from mistakes and demonstrate due regard. 


Any individuals requesting a copy (electronic or hard copy) should be directed to the Director of 
Nursing Standards and Safety. 


7.0 Monitoring Compliance 


The Quality and Safety Committee will review serious incidents. The Health & Safety Committee 
will review all staff incidents and the Health and Safety Locality Forums will review incidents 
related to staff and patients within their areas of responsibility on each occasion of meeting. 


Members of the above will be responsible for scrutinising the statistics and identifying any 
issues or trends. The Chair will be responsible for ensuring that issues and trends are acted 
upon and progress reported back to the next meeting. 


Matrons and Service Managers receive monthly incident reports through the Safeguard System 
and will review the Incident Reports to identify risks, times, types of incidents, environmental 
factors, etc. to identify any themes and trends in incident reporting of patients (and staff) within 
their area of responsibility. 


The incident reporting process for patients and staff will be monitored and reviewed as 
described in Section 3.3 by Directors, Deputy Directors and Department Heads annually. 
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Line managers and supervisors will review, and amend if necessary, all staff and service user 
incident forms as appropriate when they come to them for sign-off. 


Managers and Supervisors will ensure their members of staff attend the appropriate incident 
reporting and investigation training as per the Essential Training Policy. Training will be 
monitored and reviewed at the Learning and Development Forum. 


This Policy will be reviewed annually by the Risk and Safety Team. Comments from staff on any 
aspects of incident reporting will be collected by the Incident and Alert Administrators and taken 
into account during the annual review. Consultation and views will be sought from the parties 
mentioned previously in 5.0 as part of the annual review. 


8.0 Dissemination and Implementation of policy 


This policy will be loaded onto the Trust website by the Governance Support Team.  Publication 
will be announced via the Communications e-bulletin to all staff. 


8.1 Training 


The following training requirements fall under the category of ‘Essential Training’ and individuals 
should refer to the Essential Training Policy for further information and guidance on how the 
training is delivered and can be accessed. 


8.2 Training – all staff 


The following training requirements fall under the category of ‘Essential Training’ and individuals 
should refer to the Essential Training Policy for further information and guidance on how the 
training is delivered and can be accessed. 


All staff and volunteers should undertake the following training as part of their local line 
management induction, within 3 months of commencing employment with the Trust.  Thereafter, 
all staff are expected to be trained as per Essential Training Policy. 


Incident Reporting Session 


 What an incident is 


 What to report and how to use web incident system 


 Incident grading system 


 Who the Trust report to 


 RIDDOR 


 How the Trust uses information reported and learns from incidents 


8.3 Role Specific Training 


The following role specific training provided by line managers should also be undertaken by any 
staff who regularly have to complete incident report forms as part of their role and require more 
in depth understanding of incident reporting and incident reporting process; 


Incident Reporting, content consists of:  


 A full understanding of all aspects of incident reporting 


 How to complete and grade the web based incident reporting forms 


 How the Trust closes the loop on incident reporting 


 Reporting to external agencies 


 Risk assessment and reduction 







Incident & Serious Incident Reporting Policy & Procedure 


 36 of 73 


A handbook on how to complete and incident form and how to manage an incident form is 
available from the Governance Support team upon request. 


8.4 Investigation of Incidents, Claims and Complaints Training,  


A mandatory one day course for managers at ward manager, home manager and team leader 
level, which include: 


 National context 


 Trust Policy 


 Root Cause Analysis (RCA) overview 


 Gathering and mapping information 


 Identifying problems 


 Analysing the problems 


 Report writing framework 


 Generating solutions 


 Incident Decision Tree 


 Report and Learn 


The above staff should undertake this additional management training within 6 months of 
commencing employment with the Trust. 


8.5 Root Cause Analysis Training 


A mandatory two day course for managers at Matron, Service Manager, General Manager and 
clinical / professional leads (Band 8a and above). 


The content includes: 


 National context 


 Trust Policy 


 Root Cause Analysis (RCA) overview 


 Gathering and mapping information 


 Identifying problems 


 Analysing the problems 


 Report writhing framework 


 Generating solutions 


 Being Open 


 Incident Decision Tree 


 Report and Learn 


The above staff should undertake this additional management training within 6 months of 
commencing employment with the Trust. 


9.0 Document Control including Archive Arrangements 


This policy and procedure will be stored and archived in accordance with the Organisation 
wide policy for the development and management of procedural documents. 


10.0 Reference Documents 


Doing Less Harm - Improving the safety and quality of care through reporting, analysing and 
learning from adverse incidents involving NHS patients – Key requirements for health care 
providers. NPSA August 2001. 


Controls Assurance Support Unit. Making it Work – Guidance for Risk Managers on Designing 
and Using a Risk Matrix. (2004). 


Department of Health. (1999). Health Service Circular 1999/198. The Public Interest Disclosure 
Act 1998: Whistle blowing in the NHS. Department of Health. Available at: www.dh.gov.uk  


Department of Health. (2000). An Organisation with a Memory:  Report of an Expert Group on 
Learning from Adverse Events in the NHS. London: The Stationery Office. Available at: 
www.dh.gov.uk   



http://www.dh.gov.uk/

http://www.dh.gov.uk/
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Department of Health. (2000). No Secrets: Guidance on Developing and Implementing Multi-
agency Policies and Procedures to Protect Vulnerable Adults from Abuse. London: Department 
of Health. Available at: www.dh.gov.uk 


Department of Health. (2001). Building a Safer NHS for Patients: Implementing an Organisation 
with a Memory. London: Department of Health. Available at: www.dh.gov.uk  


Department of Health. (2004). Memorandum of understanding: Investigating patient safety 
incidents involving unexpected death or serious untoward harm: A protocol for liaison and 
effective communications between the National Health Service, Association of Chief Police 
Officers and Health and Safety Executive. London: Department of Health. Available at: 
www.dh.gov.uk and www.acpo.police.uk 


Department of Health, (2005). Independent investigation of adverse events in mental health 
services: London: Department of Health. Available at: http://www.dh.gov.uk 


Department for Children, Schools and Families (DCSF). (2006). Working together to safeguard 
children. London: DCSF. Available at: www.dcsf.gov.uk  


Department of Health. (2006). Safety First. A report for patients, clinicians and healthcare 
managers. London: Department of Health. Available at: www.dh.gov.uk  


Department of Health (2010). The Caldicott Guardian Manual 2010. London: Department of 
Health. Available at: www.dh.gov.uk 


National Patient Safety Agency (NPSA). (2005). Building a Memory: Preventing Harm, Reducing 
Risks and Protecting Patient Safety. London: NPSA. Available at: www.npsa.nhs.uk  


National Patient Safety Agency (NPSA). (2008). Root Cause Analysis Investigation Tools. Guide 
to Investigation Report Writing Following Root Cause Analysis of Patient Safety Incidents. 
London: NPSA. Available at: www.npsa.nhs.uk 


Health and Safety Executive (HSE). ‘What is RIDDOR?’ HSE website. HSE. Available at: 
www.hse.gov.uk  


National Patient Safety Agency (NPSA). (2009). Being open: Saying Sorry When Things go 
Wrong. London: NPSA. Available at: www.npsa.nhs.uk 


National Patient Safety Agency (NPSA). (2009). National Framework for Reporting and Learning 
from Serious Incidents Requiring Investigation. London: NPSA. Available at: www.npsa.nhs.uk  


Care Quality Commission (2009). Essential Standards of Quality and Safety. The Care Quality 
Registration Regulations. www.cqc.org.uk/newsandevents.cfm  


Department of Health. National NHS Advisory group. (2010). No secrets: Clinical Governance 
and Adult Safeguarding. An Integrated Process. www.dh.gov.uk   


NHS Security Management Service (NHS SMS) (2010). ‘The Security Incident Reporting 
System (SIRS)’. NHSBSA website page. Available at: www.nhsbsa.nhs.uk 


11.0 Bibliography 


Reporting of Injuries, Diseases and Dangerous Occurrences Regulations 1995 


Social Security (Claims and Payment) Regulations 1979 


Medical Devices Agency MDA Safety Notice SN 2014(01) 


NHS Estates EPL (95)16 – Reporting of incidents involving Buildings and Plant 


Medicines Control Agency (1997) Rules for Pharmaceutical Manufacturers and Distributors 



http://www.dh.gov.uk/PublicationsAndStatistics/Publications/PublicationsPolicyAndGuidance/PublicationsPolicyAndGuidanceArticle/fs/en?CONTENT_ID=4008486&chk=7WOgjo
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http://www.acpo.police.uk/
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HSC 1999/229 Working Together, Securing a Quality Workforce for the NHS: Managing 
Violence, Accidents and Sickness Absence in the NHS. 


NHSLA Risk Management Standards 2012 - 13, January 2012 


NHSLA Clinical Negligence Scheme for Trusts, Clinical Risk Management Standards, Sept 
2005 


NHSLA Risk Poll Scheme for Trusts, Risk Management standards, June 2002 


NHS Estates (various) Fire-code 


NHS Executive (1996) Management of food hygiene and food services in the NHS HSG(96)20. 


NHS Commissioning Board, Serious Incident Framework, March 2013 


Doing Less Harm, 2001 


Controls Assurance Standards 


Making It Work, 2004 


ALARM protocol 


Policy for Development & Management of Procedural Documents 


12.0 Glossary of terms and list of acronyms and abbreviations 


Adverse event: see ‘Patient safety incident’. 


Anonymous: information that has had patient/service user identifiable features removed; 
without making the information of no use for its purposes. 


Apology: a sincere expression of regret offered for harm sustained. 


Being open: open communication of patient/service user safety incidents that resulted in 
moderate harm, severe harm or death of a patient/service user while receiving NHS-funded 
healthcare. 


Carers: family, friends or those who care for the patient/service user. The patient/service user 
has consented to their being informed of their confidential information and to their involvement in 
any decisions about their care. 


Causal factor - a determining or causal element or factor. 


CCG (Clinical Commissioning Group): Groups that commission NHS Services and to 
whom the provider is accountable to. 


Health and Social Care Governance: a framework through which NHS organisations are 
accountable for continuously improving the quality of their services and safeguarding high 
standards of care by creating an environment in which excellence in clinical care will flourish. 


Harm: injury (physical or psychological), disease, suffering, disability or death. 


Health and/or social care professional: doctor, dentist, nurse, pharmacist, optometrist, allied 
healthcare professional, social worker, or registered alternative healthcare practitioner. 


Healthcare organisation: organisations that provide a service to individuals or communities to 
promote, maintain, monitor or restore health. See also ‘NHS organisation’. 


Injury: damage to tissues caused by an agent or circumstance. 


Intentional unsafe acts: incidents resulting from a criminal act, a purposefully unsafe act, or an 
act related to alcohol/substance abuse by a care provider. These are dealt with through 
performance management and local systems. 


Liability: legal responsibility for an action or event. 
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National Reporting and Learning System (NRLS): a confidential computer-based system 
developed by the NPSA (now the NHS Commissioning board) for the collection and analysis of 
patient/service user anonymous safety incident information. It receives incident reports from 
NHS organisations, staff and contractor professions and, in time, patients/service users and 
carers. 


Reports are received via a technical link to existing local risk management systems or direct 
reporting to the NRLS through an electronic reporting form (eForm). Through the system the 
NRLS will inform national learning about risks to patient/service user care, establish priorities for 
action, and work with the NHS to develop practical solutions to improve patient/service user 
safety. 


Near miss: see ‘Prevented patient/service user safety incident’. 


NHS-funded healthcare: see ‘NHS organisation’. 


NHS organisation: any area where NHS-funded patients/service users are treated, i.e., NHS 
establishments or services, independent establishments including private healthcare or the 
patient’s/service user’s home or workplace. The NHS funds either all or part of the 
patient’s/service user’s care in these settings. This may also be referred to as NHS-funded 
healthcare. 


Patient/service user safety: the process by which an organisation makes patient/service user 
care safer. This should involve risk assessment, the identification and management of 
patient/service user related risks, the reporting and analysis of incidents, and the capacity to 
learn from and follow up on incidents and implement solutions to minimise the risk of them 
recurring. The term ‘patient/service user safety’ is replacing ‘clinical risk’, ‘non-clinical risk’ and 
the ‘health and safety of patient’s/service users’. 


Patient/service user safety incident: any unintended or unexpected incident that could have 
or did lead to harm for one or more patients/service users receiving NHS-funded healthcare. 
The terms ‘patient/service user safety incident’ and ‘prevented patient/service user safety 
incident’ will be used to describe ‘adverse events’ / ‘clinical errors’ and ‘near misses’ 
respectively. 


Prevented patient/service user safety incident: any unexpected or unintended incident that 
was prevented, resulting in no harm to one or more patients/service users receiving NHS-
funded healthcare. 


Risk: the chance of something happening that will have an impact on individuals and / or 
organisations. It is measured in terms of likelihood and consequences. 


Risk management: identifying, assessing, analysing, understanding and acting on risk issues 
in order to reach an optimal balance of risk, benefit and cost. 


Root cause analysis (RCA): a systematic process whereby the factors that contributed to an 
incident are identified. As an investigation technique for patient/service user safety incidents, it 
looks beyond the individual concerned and seeks to understand the underlying causes and 
environmental context in which an incident happened. 


Safety: a state in which risk has been reduced to an acceptable level. 


Standard: sets out agreed specifications and/or procedures designed to ensure that a material, 
product, method or service is fit for the purpose and consistently performs in the way it is 
intended. 


Suffering: experiencing anything subjectively unpleasant. This may include pain, malaise, 
nausea and/or vomiting, loss, depression, agitation, alarm, fear, grief, or humiliation. 


Systems failure: a fault, breakdown or dysfunction within operational methods, processes or 
infrastructure. 


Systems improvement: the changes made to improve operational methods, processes and 
infrastructure to ensure better quality and safety. 
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Treatment: broadly, the management and care of a patient/service user to prevent or cure 
disease or reduce suffering and disability. 


Acronyms and abbreviations 


NHS  National Health Service 


NHSLA  National Health Service Litigation Authority 


NRLS   National Reporting and Learning System 


PALS   Patient Advice and Liaison Service 


RCA   Root cause analysis 


SI   Serious incidents 


CCG  Clinical Commissioning Group 


CQC  Care Quality Commission 


HSE  Health and Safety Executive 


13.0 Cross Reference 


NHS Commissioning Board, Serious Incident Framework, March 2013 


Reporting of Injuries, Diseases and Dangerous Occurrences Regulations 2013 


Coroner’s Inquest Guidance; 
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/283939/guide-to-coroner-service.pdf 


Medicines Code 


Major Incident Hotline Procedure 


Anti Fraud and Corruption Policy Statement and Response Plan 


Access to Health Records Policy  


Absent Without Leave (AWOL) Policy  


Safeguarding and Child Protection Policy & Procedure  


Claims Policy 


Data Protection, Security & Confidentiality Policy 


Disciplinary Policy & Procedure for Medical Staff in Sussex Partnership NHS Trust 


Media Relations Policy 


Employee Support & Wellbeing for Staff involved in Incidents, Complaints or Claims Policy  


Information Governance Policy 


Risk Management Strategy and Policy 


Being Open Policy 


Complaints Policy and Procedure 


Management of Medical Devices Policy & Procedure 


The Infection Control Policy 


Essential Training Policy 


Slips, Trips and Falls Policy 


Trends and Lessons Guidelines 


Raising Matters of Concern (Whistle Blowing) Policy 


Harassment & Bullying at Work Policy (Dignity at Work) 


Administration of Medicines Policy 


Fire Safety Policy 


Prevention and Management of violence and Aggression Policy 


Working Alone (Personal Safety) Policy & Procedure  



https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/283939/guide-to-coroner-service.pdf
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Corporate Records Management Policy  


Police Liaison Policy 


Integrated Health & Social Care Records Management Policy  


Safeguarding Adults at Risk – Sussex Multi-Agency Policy 


CCG Protocol and procedures for lead CCGs in Brighton and Hove, Hampshire and Kent 


HMP Lewes 


For HMP Lewes staff please also refer to the HMP Lewes policy and procedure entitled 
‘Violence Reduction Strategy’ 
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Appendix 1 


 


External Agencies / Stakeholder Reporting 


External Agencies / Stakeholder 
Senior Person on 


Duty / Manager 
Risk and Safety 


Team 


The Medicines and Healthcare products Regulatory 
Agency (MHRA); - require to know if any medical device, 
from a bandage, catheter, etc to a hoist or bed which causes, 
or has the potential to cause, unexpected or unwanted 
effects involving the safety of patients, users or other 
persons. 


Inform Risk and 
Safety Office Within 
24hrs. 


Risk and Safety 
Office Completes 
MHRA On-line 
Form 


The Health and Safety Executive (HSE);- The Reporting of 
Injuries, Diseases and Dangerous Occurrences Regulations 
1995 (RIDDOR) require employers and others to report 
accidents and some diseases that arise out of or in 
connection with work. These reports enable the enforcing 
authorities to identify where and how risks arise and to 
investigate serious accidents. (Appendix 17 explains how 
RIDDOR applies to the healthcare sector). 


Inform Risk and 
Safety Office Within 
24hrs. 


Risk and Safety 
Office Raise On-
line RIDDOR Form 


The Clinical Commissioning Group;- informed of all Trust 
Serious Incidents 


IMMEDIATE 
Risk and Safety 
Team complete 
STEIS Form 


National Reporting and Learning System (NRLS);- they 
collect and analyse information on Patient Safety Incidents 
from local NHS organisations on NHS patients. 


Through Incident 
Form – tick patient 
safety incident on 
incident form 


Risk and Safety 
Team report to 
NRLS 


Local Authority (LA);- local Environmental Health Officer 
may need to be informed of food safety issues and infectious 
diseases in some circumstances. 


Inform Risk and 
Safety Office Within 
24hrs. 


Risk and Safety 
Team informs local 
or county council 


Infection Control;- must be informed immediately of any 
infectious diseases or food poisoning outbreaks 


Immediately inform 
infection control 
leads 


Risk and Safety 
Team checks 
infection control 
leads aware 


Occupational Health;- need to be informed of all staff work 
related incidents of injury, ill health, sharps or needle-stick 
injuries. 


Immediate through 
the incident form 


No action 


NHS Estates;- collect information on any defect or failure 
relating to safety of non-medical equipment or devices. They 
also collect incident data on fire safety. 


Inform Risk and 
Safety Office Within 
24hrs. 


Inform Trust 
Estates 
Department  


National Health Service Litigation Authority (NHSLA);- 
require information where an incident has given rise to a 
potential or actual claim against the Trust 


Inform Legal Support 
Team Within 24hrs. 


Risk and Safety 
Team checks legal 
Support aware 


National Audit Office (NAO);- collect and analyse 
information on incidents and adverse events from NHS 
organisations on violence and aggression, RIDDOR 
incidents and staff security incidents. 


No action required 


Risk and Safety 
Team Supply 
Information when 
required 


The Medicines Control Agency; - have a Yellow Card 
Scheme which invites reports from doctors, dentists, 
coroners and pharmacists on patients who suffered an 
adverse reaction to medicines. 


Immediate By 
Responsible 
Clinician (Page 10 
Bnf) 


Risk and Safety 
Team confirms this 
has been reported 
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Appendix 2 


Completing and Sending the Paper Incident Report Form to the 
Appropriate People 


The paper based Incident Report Form should be completed when the web form is 
unavailable and distributed as follows: 


WHITE (TOP) COPY 


Completed by staff member (see incident guide and code book on intranet), sent to 
immediate line manager for investigation and sign-off. 


PINK (DUPLICATE) COPY 


Security Incidents (thefts, 
vandalism or criminal 


damage) 


Patients / Client / Service 
Users 


Staff, Visitors and 
Contractors 


 
 
 
 
 
 


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


For patients – medical staff should be informed of any incident through the normal channels 
of communication.  Medical staff are NOT required to write on the incident form when they 
have been asked to examine a patient following an incident.  Any examination following an 
incident should be recorded in the patient’s notes in the normal manner. 


BLUE (BOTTOM) COPY 


Must be retained in the Incident Book, within the workplace, to comply with the statutory 
requirement to have an Accident Book. 


Confidentiality of information is maintained in the workplace by the final copy omitting the 
address and date of birth of the individual involved in the incident. 


Send to Deputy 
Director of Estates 


 
 


Staff Incident Forms 
sent to the 


Occupational Health 
Department 


Local Estates Manager to liaise 
with Staff to ensure situation 
made safe. Files Pink copy 


Visitors and Contractors 
sent directly to the Risk and 


Safety Office 


If the Incident falls within RIDDOR criteria (see appendix 17), then the Matron or the 
Service Manager will need to be notified immediately and the Ward Manager / Team 
Leader / Line Manager must inform the Trust Risk and Safety Office to enable HSE 
notification). 


Risk and Safety Office to notify HSE if 
reportable under RIDDOR. 


Incident Form brought 
to the attention of the 


Dr / Responsible 
Clinician, then filed in 


patient’s notes 
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Appendix 3 


Completing the Web-based Incident Report Form 


Assistance should be sought from senior staff, senior person on duty or a colleague if you have 
any difficulty accessing or completing the form. 


1. Log onto a computer 


2. Double click on Safeguard web incident icon to open incident home page 


3. Log on using Trust user name and password 


4. Single click on ‘enter an incident’ 


When the incident form opens you should see that your name and details are already completed 
at the start of the form – if they aren’t you can type these in and select from the drop downs to 
choose your team and location. (For your details to appear on future forms inform the 
Governance Support Team to register you on the system). 


The sections of the incident form highlighted in yellow are mandatory fields and must be 
completed or the system will not allow you to close the incident form. 


5. ‘People Involved’ section. You can choose from ‘Staff’, ‘Patient’ or ‘no person 
involved’ (for example in the case of a theft by an unknown person). If it is a staff 
member who is injured, then select ‘Staff’ first. This operation will open up a new 
section that relates directly to this person. 


Once the first persons details are entered, at the bottom of this section click on radio 
button to select ‘Yes’ if another person was involved and complete their details. 


It is important for governance purposes that you record all injuries and other parts of this 
section. You can record up to five people by repeating this process. 


If a patient(s) is involved, click radio button for ‘patient’. You will note that there is more 
information required than when ‘staff’ is selected. There is a lot of information asked for in 
this section but all if it is necessary for national reporting. 


a. Persons role – mandatory field because used when reporting assault to NHS 
Protect 


b. NHS Number, Patients Name, Equality monitoring – mandatory field to enable 
correct identification of patient and to determine if services are meeting the needs 
of all races, genders, religions, etc. 


c. GP / GP address – used for informing correct commissioning group of patients in 
their areas who have been the subject or incidents or serious incidents. 


d. Injuries – mandatory field yes or no. you must select ‘yes’ if there is any form of 
injury, no matter how minor. Injury data on patients is submitted to the NPSA so it 
is vital that this is recorded. 


e. Relative informed – mandatory now to disclose to relatives or carers whether or 
not a patient has been injured or harmed. 


f. Restraint used – mandatory from September 2014 as all Trusts have to report to 
commissioners when and how restraint is applied. ‘Staff Involved’ ‘Add’ button 
MUST be selected if restraint was used and all staff added that were involved in 
restraint holds. ‘Medication Issued’ must be selected if the patient was given 
medication either during or directly after the restraint. 


g. Seclusion used - mandatory from September 2014 as all Trusts have to report to 
commissioners when and how seclusion is used. 


h. Mental Health Act Status – essential in a number of external reporting 
requirements, such as serious incidents and MHA reporting. 
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On completion of this section you will be given the option ‘was another person involved’ 
where you should click the ‘yes’ radio button to add more people if relevant. 


6. ‘Doctors Involved (Medical Revalidation)’ section. There is a requirement for all 
doctors to report annually if they have been directly involved in an incident or serious 
incident. In this section click on radio button if a doctor has been involved and enter 
doctors’ details. 


7. ‘Details of Incident’ section - Complete with all information required below; 


 Date – exact date whenever possible but an approximation can be entered if this is 
not known. 


 Time – as with ‘Date’ above 


 Description (do not use people’s names, initials or PiMS number in this section as this 
information is exported to external agencies such as the NRLS – use ‘staff 1’, ‘patient 
1’ to describe people involved). Keep it short and concise where possible. 


 Cause Group (as per incident types on page 5) ; Primary Cause; Secondary Cause 


 Additional People Informed (could be social services, police, etc) 


 Contributory Factors, i.e. what contributed to the incident (you can add additional 
Contributory Factors by clicking the ‘add’ button) and 


 Primary Individual Referred to. 


8. Radio buttons (round buttons) – these are used to alert other people in the Trust to 
the information in your incident report. By clicking on the radio buttons in this section 
(PSI, SI, PMVA, Etc.) this will automatically inform others that your incident has 
occurred. For example by selecting ‘SI’ the Risk and Safety Administrator will receive 
an email informing them of the incident. 


9. ‘Additional Information’ section – this allows you to record what you or colleagues did 
in the immediate aftermath of the incident to care for persons involved or to restore 
the situation to a safe level, such as administer first aid. 


Note; In this section there is also a ‘Serious Incident additional Details’ box. If it is 
recognised that the incident is serious then enter the details required – the information 
required can be seen in the section header and by clicking on the ‘?’ help button. 


10. ‘Team Reporting this Incident’ section - this will usually be where the incident 
occurred but in some cases the incident may have occurred away from the team base 
but you should still record the team you work for and put the ‘exact location’ and 
‘location details’ of the incident in the last two boxes. 


11. ‘Initial Risk Grading’. All incidents will either have an injury or a consequence, ranging 
from insignificant to major. Using the Trust grading matrix, first enter the level of injury 
(or consequence), then add the likelihood of it happening again / the risk of further 
consequences’. For further information on grading an incident see Appendix 3. For 
Grading Matrices see Appendices 4, 5, 6 & 7. Generally, as a rule of thumb, all 
incidents with a grading of ‘Orange’ or ‘Red’ are serious incidents. 


12. ‘Medication Error’. This is a mandatory choice by clicking on the radio buttons of ‘Yes’ 
or ‘No’. If there was a medication error, you must select ‘Yes’. This will open up 
additional fields to record the details of the medication error. There are two mandatory 
field; ‘Process Error’, for identifying which process went wrong, and ‘Type of Error’, to 
identify the exact nature of the error. (The other fields, although not mandatory should 
be completed as good governance principles so that the Chief Pharmacist can analise 
the data from medication incidents fully to improve training and support staff). If there 
is more than one medication / drug involved, you can click on ‘Add’ at the end of the 
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section which opens fields to repeat the process. Finally complete, ‘Checker’, ‘Giver’ 
and ‘Prescriber’ details. 


13. ‘Medical Devices or Plant / Machinery / Equipment Incidents’. This is a mandatory 
choice by clicking on the radio buttons of ‘Yes’ or ‘No’. If an item of equipment or 
machinery becomes defective, posses a risk to those required to use it or posses a 
risk to others, whether medical or other, then click on ‘Yes’ radio button. This opens a 
section where you can record details of the machine or product. Completion of as 
many boxes as possible will enable medical devices experts or mechanical experts 
identify the equipment properly and put in place actions to replace or rectify the 
problem. 


14. ‘Details of Witnesses’ - this is a mandatory choice by clicking on the radio buttons of 
‘Yes’ or ‘No’. It is for people who are witness to an event not directly involved. Those 
directly involved should be recorded in the previous section ‘People involved’. 


15. ‘Missing Person’. This is a mandatory choice by clicking on the radio buttons of ‘Yes’ 
or ‘No’. This will open up a section where you must record searches and times 
missing. 


16. ‘Police Involvement’. This is a mandatory choice by clicking on the radio buttons of 
‘Yes’ or ‘No’. Select ‘Yes’ radio button if the Police have been contacted and or 
attended the scene for any reason, and complete all relevant sections that open up – 
this is vitally important to create a forensic record and assist with taking forward 
prosecutions. 


17. ‘Save for Later’ or ‘Submit’ buttons – the save button will allow you to close the 
incident and return to it later if you are missing information that you need to go and 
find out about. 


18. Submit will remove the incident form from your system and send it directly to your line 
manager. 


19. Save for later will retain it in your ‘manage incident’ box until you re-open it and enter 
your additional information. Then press ‘submit’ to send it. 
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Appendix 4 


Completing the Managers Web-based Incident Form 


On receipt of an incident form the manager must; 


Go into the safeguard system and open up the incident form 


Check that all incident details are fully completed, factual and correct as below; 


1. ‘People Involved in the Incident’ field is completed fully and gives; 


 ALL staff details and patient details 


 injury details 


 restraint used 


 seclusion used 


 relatives informed 


 serious incident details; and 


 mental health act status 


2. ‘Doctor involved’ – used for Doctors revalidation annual report 


3. ‘Details of Incident’ – check no person identifiable information has been recorded here 


4. Cause Group, Primary and Secondary Cause – check that correct category has been 
selected that reflects the incident described 


5. Contributory Factors – add one or more factors that detail why the incident has occurred 


6. Radio buttons – ensure radio buttons have been activated to reflect type of incident, i.e. PSI, 
RIDDOR, Serious Incident, Staff Assault, etc. dependent on the type and nature of the incident 


7. ‘Additional Information (Immediate action)’ – check that the immediate action recorded by 
staff have made the situation as safe as possible 


8. Serious Incident Details – if the incident is deemed serious complete all information required 
as detailed in the section header. GP, Care Co-ordinator, etc. as this now replaces the 
completion of the Serious Incident Notification Form 


9. ‘Manager Assessment of Cause’ – From your analysis of details of incident section and 
contributory factors briefly out line why and how you believe the incident occurred 


10. ‘Management Solution Put in Place’ – from your analysis of the cause of the incident record 
what you have done to prevent a similar incident re-occurring 


Note; the contents of both these fields (9 & 10) are exported to the NPSA if the incident is 
a PSI and NHS Protect if the incident is a violent incident or security incident. 


11. ‘Team Reporting this Incident’ – these should be the details of the team you manage 


12. ‘Initial risk grading’ – this is the grade (Severity and Likelihood) that the person completing 
the form has given 


13. ‘Final Risk Grading’ – this is the grading that you as the manager believe reflects best the 
severity of the incident - this will determine or confirm what investigation type needs to be 
undertaken. ‘Green’ and ‘Yellow’ incidents are likely to be local investigations where ‘Orange’ 
and ‘Red’ graded incidents are likely to be Serious Incidents. 


14. ‘Medication Error Incident’ – check if medication was involved that all relevant sections have 
been completed and they are accurate 


15. ‘Medical devices or Plant / Machinery / Equipment Incident’ – check if any form of 
equipment, plant or machinery was involved that all relevant sections have been completed and 
they are accurate 
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16. ‘Details of Witnesses’ – Check relevant information is recorded and ensure witness 
statements have been gathered (particularly if you graded the incident ‘Orange’ or ‘Red’) 


17. ‘Missing Persons’ - Check relevant information is recorded and provide an up-date on 
whether the patient is still missing or returned. If the patient poses a significant risk to 
themselves or others this should be clearly stated in the ‘Serious Incident’ section 


18. ‘Police Involvement’ - Check relevant information is recorded and up-date this section if 
further information is available. Particularly if you are supporting your staff member(s) in asking 
the police to consider prosecution of an offender 


19. ‘Further Action to be Take’ – Click on ‘Add’ button and record on action card what tasks 
have been assigned to yourself or your staff members to help prevent a similar action occurring 
again 


20. ‘Outcome’ – provide details of the outcome of your local line management investigation to 
date. Enter ‘date closed’ if matter fully resolved. Also at this point you can tick ‘Email feedback 
to reporter’ which will send a summary of the actions you have recorded as their line manager to 
their email inbox 


21. ‘Further Actions / Monitoring Arrangements’ – used to record what actions you still need to 
take or the monitoring arrangements you need to put in place as a result of the incident. You 
can add several actions by clicking ‘Add’ button after each action. 


22. ‘Attachments’ – the system now allows you to attach relevant documents to the incident form 
such as staff statement 


23. ‘Additional Notification’ – the background set up of the web based incident system sends 
additional notifications to various staff such as the Fire Officer, Risk and Safety Administrator, 
PMVA Lead Trainer, Risk & Safety Professionals, etc. You can use the ‘Additional Notification’ 
function to notify others such as your service director, general manager or professional lead 


24. ‘Form Completed by’ – your name should self-populate in this section if you are registered 
on the Safeguard system 


25. ‘Save and Close’ or ‘Under review’ – if the information on the form is fully completed, press 
‘Save and Close’. If you have to leave the form to gather extra information from staff, etc., then 
press ‘Under Review’ and this will save any changes you made to the form until you have the 
additional information. 


Pressing ‘Save and Close’ will send a summary email to your immediate line manager and put 
the completed incident form into their ‘Manage Incident Box’ in the Safeguard system. 


Additional information and any relevant background details should be recorded in the Managers 
comments sections on the incident form as soon after the incident as possible (within 72 hrs.) 
and recorded on separate statements where relevant (which should be attached to the incident 
form whenever possible).  


Additionally the Trust requires that line management complete the appropriate sections on the 
form to indicate what actions they have taken in regard to its grading level, informing others, 
investigation and management of the incident within the time-scales indicated in the section on 
grading the incident. 
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Appendix 5 


Grading an Incident 


Grading and sending the Incident Form 


The Trust has adopted an Incident Grading Tool, which meet the criteria laid down by the 
National Patient Safety Agency and the National Health Service Litigation Authority to grade 
incidents according to severity. 


All incidents must be graded and appropriate action taken dependent upon the grade assigned  


Ward Managers / Team Leaders / Line Managers are responsible for the grading of the incident 
and should ensure that the actions taken and the control measures put in place are appropriate 
to the severity level assigned. 


The line Manager and Senior Manager may find it necessary to re-grade the incident as the 
form is passed up the management chain. 


In these circumstances the incident form should be amended accordingly, stating the reason 
why the incident was re-graded and an appropriate level of investigation instigated. 


The grade / severity assigned to an incident will determine the level of investigation 
required. 


Green incidents 


Incidents graded as Green, will be investigated and reviewed in the ward, house or department 
in which the event occurred. 


The investigative lead will be the Ward Manager / Team Leader / Line Manager. 


It is the local team’s responsibility to identify learning points, or safety improvement measures 
that are within the department’s control and ensure that those safety measures identified that 
are not within the control of the department are appropriately communicated to the relevant 
Management Team for consideration. 


All factors around the reported incident should be checked by the manager, sent to the service 
manager or matron for sign off and the form sent to the Risk and Safety Office and any 
investigation concluded within seven working days. 


With the web incident form, the form will automatically go to the service manager or matron 
when the line manager finishes with the form.  


Incident types frequently falling into this category will be subject to aggregate analysis by the 
Trusts Risk and Safety Team within various committee incident statistics reports. 


Yellow incidents 


Incidents graded as Yellow, will also be investigated and managed locally, as for Green 
incidents, but will be reviewed and commented on by the Service Manager / Matron / Head of 
Department for that area. 


Again it is the local Team’s responsibility to identify learning points, or safety improvement 
measures within the departments’ control and to ensure that those which are not, are 
appropriately communicated to the Care Group Integrated Governance Team or relevant 
Management Team for consideration. 


All factors around the reported incident should be checked (re-graded if necessary and a higher 
level of investigation put in place) by the Service Manager / Matron / Head of Department, 
reviewed and comment made. 


The incident form must be signed by the line manager and countersigned by the senior manager 
and sent to the Risk and Safety Office and any investigation should be concluded within 
fourteen working days. 
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Incident types frequently falling into this category will be subject to aggregate analysis by the 
Trusts Risk and Safety Team within various committee incident statistics reports. 


Orange incidents 


Incidents graded as Orange will initially be investigated and managed by the Ward Manager / 
Team Leader / Line Manager and the incident form sent to the Service Manager / Matron / Head 
of Department to instigate a more critical review. 


This type of incident may be subjected to a NPSA Level 1, root cause analysis investigation by 
the Service Manager / Matron / Head of Department. 


These incidents will be subject to a more detailed investigation and therefore the Risk and 
Safety Office needs to be informed by telephone as soon as possible that this type of incident 
has occurred (01243 623332). 


It is the local management team’s responsibility to identify learning points, or safety 
improvement measures within the departments’ control and to ensure that those which are not, 
are appropriately communicated to the Care Group Service Governance Group / Directorate 
Leadership Team or Quality Committee whichever is the more appropriate. 


All factors around the reported incident should be checked and the incident re-graded if 
necessary, a higher level of investigation put in place. 


The investigation final report must be sent to the Risk and Safety Team within twenty-one 
working days. 


Incident types frequently falling into this category will be subject to aggregate analysis by the 
Trusts Risk and Safety Team within various committee incident statistics reports. 


Improvement strategies arising out of these incidents will be monitored by the Care Group 
Service Governance Group / Directorate Leadership Team or Quality Committee whichever is 
the more appropriate. 


Red incidents 


Where major (i.e. significant life-long injury) or tragic harm (avoidable death or significant 
shortening of life expectancy) has occurred. 


For incidents graded as Red, the form should go through the steps mentioned previously to the 
Service Manager / Matron / Head of Department, but also ensuring that it is reported to the 
General Manager and / or Service Director and all appropriate actions are carried out according 
to the Trusts Serious Incident Reporting Policy  


The General Manager / Service Director / Head of Service must be made fully aware of the 
incident as soon as possible and will sign off the final report into the investigation. 


With a clinical Serious Incident, the Service Director and Clinical Director, with the support and 
advice of the relevant General Manager, should critically review the care, treatment and other 
events leading up to the incident. 


All factors around the reported incident should be checked and the incident re-graded if 
necessary. 


The investigation report should be sent to the Risk and Safety office within thirty working days. 


Incident types frequently falling into this category will be subject to aggregate analysis by the 
Trusts Risk and Safety Team within the incident reports. 


Resulting serious incident reports and improvement strategies arising from reviews will be 
included in the integrated action plan as per trends and lessons guidelines and monitored by the 
Trusts Quality Committee’. 


N.B. – Red incidents will be subject to a serious incident review. 
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Appendix 6 


Incident Grading Matrix              


INCIDENT REPORTING 
GRADING SYSTEM 


Identify from the list of categories 
listed in the column opposite 
which description best fits the 


incident you are reporting. 


Now look at the column below to 
determine the actual or possible 


likelihood that the identified 
incident may have to the Trust. 


Reading down from the top row 
and across from the side row will 


give a risk score and a risk colour. 


NB If there are two or more 
descriptions from the column 


opposite that fit the event always 
chose the highest scoring 


description. 


INSIGNIFICANT (1) 


No identifiable Injury or Ill 
Health (Physical / 


Psychological) 


Property Loss or Damage 


Insignificant Data or File 
Loss 


Only one Person affected 


Less than £100 (can be 
resolved at local / ward 


level) 


Potential for Patient / 
Relative concern 


Insignificant complaint 


Risk of claim remote 


Insignificant Disruption to 
Service 


 


MINOR (2) 


No permanent Injury or Ill 
Health (Physical or 


Psychological) - Probably 
be resolved / healed in one 


month 


Property Loss or Damage 


Minor Data or File(s) Loss 


Less than 3 people but 
greater than 1 Person 


affected, 


Patient / Relative concern 


Local Media – short term 


Minor Complaint 


Claim less than £10,000 


Increased level of care less 
than 5 days 


MODERATE (3) 


Semi-permanent Injury or 
Ill Health (Physical or 


Psychological) - likely to be 
resolved / healed in one 


year 


Property Loss or Damage 


Significant Data or File(s) 
Loss 


Greater than 3 people but 
less than 50 people 


affected 


Local Media – long term 


Significant Complaint 


Claims between £10,000 
and  £50,000 


Increased level of care less 
than 15 days but greater 


than 5 days 


MAJOR (4) 


Permanent Injury or Ill Health 
(Physical or Psychological) – 
Permanent Loss of function 


Property Loss or Damage 


Serious Data or File(s) Loss 


Greater than 50 but less than 
200 people affected 


National Media – short term 


Serious / Several Complaints 


Claim(s) between £50,000 & 
£250,000 


Increased level of care for 
greater than 15 days 


Temporary Service closure 


AWOL / Absconding 


CATASTROPHIC (5) 


Unexpected Death, 


Death due to Unintentional 
Drug / Alcohol overdose 


Suicide / Suspected 
Suicide 


Suspected Homicide 


Critical Data or File(s) Loss 


Greater than 200 people 
affected 


National Media – long term 


Critical / Multiple 
Complaints 


Claim(s) in excess of 
£250,000 


Extended Service closure 


CERTAIN (5) 


This type of event will happen 
again (and frequently) 


5 


(Yellow) 


10 


(Orange) 


15 


(Red) 


20 


(Red) 


25 


(Red) 


HIGH PROBABILITY (4) 


This type of event may happen 
again (50/50 chance) 


4 


(Yellow) 


8 


(Orange) 


12 


(Orange) 


16 


(Red) 


20 


(Red) 


POSSIBLE (3) 


This type of event may happen 
again (occasionally) 


3 


(Green) 


6 


(Yellow) 


9 


(Orange) 


12 


(Orange) 


15 


(Red) 


UNLIKELY (2) 


This type of event is unlikely to 
happen again (remote chance) 


2 


(Green) 


4 


(Yellow) 


6 


(Yellow) 


8 


(Orange) 


10 


(Orange) 


RARE (1) 


Cannot believe this type of 
event will happen again (in the 


foreseeable future) 


1 


(Green) 


2 


(Green) 


3 


(Green) 


4 


(Yellow) 


5 


(Yellow) 
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Appendix 7 


AWOL / Absconding Matrix 


INCIDENT REPORTING 
GRADING SYSTEM


Identify from the list of 


categories listed in the column 


opposite which description best 


fits the incident you are 


reporting.
Now look at the column below to 


determine the impact or possible 


impact that the identified incident 


may have to the Trust.


Reading down from the top row 
and across from the side row will 


give a risk score and a risk 


colour.


NB If there are two or more 


descriptions from the column 


below that fit the event, 
always chose the highest 


scoring description.


INSIGNIFICANT (1)


No identifiable;


MINOR (2)


No permanent 


(Probably be resolved 


in one month) ;


MODERATE (3)


Semi-permanent (likely 


to be resolved within 


one year)


MAJOR (4)


Permanent (Loss of 


function) ;


AWOL / Absconding


CATASTROPHIC (5)


Death;


CERTAIN (5)


This type of event will 


happen again (and 


frequently)


5 10 15 20 25


HIGH PROBABILITY (4)


This type of event may 


happen again (50/50 


chance)


4 8 12
16


20


POSSIBLE (3)


This type of event may 


happen again (occasionally)


3 6 9
12


15


UNLIKELY (2)


This type of event is unlikely 


to happen again (remote 


chance)


2 4 6
8


10


RARE (1)


Cannot believe this type of 


event will happen again (in 


the foreseeable future)


1 2 3 4 5RISK OF HARM TO SELF OR OTHERS VERY REMOTE


RISK OF HARM TO SELF OR OTHERS UNLIKELY


RISK OF HARM TO SELF OR OTHERS POSSIBLE


RISK OF HARM TO SELF OR OTHERS HIGHLEY PROBABLE


RISK OF HARM TO SELF OR OTHERS CERTAIN


 







Appendix 8 


Incident Grading Matrix – Death (All Causes) 


INCIDENT REPORTING 


GRADING SYSTEM


Identify from the list of 


categories listed in the column 


opposite which description best 


fits the incident you are 


reporting.


Now look at the column below to 


determine the impact or possible 


impact that the identified incident 


may have to the Trust.


Reading down from the top row 


and across from the side row will 


give a risk score and a risk 


colour.


NB If there are two or more 


descriptions from the column 


below that fit the event, 


always chose the highest 


scoring description.


INSIGNIFICANT (1)


No identifiable;


MINOR (2)


No permanent 


(Probably be resolved 


in one month) ;


MODERATE (3)


Semi-permanent (likely 


to be resolved within 


one year)


MAJOR (4)


Permanent (Loss of 


function) ;


CATASTROPHIC (5)


Death;


Unexpected Death, 


Suspected Homicide, 


Suicide


CERTAIN (5)


This type of event will 


happen again (and 


frequently)


5 10 15 20 25


HIGH PROBABILITY (4)


This type of event may 


happen again (50/50 


chance)


4 8 12 16 20


POSSIBLE (3)


This type of event may 


happen again (occasionally)


3 6 9 12 15


UNLIKELY (2)


This type of event is unlikely 


to happen again (remote 


chance)


2 4 6 8 10


RARE (1)


Cannot believe this type of 


event will happen again (in 


the foreseeable future)


1 2 3 4 5


DEATH AS A RESULT OF ACTUAL OR POTENTIAL INDICATION OF FAILURE OF CARE


DEATH AS A RESULT OF ACTUAL OR POTENTIAL INDICATION OF FAILURE OF CARE


DEATH AS A RESULT OF ACTUAL OR POTENTIAL INDICATION OF FAILURE OF CARE


DEATH AS A RESULT OF ACTUAL OR POTENTIAL INDICATION OF FAILURE OF CARE


DEATH AS A RESULT OF ACTUAL OR POTENTIAL INDICATION OF FAILURE OF CARE
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Appendix 9 


Information Governance Matrix 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


IG GRADING SYSTEM 


Identify from the list of 
categories listed in the column 
opposite which description best 


fits the incident you are 
reporting. 


Now look at the column below 
to determine the actual or 
possible likelihood that the 


identified incident may have to 
the Trust. 


Reading down from the top row 
and across from the side row 


will give a risk score and a risk 
colour. 


NB If there are two or more 
descriptions from the column 


opposite that fit the event 
always chose the highest 


scoring description. 


INSIGNIFICANT (1) 


No identifiable 
consequences from; 


Insignificant IT Property Loss 
or Damage 


Insignificant Data Loss / 
Missing 


Insignificant Item(s) from 
Patient Case Notes Missing / 


Lost 


Only one Person affected 


Potential for Patient / Relative 
concern 


Risk of claim remote 


Insignificant Disruption to IT 
Service – less than an hour 


Less than £100 (can be 
resolved at local level) 


MINOR (2) 


No permanent consequences 
from (Probably be resolved in 


one month); 


Minor IT Property Loss or 
Damage 


Minor Data Loss / Missing 


Minor Item(s) from Patient Case 
Notes Missing / Lost 


Less than 3 people but greater 
than 1 Person affected 


Local Media – Short Term 


Patient / Relative concern 


Claim less than £10,000 


Minor Disruption to IT Services 


Less than £1,000 but greater 
than £100 to resolve issue 


MODERATE (3) 


Semi-permanent 
consequences (likely to be 
resolved within one year) 


Significant IT Property Loss 
Damage 


Significant Data Loss / Missing 


1 Persons Case Notes Missing / 
Lost 


Greater than 3 people but less 
than 50 people affected 


Local Media – Long Term 


Claim(s) between £10,000 and 
£50,000 


Significant Disruption to IT 
Services 


Less than £10,000 but greater 
than £1,000 to resolve issue 


MAJOR (4) 


Permanent Consequences 
(Loss of function) ; 


Major IT Property Loss 
Damage 


Major Data Loss / Missing 


More than 1 Persons Case 
Notes Missing / Lost 


Greater than 50 people but 
less than 200 people affected 


National Media – Short Term 


Claim(s) between £50,000 and 
£250,000 


Major Disruption to IT Services 


Less than £100,000 but greater 
than £10.000 to resolve issue 


CATASTROPHIC (5) 


Critical IT Property Loss 
Damage 


Critical Data Loss / Missing 


More than 1 Persons Case 
Notes Missing / Lost 


Greater than 50 people but less 
than 200 people affected 


National Media – Long Term 


Claim(s) in excess of £250,000 


Critical Disruption to IT 
Services 


Greater than 200 people 
affected 


Greater than £100,000 to 
resolve issue 


CERTAIN (5) 


This type of event will 
happen again (and 


frequently) 


5 
(Yellow) 


10 
(Orange) 


15 
(Red) 


20 
(Red) 


25 
(Red) 


HIGH PROBABILITY (4) 


This type of event may 
happen again (50/50 


chance) 


4 
(Yellow) 


8 
(Orange) 


12 
(Orange) 


16 
(Red) 


20 
(Red) 


POSSIBLE (3) 


This type of event may 
happen again (occasionally) 


3 
(Green) 


6 
(Yellow) 


9 
(Orange) 


12 
(Orange) 


15 
(Red) 


UNLIKELY (2) 


This type of event is unlikely to 
happen again (remote chance) 


2 
(Green) 


4 
(Yellow) 


6 
(Yellow) 


8 
(Orange) 


10 
(Orange) 


RARE (1) 


Cannot believe this type of 
event will happen again (in 


the foreseeable future) 


1 
(Green) 


2 
(Green) 


3 
(Green) 


4 
(Yellow) 


5 
(Yellow) 
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Appendix 10 


 


Flow chart of procedure for Senior Person on Duty for Immediate Action Following a 
Serious Incident During Working Hours 


 


 
 


 


 
 


 


Ensure environment is safe and assess 


immediate risk 


 Preserve 
equipment in the 
case of failure of a 
medical device. 


 Quarantine any 
medicines that may 
be involved in an 
adverse reaction. 


 Protect potential 
crime scenes if 
police involvement 


appears likely. 


Inform General Manager – where it is 
believed that relatives or next of kin 


need to be informed 


Where there is likely to be media 
attention – in consultation with line 


manager notify those directly 
affected by the incident 


Inform appropriate staff of any 
incident which affects them directly 
or may impact on their workload or 


usual practice 


Initial debrief of staff 


The patient / staff / relatives and 
other persons (where appropriate), 
must be informed of any adverse 


incidents and consequences before 
the media and information provided 


must be recorded on the Web 
Incident Form 


Inform the patient(s) – in 
consultation with clinical staff 


All information on 
immediate actions taken 
must be recorded on the 


Incident Form 


Ensure Serious Incident 
is ticked on the Incident 


Form 


Inform RC and lead clinician – in 
case of clinical concern 


Complete Web Incident 
Form and grade the 


incident using the Trust 
Grading Matrix (App 1) 


Consider if a 
safeguarding alert re; 


children or adults at risk 
should be raised 


The Trust Risk and Safety Administrator is available during 
working hours to discuss any aspect of the Serious Incident 


process on 01903 843170 
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Appendix 11 


 


Flow chart of procedure for Senior Person on Duty for Immediate Action following a 
Serious incident Outside Working Hours 


 


 


 


Ensure environment is safe and assess 
immediate risk 


 Preserve 
equipment in the 
case of failure of a 
medical device. 


 Quarantine any 
medicines that 
may be involved 
in an adverse 
reaction. 


 Protect potential 
crime scenes if 
police 
involvement 
appears likely. 


As a priority ensure staff 
appropriately informed of 
any incident which affects 


them directly or may impact 
on their workload or usual 


practice 


Initial debrief of staff 


If incident graded RED 
or ORANGE refer to 
Serious Incident & 


Notifiable Issue 


Ensure Serious Incident is 
ticked on the Incident 


Form and details of care 
are recorded in serious 


incident section of 
incident form 


Complete web incident 
and grade the incident 


using the Trust Grading 
Matrix (Appendix 1) 


Contacts the on-call manager and takes 
control of the management of the incident 


All information on 
immediate actions 


taken must be 
recorded on the 
Incident Form  


Consider if a 
safeguarding alert re; 


children or adults at risk 
should be raised 
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Appendix 12 


 


Flowchart of procedure for General Manager on being advised of a Serious Incident 


 


 


 


Confirm a safe care environment has been 
established 


Ensure evidence / crime scene preserved where 
appropriate 


Inform the appropriate Service Director / Deputy 
Director involved including any other 


notifications such as next of kin, patients and 
others who were affected 


Ensure Incident Form has been completed and 
submitted. 


Incidents deemed extremely serious (inpatient 
unexpected death) should be reported via an 
initial phone call immediately to the Service 


Director and Director of Nursing Standards and 
Safety or Director on call 


Ensure support for staff is in place 


Ensure an initial investigation has been 
instigated 
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Appendix 13 


 


Flowchart of procedure for On-Call Manager on being advised of a Serious Incident 


 
 
 


  


Confirm a safe care environment has 
been established 


Evidence / crime scene preserved where 
appropriate 


Ensure Incident Form has been 
completed and ‘SI’ button ticked 


Ensure an initial investigation has been 
instigated and statements taken 


Ensure support for staff is in place 


Ensure that there is a nominated 
person to report and submit the 


Incident Form which will inform the 
Trust SI Administrator at the start of the 


next working day 


Liaise with On-Call Director 


The on-call Director will judge if the 
Serious Incident should be reported to the 
CCG and/or the NHS England (South East) 
immediately. 


If so, the on-call Director should alert the 
CCG On-Call Director and the NHS England 
(South East) On-Call Director, and also 
alert the Trust Head of Communications. 


If immediate notification of incident is not 
necessary, the On-Call Director should 
confirm the on-call manager has left clear 
instructions to inform the SI Administrator 
at the start of the next working day by 
telephone (01903 853170), and that the 
Incident Form has been completed. 
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Appendix 14 


Serious Incident Final Report Sign Off Process 


SI graded by Director Nursing and Standards and 
Safety  


Allocated to reviewer by 
Deputy/Service/Care Group Director 


First draft submitted by the reviewer to the Deputy/Service/Care 
Group Director within 20 working days  


Sent to General Manager for completing an Action Log 


When Action Log is completed, Deputy/Service/Care Group 
Director ensures Clinical Lead and Director sign off 


Sent to Director of Nursing Standards and Safety for final 
sign off  


Submitted to the CCG for scrutiny   


Returned for closure or further work by the CCG 
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Appendix 15 


 


Example Witness Statement 


Statement for the Philip Singleton incident review 


Statement of:  Paula Hemmings 


Address:  Your NHS Trust and work address 


Phone number: Work phone number 


Date:   Date when final draft is signed 


This statement is true to the best of my knowledge and belief, and I have 
not included anything that I know to be false or do not believe to be true. 


Signature:  Paula Hemmings 


I work as an E Grade Staff Nurse on the General Care Unit (GCU) at Manor House.  The GCU 
is a 38 bed acute inpatient psychiatric ward for 18 to 65 year olds. 


On Friday 28 February 2003 I was working a late shift.  I was in charge of the unit and handover 
was at 1.00 pm. 


Becky Harper, who was Philip Singleton’s nurse that morning, handed over to me.  Becky said 
that Philip had been visited the night before by his brother.  His brother had also been to the 
ward that morning and they had spent a significant amount of time together off the unit.  Philip 
was able to come and go as he chose because he was a short term crisis admission over the 
weekend and was not a patient under the Mental Health Act (MHA). 


Becky felt that there was no significant reason not to allow this, as Philip was an informal patient 
and it was not necessary to use any powers under the MHA to hold him on the ward. 


Becky said Philip had spent time with his brother and that no staff member had sat down with 
him for significant amount of time.  It had been Philip’s choice to be with his family and not to 
engage with the staff, and he had declined to talk at length with Becky that morning. 


Philip came back to the ward at about 1.45 pm. 


On the GCU the layout is that the extra care area, which is 8 bedded, is downstairs and the 30 
bedded unit is upstairs. 


I was upstairs at about 4.30 pm when Claire Worthington, a fairly new nursing assistant, came 
up onto the ward.  She said she’d been observing Philip and another patient in the courtyard 
and felt that their behaviour was quite furtive and secretive.  She’d seen them sitting on the 
bench, which is in a glass-covered corridor leading to the courtyard area on the ground floor. 


Signed:  Paula Hemmings  Paula Hemmings                     Page 1 of 2 


 


 


Source:   Cognitive Interviewing 


  Dave Barney/Geoff Coughlin – Emphasis Training 
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She felt something was going on and she didn’t quite know what it was.  So I asked her to walk 
down one way and I walked down the other way, down the main entrance stairs, and along the 
glass corridor so I could observe from behind the bench what they were doing. 


And I saw Philip sitting with another patient.  Philip was holding what looked like a small piece of 
cannabis, a small dark lump, and he had stuck some cigarette papers together and was in the 
process of rolling a cigarette. 


So I went up to them and Philip put the lump of cannabis in his pocket.  I told them I’d been 
watching them and asked what they were doing.  The other patient was a patient under Section 
3 of the MHA and was very vulnerable.  He had a diagnosis of schizophrenia.  He had recently 
been hard to retain on the ward and had gone off and got drunk. 


Philip handed over to me the small piece of cannabis.  It was less than the size of a five pence 
piece and I put it in my pocket for safekeeping.  The other patient went back to his room. 


Kelly stayed downstairs and I asked Philip to come and have a chat with me up on the ward. 


We went to the doctor’s office on the ward because it was a quiet area.  We sat down.  I 
reminded him that he’d signed the drug and alcohol policy and had agreed not to use alcohol or 
illicit drugs whilst he was a patients.  I explained that I now had to contact the duty doctor, and 
that I may have to contact the police because cannabis is illegal.  I asked him to wait while I 
discussed it with the duty doctor. 


I explained the probable outcome would be discharge, however it was not my decision but that 
of the doctor.  It was not automatic because there would be a risk assessment by the duty 
doctor, who was a senior house officer. 


He asked if there was any way round it and became upset at the possible outcome. 


He seemed to be clinging onto the hope that somebody wouldn’t discharge him because he 
harmed himself.  That was often how he’d stayed in before, by threatening to self-harm.  I told 
Philip that I would need to discuss it with Anjali Bahia, the duty doctor. 


I left Philip in the room.  I went to the office, which is diagonally across the corridor, and from 
there I could see the door of the room he was in.  By this time it was about 5.00 pm.  I bleeped 
Dr Bahia to come to the ward. 


Once I had made the phone call I returned to the doctor’s office and sat with Philip for about five 
minutes until Dr Bahia arrived.  Then I left them together. 


I went to the nurses’ station and put the piece of cannabis into a sealed envelope, which I then 
signed across the flap.  I locked the envelope in the drawer.  Then I made a record in Philip’s 
notes of what had happened.  Paula Hemmings 


Signed:  Paula Hemmings  Paula Hemmings  Page 2 of 2  


 


 


 


 


Source:   Cognitive Interviewing 


  Dave Barney/Geoff Coughlin – Emphasis Training 
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Appendix 16 


 


Steps of a Panel Review 


 


 


 


 


15 working 
days 


25 working 
days 


30 working 
days 


2 working days 
 


35 working 
days 


7 working days 
 


2 working days 


Action Time Line 


Any member of the 


Board of Directors 


Chair of Process 


Executive Director of 


Nursing and Quality  


Chair of Process 


Chair of Process 


Service Directors & 


Quality Leads 


Chair of Process 


Decision to undertake panel 
review 


Final Draft report and tabular 
timeline circulated electronically 
to all panel members for sign off 


Final SI report and tabular 
timeline submitted to relevant 


directors for sign-off 


Panel Meeting to discuss: 


 Initial findings 


 Gaps in investigation 


Panel Meeting –agree final report 
content 


Confirmation of Panel Meeting 
dates 


Chair of Process and Panel 
membership identified 


Responsible Person 
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Appendix 17 


 


Aide Memoir to Collecting Evidence for an Investigation 


Using the information you have from the incident form map which information you have and 
which information you need to collect. 


People 


Personnel directly involved in the incident & other witnesses Have / Need 


• Multi-disciplinary team clinical staff  


• Staff from other services / agencies  


• Service users / family / carers  


• Hotel services staff  


• Administrative staff  


• Members of the public, contractors, etc.  


Documentation 


What documentation was in use / not used Have / Need 


• Incident report (s)  


• Guidelines, policy and procedures (in operation at the time of the 
incident) 


 


• Medical records  


• Relevant audit data (clinical, risk management, H&S)  


• Staff rota's  


• Training and supervision records  


• Medical equipment maintenance records  


Equipment 


Directly or indirectly involved Have / Need 


• Shower curtain and rail  


• Anaesthetic machine  


• Syringe Driver  


• Sphygmomanometer  


• ECG machine  


Site 


From the place where the event took place Have / Need 


• Take photographs  


• Sketch the layout  


• What was the position of the equipment / people?  
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Appendix 18 


 


Causal Analysis Checklist 


The following simple checklist is based on the ALARM / U.C.L. Protocol. 


CAUSE CATEGORY POSSIBLE CAUSAL FACTORS 


Patient Condition 


Personal issues 


Treatment 


History 


Staff-patient relationship 


Individual (staff) Competence 


Skills and Knowledge 


Physical and mental stressors 


Team Verbal Communication 


Written Communication 


Supervision and seeking help 


Congruence/consistency 


Leadership and responsibility 


Staff colleagues response to incidents 


Task Availability and use of guidelines and protocols 


Availability and accuracy of test results 


Availability and use of decision-making aids 


Task design 


Work environment Administration systems design and operation, including 
notes/records 


Building, including design for functionality 


Environment 


Equipment/supplies 


Staffing availability 


Education and Training 


Workload/hours of work 


Time factors 


Management and organisation Leadership 


Organisational structure 


Policy, standards and goals 


Risks imported/exported 


Safety culture 


Financial resources and constraints 


Institutional context Economic and regulatory context 


Department of Health policy and requirements 


NHSLA Risk Management Standards requirements 


Links with external organisations 


Full NPSA version available with RCA reviewers paperwork 
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Appendix 19 


 


Barriers to Organisational Learning 


1. An undue focus on the immediate event rather than on the root cause(s) of problems 


2. Latching onto one superficial cause or learning point to the exclusion of more fundamental 
but sometimes less obvious lessons 


3. Rigidity of core beliefs, values and assumptions, which may develop over time – learning is 
resisted if it contradicts these 


4. Lack of corporate responsibility – it may be difficult, for example, to put into practice solutions 
which are sufficiently far-reaching 


5. Ineffective communication and other information difficulties – including failure to disseminate 
information which is readily available 


6. An incremental approach to issues of risk – attempting to resolve problems through tinkering 
rather than tackling more fundamental change 


7. Pride in organisational and individual expertise can lead to denial and to a disregard of 
external sources of warning – particularly if a bearer of bad news lacks legitimacy in the eyes 
of the individuals, teams or organisations in question 


8. A tendency towards scape-goating and finding individuals to blame – rather than 
acknowledging and addressing deep-rooted organisational problems 


9. The difficulties faced by people in 'making sense' of complex events is compounded by 
changes among key personnel within organisations and teams 


10. Human alliances lead people to 'forgive' other team members their mistakes and act 
defensively against ideas from outside the team 


11. People are often unwilling to learn from negative events, even when it would be to their 
advantage 


12. Contradictory imperatives – for example communication versus confidentiality 


13. High stress and low job-satisfaction can have adverse effects on quality and can also 
engender a resistance to change 


14. Inability to recognise the financial costs of failure, thus losing a powerful incentive for 
organisations to change 


Source – An Organisation with a Memory 
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Appendix 20 


The Reporting Of Injuries, Diseases and Dangerous Occurrences Regulations 2013 
(RIDDOR 2013): Guidance for Employers in the Healthcare Sector from the Health and 
Safety Executive (HSE) 


What needs to be reported? 


Under RIDDOR you must report some work-related accidents, diseases and dangerous 
occurrences.  This requirement covers all work activities, but not all incidents. 


The following are reportable if they arise ‘out of or in connection with work’. 


Accidents, which result in an employee or a self-employed person dying, suffering a specified 
injury, or being absent from work or unable to do their normal duties for more than seven days. 


Accidents which result in a person not at work suffering an injury and being taken to a hospital, 
or if the accident happens at a hospital, suffering a specified  injury. 


An employee or self-employed person suffering one of the specified work-related diseases. 


One of the specific `dangerous occurrences’ – these do not necessarily result in injury but have 
the potential to do significant harm. 


Who should report? 


Employers, the self-employed and those in control of work premises have duties under the 
Regulations. 


The duty to notify and report rests with the `responsible person’.  This may be the employer of 
an injured person, a self-employed person, or someone in control of premises where work is 
carried out.   


The responsible person for the Trust is the Health & Safety Manager or nominated deputy. 


Accidents 


`Accidents’ include acts of physical violence to people at work, but not violence to other people, 
such as patients or visitors. 


You do not need to report accidents arising directly from the conduct of an operation, 
examination or other medical treatment, carried out or supervised by a doctor or dentist. 


For an accident to be reportable it must arise out of or in connection with’ work.  Accidents, 
which arise solely from the condition of the injured person, are not reportable, neither are 
suicides. 


Death or Specified injuries 


We need to report the following accidents connected with work: 


 Your employee (wherever they are working), or a self-employed person working on your 
premises is killed or suffers a major injury (including as a result of physical violence). 


 Someone not at work is killed or suffers an injury as a result of an accident and is taken to 
hospital from the site of the accident. 


 Someone not at work is injured in an accident at a hospital or suffers a specified injury.  The 
different reporting requirements for accidents at hospitals are designed to ensure that 
accidents, which would have required removal to hospital if they had happened elsewhere, 
are reported. 


Reportable specified injuries include: 
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 fractures, other than to fingers, thumbs and toes  


 amputations  


 any injury likely to lead to permanent loss of sight or reduction in sight  


 any crush injury to the head or torso causing damage to the brain or internal organs  


 serious burns (including scalding) which:  


o covers more than 10% of the body  


o causes significant damage to the eyes, respiratory system or other vital organs  


 any scalping requiring hospital treatment  


 any loss of consciousness caused by head injury or asphyxia  


 any other injury arising from working in an enclosed space which:  


o leads to hypothermia or heat-induced illness  


o requires resuscitation or admittance to hospital for more than 24 hours 


Over-seven-day injuries 


We must report accidents connected with work (including acts of physical violence) which result 
in an employee, or a self-employed person working on your premises being away from work or 
unable to do their normal duties for more than seven days (including non-work days). 


Diseases 


We must report any case in which a doctor notifies you in writing that one of your employees is 
suffering from a disease specified in RIDDOR which is linked with the corresponding activity. 


Reportable diseases include: 


 carpal tunnel syndrome;  


 severe cramp of the hand or forearm;  


 occupational dermatitis;  


 hand-arm vibration syndrome;  


 occupational asthma;  


 tendonitis or tenosynovitis of the hand or forearm;  


 any occupational cancer;  


 any disease attributed to an occupational exposure to a biological agent 


Infections 


For the purpose of RIDDOR, an infection is the entry and multiplication of an infectious agent in 
the body causing a damaging reaction in the tissue.  The infection and the damage caused may 
give clinical signs and symptoms of disease (`clinical’ or `symptomatic’) or may not be evident 
(`sub-clinical’ or `asymptomatic’). 


You need to report a case of infection only when you can reliably attribute it to the work that a 
person does.  Infections, which could have been acquired equally easily at work or in the 
community, are not reportable. 


Colonisation, in other words the presence and multiplication of infectious agents in or on the 
body, without a damaging reaction in the tissue, is not the same as infection and is not 
reportable as a disease. 
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Dangerous occurrences 


Dangerous occurrences are specified events which may not result in a reportable injury, but 
have the potential to do significant harm. 


Reportable dangerous occurrences include the following: - 


 The collapse, overturning or failure of load-bearing parts of lifts and lifting equipment i.e 
hoist. 


 The accident release of a biological agent likely to cause severe human illness (a hazard 
group 3 or 4 pathogen). 


 The accidental release of any substance which may damage health. 


 The explosion, collapse or bursting of any closed vessel or associated pipe-work. 


 An electrical short-circuit or overload causing fire or explosion. 


 An explosion or fire causing suspension of normal work for over 24 hours. 


How to report 


The Health & Safety Manager will report fatal accidents, accidents resulting in major injuries, 
accidents to people who are at work resulting in over seven days absence and dangerous 
occurrences to the HSE. 


The report form (F2508) must be completed within 15 days of the incident or upon diagnosis of 
injury or disease by the Health and Safety Manager following notification on the standard Trust 
IR1 (incident) form completed by the staff member. 


Diseases must be notified in writing (on form F2508A) without delay by the Health and Safety 
Manager.  All staff should contact the Health and Safety Manager if they believe a RIDDOR 
incident has occcured. 


Keeping records 


The Health & Safety Manager must keep a record of any reportable injury, disease or 
dangerous occurrence.  This must include the date and method of reporting; the date, time and 
place of the event; personal details of those involved, and a brief description of the nature of the 
event or disease. 


The record must be kept for three years from the date you record the details.  You can keep the 
record in any form you wish, for example by keeping copies of completed report forms in a file or 
recording the details on a computer. 


The full text of the Regulations, together with guidance notes, are available in a separate 
detailed guide A Guide to the Reporting of Injuries, Diseases and Dangerous Occurrences 
Regulations 1995 L73 from HSE Books. 
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Appendix 21 


Classification of Incidents / Accidents - Level of Severity Table 


 Local Investigation Local Investigation Local Team Review Grade 1 Review Grade 2 Review 


Incident Category 


 


NO HARM 


(no harm / loss) 


LOW HARM 


(low harm / loss) 


MODERATE 


(moderate harm / loss), 


SEVERE 


(major harm / loss) 


CATASTROPHIC 


(significant harm / loss) 


 


Injury / Loss / 
Damage 


Incidents resulting in no 
injury or damage but 
potentially could have 
caused injury, damage or 
loss 


Incidents resulting in very 
minor injury, damage or 
loss 


Incidents resulting in 
moderately serious injury, 
damage or loss 


Incident resulting in 
grievous harm, potentially 
life threatening to a 
person or substantial 
damage or loss 


Major incidents resulting   
in life threatening events, 
extremely serious harm or 
death or substantial 
damage or loss 


Investigation Level 


Normally dealt with / 
investigated by the ward 
manager / team manager 
/ front line staff 


Normally dealt with / 
investigated by the ward 
manager / team manager 
/  front line staff 


Requiring formal  
investigation by the 
service manager 


Requiring a formal 
investigation by the 
service director 


Requiring a formal 
investigation by the 
service director. 


These incidents may 
necessitate an Inquiry 
panel 


AWOLS 
Threats to abscond 


Attempted absconding 


Absconds within the 
grounds / ward / 
department and returns 
soon after 


Absconds but not 
deemed violent / suicidal 
/ vulnerable 


Absconds and deemed to 
be violent / suicidal / 
vulnerable 


Absconsion leading  to 
suicide / homicide, serious 
harm to others or damage 
to property 


 


 


Informal client fails to 
return from leave 


Informal client with 
potential risk leaves the 
ward 


Detailed client fails to 
return and is deemed 
violent / suicidal / 
vulnerable 


Detained client under 
restriction order fails to 
return and is deemed 
violent/suicidal 


AWOL leading to suicide / 
homicide, serious harm to 
others or damage to 
property 


Accidents 


(trips,  slips, falls, 
burns - Including 
needle stick injury) 


Any accident with no 
injury / minimal loss 


Burns / scalding  or  
minor unaccounted 
injuries / injury needs 
attention 


Injuries requiring medical 
attention 


Needle stick injury 


 


Injuries requiring medical 
attention in A&E, or 
hospitalisation 


Needle stick injury from 
infected person 


 


Causing death / life 
threatening injuries 


Needle stick injury causing 
life threatening disease or 
death 


 
   RIDDOR RIDDOR RIDDOR 
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 Local Investigation Local Investigation Local Team Review Grade 1 Review Grade 2 Review 


Incident Category 


 


NO HARM 


(no harm / loss) 


LOW HARM 


(low harm / loss) 


MODERATE 


(moderate harm / loss), 


SEVERE 


(major harm / loss) 


CATASTROPHIC 


(significant harm / loss) 


 
Aggression: 


Verbal / threat 
(including racial 
harassment) 


Verbal aggression to 
harm others but no clear 
intent / non directed 


Verbal aggression 
directed individual / 
property 


Verbal aggression with 
threat to harm or damage 


Threat to kill or maim 


Serious threat to kill or 
maim with intent,  staff 
placed in immediate 
danger 


Physical 
aggression 


Pushing / shoving, but no 
injuries 


Pushing, shoving, 
pinching, slapping, 
punching causing minor 
injury 


Biting (skin intact) 


No implements used 


 


Assault  to  client / staff 
using   implements 
causing injury requiring 
first aid on ward / 
department 


Attacks resulting in 
serious injuries requiring 
A&E treatment / 
hospitalisation, attempted 
homicide 


Homicide 


Sexual aggression 
Inappropriate sexual 
behaviour which may 
include sexual comments 


Persistent sexual 
behaviour which may 
include sexual comments 


Persistent verbal sexual 
threat/serious sexual 
threat 


Serious sexual assault 


Serious harassment / 
physical contact with  
intention to molest 


 


Rape and very serious 
sexual assault 


Assault by staff on 
patient 


Assault by staff on 
staff 


Allegation of abuse 


Take advice and discuss 
with service manager / 
director prior to deciding 
the level of severity 


Take advice and discuss 
with service manager / 
director prior to deciding 
the level of severity 


Take advice and discuss 
with service 
manager/director prior to 
deciding the level of 
severity 


Take advice and discuss 
with service manager / 
director prior to deciding 
the level of severity 


Take advice and discuss 
with service manager / 
director prior to deciding 
the level of severity 


Falls 
Slipping, falling with no 
injuries 


Slipping,  falling  with 
minor injury requiring first 
aid only 


Slipping, falling, sprains 
requiring  medical 
attention 


Falls, slipping causing 
dislocations / fractures 
requiring medical 
attention in A&E / 
hospitalisation 


Falls causing death 


Fire 
Setting off fire alarms 
with little or no disruption 


No injury or damage 
Minor injury and / or 
damage 


Significant    damage    to 
property / person 


Substantial damage to 
property / person e.g. 
major disruption to service 
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 Local Investigation Local Investigation Local Team Review Grade 1 Review Grade 2 Review 


Incident Category 


 


NO HARM 


(no harm / loss) 


LOW HARM 


(low harm / loss) 


MODERATE 


(moderate harm / loss), 


SEVERE 


(major harm / loss) 


CATASTROPHIC 


(significant harm / loss) 


 
Safeguarding 
Children 


Failure  to share 
information appropriately   
that a child may be at 
risk of harm, or a child 
being at risk of harm 
either whilst on Trust 
premises or from an 
individual under the direct 
care of the Trust, without 
resultant harm being 
suffered by a child 


 


Delay in implementing 
safeguarding children 
procedures resulting in 
failure to provide 
protection / intervention 
at an early stage 


Harm to a child either 
following failure to share 
information to protect the 
child, or occurring whilst 
the child or perpetrator 
was under the direct care 
of the Trust 


Significant harm to a child 
either following failure to 
share information to 
protect the child, or 
occurring whilst the child 
or perpetrator was under 
the direct care of the 
Trust 


 


Incidents of serious child 
abuse / neglect, or the 
death of a child 


 Admission of a child 
aged 17 to a bed not 
specifically single sex 
and set aside, or without 
support from CAMHS 
staff 


  Admission of a child aged 
16 or under to an adult 
ward 


 


Safeguarding 
Adults 


Failure to share 
information and may be 
at risk of harm / abuse 


Delay in implementing 
safeguarding  procedures 
resulting in failure to 
provide protection / 
intervention 


Harm to adult following 
failure to share 
information to protect 
patient 


Significant harm to an 
adult, following failure to 
share information to 
protect the patient 


Incidents of serious adult 
abuse / neglect or death of 
patient 


Infection control Exposure to blood / body 
fluids / other sources of 
infection with no risk 


Exposure to blood / body 
fluid or other source of 
infection with minimal risk 
/ no sickness 


Exposure to blood / body 
fluids resulting 3 day 
sickness. 


 


Exposure to blood / body 
fluid resulting serious 
infection 


 


Sudden or unexpected 
death where evidence 
may be related to 
exposure to infection to 
MRSA / HIV / HEP B / C 


   Norovirus and outbreak 
of MRSA 


MRSA, Bacteraemia, 
C.diff with infection 
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 Local Investigation Local Investigation Local Team Review Grade 1 Review Grade 2 Review 


Incident Category 


 


NO HARM 


(no harm / loss) 


LOW HARM 


(low harm / loss) 


MODERATE 


(moderate harm / loss), 


SEVERE 


(major harm / loss) 


CATASTROPHIC 


(significant harm / loss) 


 
Loss / theft of 
personal / Trust 
property 


Very low cost or loss to 
Trust 


Cost or loss to Trust up 
to £500 


Cost of loss to Trust 
£500 - £10,000 


Cost or loss to Trust 
£10,000 - £40,000 


Cost or loss to Trust of 
more than £40,000+ 


 Very low cost or loss to 
client, staff, public 


Personal loss / cost to 
client, staff, public £100 


Personal cost / loss to 
client, staff, public £100 - 
£5,000 


Personal cost to client, 
staff, public £5,000 - 
£10,000 


Personal loss to client, 
staff, public of more than 
£10,000+ 


Medication errors / 
prescribing 


Incorrect medication 
dispensed, but not 
ingested 


Error in administration of 
medication with no 
adverse effects 


Potential effect on client 
due to incorrect dosage 


Effect on client due to 
incorrect dosage and 
significant irreversible 
effects 


Prescribing wrong 
dosages leading to serious 
harm / death 


Possession of an 
offensive weapon 


Suspected to have a 
weapon 


Concealed weapon(s) 


Weapon (s) surrendered 


Weapon found in 
possession 


Offensive weapon found 
on or with client or visitor 
or threats to use 


Attempted or actual use of 
an offensive weapon 


Property damage Defacing property or 
walls, minimal cost to 
Trust 


Cost to the Trust up to 
£500 


Cost to Trust £500 - 
£20,000 


Cost to Trust £20,000+ Cost to Trust of more than 
£20,000+ 


  Personal loss / cost to 
staff up to £100 


  Service suspended or 
major disruption 


Self-harm / 
unexpected death 


Attempts made but no 
injury 


Self-harm with minor 
injuries 


Self-harm requiring 
medical attention on ward 
/ in A&E 


Attempted suicide / actual 
suicide injuries 


Serious self-harm 


Suicide of an inpatient or 
community patient known 
to service within last six 
months 
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 Local Investigation Local Investigation Local Team Review Grade 1 Review Grade 2 Review 


Incident Category 


 


NO HARM 


(no harm / loss) 


LOW HARM 


(low harm / loss) 


MODERATE 


(moderate harm / loss), 


SEVERE 


(major harm / loss) 


CATASTROPHIC 


(significant harm / loss) 


 
Substance misuse Discovery of alcohol / 


illicit drugs in client 
custody 


Evidence of alcohol 
possession or 
consumption but not 
intoxicated 


Possession of alcohol 
and / or illicit drug 
consumption and 
intoxicated behaviour 
posing risk to self / others 


Evidence of alcohol and / 
or illicit drug abuse / 
consumption and 
intoxicated behaviour 
causing risk to self / 
others 


Death or life threatening 
situation resulting from 
use of alcohol or illicit 
drugs 


    Overdose requiring 
medical intervention 


Serious self-harm or 
overdose resulting in 
death 


Substance misuse    Possession of large 
amount of illicit drugs / 
supplying others with illicit 
drugs 


 


Unaccounted for 
loss or injury 


Anything not covered 
above involving property 
or persons either very 
low loss or no injury 


Anything not covered 
above involving property 
or persons either low cost 
or just requiring verbal 
support 


Anything not covered 
above involving property 
or persons either 
moderate  loss  or 
requiring first aid and 
counselling only 


Anything not covered 
above involving property 
or persons requiring first 
aid, counselling and 
medical attention in A&E / 
hospitalisation 


Sudden and unexpected 
death not covered above 
involving property or 
persons 


Data loss and 
information 
security incidents   
- staff or patient 
data 


No significant reflection 
on individual data loss 


Minor breach of single 
individual data 


DH criteria level 1 (actual 
or potential breach of 
less than 5 people 
affected 


DH criteria level 2 (actual 
or potential breach of loss 
of unencrypted records – 
up to 20 people affected 


DH criteria level 3-5 
(serious breach with 
potential for ID theft or 
over 100 – 1000 people 
affected or serious breach 
of confidentiality with 
particular sensitive 
information) 
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