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This guidance contains information for providers, commissioners 
and other bodies in relation to; 

 the requirements of the Health and Social Care Act 2008 
(Registration of Regulated Activities) Regulations 2010 and 
CQC Essential Standards on Quality and Safety, particularly 
in relation to reporting serious incidents; 

 contractual terms in relation to reporting serious incidents, 
including reporting to commissioners of services; 

 guidance on reporting, disclosing, investigating and 
responding to serious incidents; 

 duties under the Health and Social Care Act 2012 to 
continuously improve the quality of services; 

 reporting requirements in relation to other bodies such as 
the NHS Trust Development Authority, police, Health and 
Safety Executive, local Safeguarding Boards, Monitor, 
coroners and others. 

 

 
 

Status: Advice on statutory duties and best practice 

Purpose: This revised framework explains the responsibilities and actions 
for dealing with serious incidents and the tools available to help the new 
commissioning system from April 2013. It does not fundamentally alter 
existing principles set out in the NPSA’s 2010 National Framework for 
Reporting and Learning from Serious Incidents Requiring Investigationi and 
elsewhere, but does update the framework to reflect the new commissioning 
arrangements. 

 

 

 

 

 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

More information is available from your organisation’s patient safety lead, 
your organisation’s serious incident policy or from the NHS Commissioning 
Board patient safety team at patientsafety.enquiries@nhs.net 
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Introduction 

Serious incidents requiring investigation
1
 in healthcare are rare, but when 

they do occur, everyone must make sure that there are systematic 
measures in place to respond to them. These measures must protect 
patients and ensure that robust investigations are carried out, which result in 
organisations learning from serious incidents to minimise the risk of the 
incident happening again. When an incident occurs it must be reported to all 
relevant bodies.  

This revised framework has been developed by the NHS Commissioning 
Board (NHS CB) in partnership with commissioners, regulators and experts 
and explains the responsibilities and actions for dealing with serious 
incidents and the tools available to help commissioners. It is relevant to all 
NHS-funded care in the primary, secondary and tertiary sectors. 

It does not fundamentally alter existing principles set out in the National 
Patient Safety Agency (NPSA)’s 2010 National Framework for Reporting 
and Learning from Serious Incidents Requiring Investigation and elsewhere, 
but updates the framework to reflect new responsibilities: 

 existing provider responsibilities continue to rest with providers of 
NHS-funded care; 

 commissioning responsibilities that previously rested with PCTs now 
lie with clinical commissioning groups (CCGs) and the NHS CB (as 
direct commissioners), who are responsible for holding providers to 
account for managing responses to serious incidents; 

 the NHS CB is responsible for assuring itself that CCGs have 
effective systems for serious incident management and for supporting 
CCGs to hold their providers to account appropriately;  

 the NHS Trust Development Authority (NTDA) is responsible for 
providing governance and accountability for NHS trusts:  it will not 
have a direct role in the performance management of serious incident 
responses, but will have access to serious incident data to enable it 
to support NHS trusts in providing high quality services for the 
patients and communities they serve. 

The principles for serious incident management set out in this document are 
relevant to all organisations in the healthcare system. Each organisation 
should ensure that its serious incident policies are consistent with this 
guidance while being relevant to its own circumstances. 

This is a working draft. As the system learns and matures, changes will be 
made where appropriate, including in relation to any relevant actions that 
result from the recent report of the Mid-Staffordshire Public Inquiry. 

                                                        
1
 The terms ‘serious incident requiring investigation (SIRI)’, ‘serious incident (SI)’ or ‘serious 

untoward incident (SUI)’ are often used interchangeably. This document will refer to ‘SIs’ and 
serious incidents. 
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Accountabilities 

Accountabilities to patients and carers 

The principal accountability of all providers of NHS-funded care and 
commissioners is to patients and their families/carers. The first consideration 
following a serious incident is that the patient must be cared for, their (and 
other patients’) health and welfare secured and further risk mitigated. 
Patients must be fully involved in the response to the serious incident.  

Where a patient has died or suffered serious harm, their family/carers must 
be similarly cared for and involved. Consideration must be given to their 
needs first. That means prioritising further treatment they may require, 
including offering treatment at an alternative provider if appropriate, and at 
all times showing compassion and understanding, even if simply making 
regular contact to keep them informed of the progress of investigations or 
action plan implementation.  

Accountabilities to commissioners 

Providers are accountable via contracts to their commissioners (either 
CCGs or the NHS CB). CCGs are accountable to the NHS CB, which is in 
turn accountable to Government and Parliament. .   

The key organisational accountability for serious incident management is 
from the provider in which the incident took place to the commissioner of the 
care. This may for example be from an acute or community hospital to a 
CCG, from a specialist tertiary centre to the NHS CB (for specialised 
services), from a mental health trust to a CCG, or from a primary care 
provider to the NHS CB. Where the commissioner is the NHS CB, the 
relationship is likely to be with one of the NHSCB’s area teams. 

Where a provider has multiple commissioners, it may not be immediately 
obvious who is the appropriate commissioner for serious incident 
management. Appendix D provides advice on identifying the appropriate 
commissioner.  

Where more than one provider is involved in a serious incident, the relevant 
commissioners should take a decision with those providers on who will act 
as the lead provider and who will act as the coordinating commissioner for 
the purposes of reporting, investigation and incident management (see 
Appendix D). This should be a collaborative decision, supported by the NHS 
CB if necessary. 

The NHS CB will support CCGs to ensure they have the right systems and 
capability to hold providers to account for their response to serious 
incidents. 

Where serious incidents originate in or involve the actions of commissioning 
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organisations or the NTDA, they are accountable for their response to the 
serious incident according to the principles in this document. 

Accountability to NHS Trust Development Authority 

NHS trusts (as opposed to foundation trusts) are accountable to the NTDA, 
which is in turn accountable to the Secretary of State for Health. The NTDA 
will support NHS trusts in ensuring they have effective systems and 
processes in place to report, investigate and respond to serious incidents in 
line with national policy and best practice. It will work in partnership with the 
relevant commissioner, but it is the commissioner that it is responsible for 
holding trusts to account for their responses to serious incidents. 

Accountability to Care Quality Commission and Monitor 

Most healthcare providers have to register with CQC and most providers of 
NHS-funded care have to be licensed by Monitor. The regulators will use the 
details of incident reports to monitor organisations’ compliance with 
essential standards of quality and safety and their licence terms.  

CQC-registered organisations are required to notify CQC about events that 
indicate or may indicate risks to compliance with registration requirements, 
or that lead or may lead to changes in the details about the organisation in 
CQC’s register. They are required to report serious incidents as defined in 
CQC’s guidance, Essential Standards of Quality and Safetyii. Most of these 
requirements are met by reporting via the National Reporting and Learning 
System (NRLS), who will forward relevant information to CQC. The 
exception is for independent sector providers and primary medical service 
providers who must report serious incidents directly to CQC. They can also 
report to the NRLS. 
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Responsibilities following serious incidents 

Organisation    Responsibilities 

Provider of NHS funded care Responding, reporting, investigating and 
implementing actions following a serious 
incident. 

CCGs Holding to account NHS funded acute, 
community, mental health and ambulance 
providers for their responses to SIs and 
where appropriate commissioning and 
coordinating serious incident 
investigations (see Appendix C).   

NHS CB as direct commissioner Holding to account providers of NHS 
funded primary care, specialised care and 
other directly commissioned services (eg 
screening and immunisation, healthy 
child) for their responses to serious 
incidents and, where appropriate, 
commissioning and coordinating serious 
incident investigations. 

NHS CB assurance    Oversight of serious incident 
investigations undertaken in NHS funded 
acute, community, mental health and 
ambulance care including reviewing 
trends, quality analysis and early warnings 
via Quality Surveillance Groups.  

NTDA Supporting NHS trusts in ensuring they 
have effective systems and processes in 
place in relation to serious incidents, 
coordinating responses where necessary 
alongside commissioners. Using relevant 
intelligence and information to inform their 
role in providing accountability of NHS 
trusts. 

NHS CB national policy team Identifying intelligence and learning to be 
shared at national level and facilitating 
such learning and sharing.  

Keeping the SI management system 
under review, particularly to mitigate risks 
following transition. 

All parts of the system have a responsibility to share relevant information 
with their partner organisations. 
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What is a serious incident2? 

Serious incidents requiring investigation were defined by the NPSA’s 2010 
National Framework for Reporting and Learning from Serious Incidents 
Requiring Investigation (see Glossary). In summary, this definition describes a 
serious incident as an incident that occurred during NHS funded healthcare

3
 

(including in the community), which resulted in one or more of the following; 

 unexpected or avoidable death or severe harm of one or more patients, 
staff or members of the public; 

 a never event - all never events are defined as serious incidents although 
not all never events necessarily result in severe harm or death. (See 
Never Events Frameworkiii); 

 a scenario that prevents, or threatens to prevent, an organisation’s ability 
to continue to deliver healthcare services, including data loss, property 
damage or incidents in population programmes like screening and 
immunisation where harm potentially may extend to a large population; 

 allegations, or incidents, of physical abuse and sexual assault or abuse; 
and/or 

 loss of confidence in the service, adverse media coverage or public 
concern about healthcare or an organisation. 

Governance principles for serious incidents 
 
Both commissioning and provider organisations, whether in primary, 
secondary or tertiary care, are accountable for effective governance and 
learning following a serious incident. The precise split of responsibilities 
between organisations varies with the type of provider and commissioner, and 
the particular circumstances of each serious incident.  

Provider organisations take the lead in responding to a serious incident. 
Commissioners should monitor the response of their providers by seeking 
assurance and evidence from the provider that relevant policies and 
procedures are in place and implemented and by monitoring the relevant 
activities as necessary, for example by reviewing all incident investigations 
and action plans and monitoring serious incident data trends. This assurance 
process should be coordinated as part of other contract management 

                                                        
2 For all definitions of terms used in this document, refer to the Glossary. This 
includes the more detailed definition of a serious incident from the 2010 NPSA 
framework. 

3 In cases where a homicide has been committed by a person who has been under 
the care of specialist mental health services, subject to regular or enhanced CPA in 
the last six months this should also still be considered a serious incident. 
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activities via the usual routes, including regular, in-year, quality monitoring 
meetings as a minimum.  

Commissioners will need to undertake different levels of oversight depending 
on a range of local circumstances, including their confidence in the relevant 
provider’s ability. Closer monitoring involving more step-by-step information 
and assurance around the response to individual incidents may be required 
for smaller providers with lower capacity, for example, or those with a history 
of responding insufficiently or in a non-robust manner to serious incidents. 
Similarly, complex serious incidents or those involving multiple organisations, 
locations or events, will require more hands-on coordination of the response 
at commissioner level.    

Oversight of serious incident management by the NHS CB and partner 
organisations will be proportionate to the circumstances at the time and will be 
undertaken primarily through Quality Surveillance Groups (QSGs)

iv
 in relation 

to the providers within their relevant geographical area. The NHS CB, CCGs, 
CQC and NTDA should fully exploit the opportunities for sharing information 
about serious incidents in relevant providers with partner organisations that 
make up the relevant local and regional QSGs.  

Where systems are functioning well, oversight activities via QSGs (or 
elsewhere) will be limited. In these circumstances, QSGs will support 
providers and commissioners, review routine data, help to disseminate 
relevant learning and information, and resolve individual issues escalated to 
them, for example with more complex serious incident cases.  

Where data incident reports or the quality of responses to serious incidents 
give cause for concern, this information should be shared via QSGs who can 
assist in triangulating other quality-related information and formulating 
appropriate responses such as triggering a Risk Summit or keeping the 
provider under regular review. This may involve active involvement in and 
guidance of particularly difficult cases and more active monitoring of incidents.  

The NHS CB, through its area teams, will support the system where asked to 
do so. 

Common governance principles 

Regardless of the individual circumstances, both commissioner and provider 
organisations should; 

 work in an open and transparent manner with each other when a serious 
incident has happened; 

 ensure that a board director (or equivalent), in both provider and 
commissioner organisations, is formally designated to lead on, and be 
responsible for, patient safety and the management of serious incidents, 
including responsibility for the appropriate closure of serious incident files; 
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 have a relevant committee/mechanism and governance in place to 
consider and monitor serious incident investigations. Such committees or 
mechanisms should also be responsible for ensuring that regular thematic 
reviews are undertaken to extract learning and support the development of 
organisational memory and continuous improvement with regard to patient 
safety; 

 have systems for their senior leadership team to receive regular briefings 
on the detail of significant issues, trends and other analysis on serious 
incidents. This includes consideration of serious incidents and associated 
information during Board meetings (or equivalent). This information should 
be tailored to the appropriate level of detail for the organisation concerned. 
Provider boards should review every serious incident individually. 
Commissioner leadership teams may decide to review only a selection of 
serious incidents in detail (although commissioners will review all relevant 
serious incidents at managerial level) 

 ensure that their senior leadership teams receive summary information, 
including the number of serious incident files open beyond deadlines, to 
help gain assurance that appropriate action has been, or is being, taken to 
safeguard patients and staff and to understand the impact on individual 
patients and on staff. Appendix A includes a checklist for investigation 
monitoring and closure; 

 ensure that the contribution of patients and front line staff remains central 
to improving standards of care, including involving patients and staff in all 
investigations; 

 monitor the implementation of action plans including the effectiveness of 
any changes implemented following an investigation and that these are 
embedded across the whole organisation; 

 have robust processes to ensure that investigations into serious incidents 
are undertaken in a timely manner and that they enable shared learning at 
local and/or national levels as appropriate; 

 ensure that all serious incidents are disclosed to those affected in a timely 
manner, appropriately reported and investigated, with the findings being 
shared with those involved in accordance with the Being Openv guidance 
and the contractual duty of candour requirements;  

 manage any staff related issues identified during the course of an 
investigation within the principles of an ‘open and just culture’vi; 

 ensure that the local safeguarding adult boards/local safeguarding children 
boards have been notified of relevant incidents and agree arrangements 
for the management of serious case reviews including action planning and 
learning from incidents. All actions should be consistent with the local 
multi-agency safeguarding protocol and policies 
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 ensure robust communication between safeguarding boards, 
commissioners, regulators and providers. There should not be duplication 
of investigations and action planning within the health care provider 
organisations where external bodies like safeguarding boards are carrying 
out these activities and health care organisations are assured that actions 
are satisfactorily in hand and that there are robust process for ensuring 
any outcomes from the external investigation will be communicated and 
acted upon;  

 understand and apply reporting and liaison requirements with regard to 
agencies such as the police, Public Health England, Health and Safety 
Executive (HSE), Coroner, Education Partners, Local Midwifery 
Supervising Authority or Medicines and Healthcare products Regulatory 
Agency (MHRA) (see Appendix B for full list of relevant agencies); 

 ensure incidents are reported to the appropriate regulatory and healthcare 
bodies, including the CQC and, for patient safety incidents, the National 
Reporting and Learning System (see Appendix B for more detail);  

 apply relevant information governance principles to all information 
representing potentially sensitive data. This includes maintaining 
appropriate access controls around STEIS and local incident management 
systems and applying information governance policies to all 
communications regarding serious incident information; and 

 apply human factors principles to serious incident investigations, for 
example as set out in the Clinical Human Factors Group Interim Report 
and Recommendations for the NHSvii and the Clinical Human Factors 
Group report Never?viii. 

General considerations for provider organisations 

Providers should: 

 collaborate with external scrutiny of investigations and any remedial work 
required following investigations, including full and open exchange of 
information with other investigatory agencies such as the police, HSE, 
Coroner and local safeguarding boards; 

 publish information about serious incidents including data on the numbers 
and types of incidents, excluding material that would compromise patient 
confidentiality, within annual reports, board reports and other public facing 
documents; 

 comply with national requirements and guidance in relation to being open 
with patients or their representatives when things have gone wrong; 

 support and enable staff in disclosing incidents to patients and their 
representatives; 
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 involve patients and families/carers in investigations, sharing findings and 
providing timely referral for specialist support and guidance where 
appropriate; 

 provide relevant guidance and training for staff to help them identify and 
report and investigate incidents using recognised methodologies (eg 
RCA); 

 include the reporting and management of serious incidents as part of staff 
induction and ongoing training; 

 ensure timely closure of serious incident cases is enabled by effective 
communication with the relevant commissioner(s); 

 ensure that action plans are implemented and that there are mechanisms 
for Board oversight of overdue actions; and 

 regularly review changes made as a consequence of learning from serious 
incidents to ensure the changes are embedded, sustained and effective. 

General considerations for commissioners 

Commissioners should: 

 have a designated member of staff (the officer) and a deputy, who are 
responsible for receipt of serious incident reports from providers;  

 specify clear requirements for responding to serious incidents in contracts 
with all providers; 

 ensure provider processes are robust but respect the primary 
responsibility of provider boards to investigate and respond to serious 
incidents; 

 have access to competent independent investigators and experienced 
clinical advisers who can be engaged to undertake investigations or 
external thematic reviews when required (for example with Grade 2 
serious incidents – see Appendix C);  

 have in place transparent processes to complete file closures (see 
Appendix A); 

 regularly review serious incidents with providers as part of the clinical 
quality review process and any related arrangements for quality 
surveillance and assurance; 

 ensure that serious incident trend data and other relevant statistical 
analysis methods inform quality reviews and commissioning decisions;  

 publish information relating to all serious incidents, including never events, 
within annual reports and other public facing documents such as 
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governing body reports, including data on the numbers and types of 
incidents, ensuring patient confidentiality is respected; 

 assure themselves that providers are operating an open and just culture, 
where staff are encouraged to report incidents without fear of inappropriate 
or unjust blame and where patients are informed and involved in 
investigations when they have been affected by an incident, for example 
by looking for evidence of robust implementation of the Being Open policy 
(see Available Resources); 

 ensure timely and transparent closure of serious incidents underpinned by 
effective communication with providers. 

General considerations for the NHS Commissioning Board and the NHS 
Trust Development Authority 

The NHS CB and (in relation to NHS trust providers) the NTDA will: 

 help provide assurance that commissioners’ and providers’ processes in 
relation to serious incidents are robust and, where there are any concerns, 
ensure steps are taken to improve processes; 

 ensure effective communication of information in relation to serious 
incidents is taking place routinely. 

 ensure the primary responsibilities of providers to investigate and respond 
to incidents, and the responsibilities of commissioners to assure those 
processes, are respected, but where appropriate provide advice and 
support to facilitate them;  

 work with local and national partners and share timely information about 
the reporting and subsequent management of serious incidents; 

 provide oversight including review of trends, quality analysis and early 
warnings via Quality Surveillance Groups. 

 provide support, where necessary (ie where incidents are very high profile 
or wide-ranging), for coordinating the response to a incident.; 
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Steps to be taken when a serious incident occurs – simplified 
flowchart 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 
 
 
*Incident grade dictates whether an action plan must only be submitted or  
must actually be implemented before incident closure. 

Incident occurs Report to local reporting 
systems 

 

Inform patient 

 

Grade 
incident 

Report to commissioner, and other relevant 
organisations if not already aware (eg TDA for Grade 
2 SIs in NHS Trusts) within two working days of 
incident being identified 

 

Ensure recorded on STEIS 
(administered by Area 
Teams)  

Review grading with commissioner 
(and Area team if necessary) 

Establish appropriate 
investigation 

Undertake investigation, keeping patient / 
their family and relevant organisations 
involved 

Develop action 
plan 

 

Submit incident investigation report and action plan 
to commissioner (as appropriate) within 45 days for 
Grade 1, 60 days for Grade 2 incidents or six 
months for Grade 2 incidents involving independent 
investigation 

Implement 
Action Plan 

 

Review implementation of actions 

Commissioner signs off incident as closed  

Share learning if appropriate 

Depending on 
incident grade* 
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The above flowchart is a general process for serious incidents. Specific 
considerations are required for dealing with adult and children’s safeguarding 
incidents.  
 
The local Safeguarding Adults Board (convened by the local authority and on 
which the NHS is represented) will have a strategic interest in the overall 
safety of the locality, including safety in the healthcare system.  
 
This does not mean that the local authority is responsible for investigating 
serious incidents in health services. The interface between health and local 
adult safeguarding procedures should be articulated in the local multi-agency 
safeguarding protocol and policies.  
 
Each provider and commissioner should ensure that they have a lead on 
safeguarding who can advise staff if they are uncertain whom to involve or 
which process to follow. That person should liaise regularly with the local 
authority safeguarding lead to ensure that there is a coherent multi-agency 
approach to safeguarding across the health and care system. 
 



 

18 
 

Steps to be taken when a serious incident occurs 

Immediate action for providers 

 A safe environment should be re-established as soon as possible. 

 Any urgent clinical care that may reduce the harmful impact of the incident 
must be given immediately. 

 The needs of patients and their family/ carers are made the first priority. 

 All relevant equipment or medication should be quarantined, labelled and 
isolated as appropriate. To maintain product liability, no piece of 
equipment should be returned to the manufacture for repair /examination 
until the provider has carried out all necessary tests on the equipment as 
suggested by the MHRA. 

 A contemporaneous and objective entry should be made in the patient’s 
clinical records and, where necessary, statements taken using a 
supportive statement taking process. 

 The risk of recurrence should be considered immediately and actions 
taken to mitigate in advance of the investigation. 

 The incident should be reported on the Strategic Executive Information 
System (STEIS) within two working days for an initial report and reported 
to the NRLS or regulator as appropriate (Appendix B). The need for 
reporting to the local Safeguarding Board should also be considered at this 
point. 

 The designated director, as defined by local policy, plus other relevant 
members of the senior management team, should be advised as soon as 
a serious incident has occurred or is discovered. In line with the principles 
set out in ‘Being Open’, the patient and their family or carers must be 
informed that a serious incident has occurred and appraised of any actions 
being taken to address the situation. This should include details of the 
process being undertaken to investigate the incident and ensure learning 
is captured to prevent recurrence. A named contact from the provider 
should be identified and details provided to the family.  

 Where a serious incident raises concerns in relation to individual staff 
culpability or competence, the staff member must be treated with care and 
consideration and supported within the principles of a ‘just culture’. Staff 
involved or affected by the incident should be supported in line with the 
provider’s policy on supporting staff involved in incidents.  

 Measurement, drawings or photographs of the locus of the incident should 
be taken if necessary, appropriate and practical to do so. 
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 Relevant documentation should be copied and secured to preserve 
evidence and facilitate investigation and learning. 

 The organisation’s communications team should be notified of the incident 
and a relevant communications policy for dealing with serious incidents 
triggered where appropriate. 

 If more than one organisation is involved in a serious incident, the relevant 
commissioner should take a decision on who will act as the lead 
organisation for the purposes of investigation and incident management, 
and be responsible for reporting the incident. Such reporting should 
adhere to national time frames as set out in Appendix B.  

 Where there is more than one commissioner for the various provider 
organisations involved, the commissioners should make a decision on who 
is the relevant coordinating commissioner for serious incident 
management purposes. The NHS Commissioning Board Area Team can 
support this decision-making process.  

Immediate action for commissioners 

 Relevant internal staff should be notified of any serious incident by the 
designated officer with responsibility for receipt of serious incident reports 
from providers and appropriate clinical advice and expertise sought when 
needed. 

 In the case of a safeguarding incident, the officer should liaise with the 
commissioner’s lead for adult safeguarding or child protection to ensure 
that local safeguarding procedures are followed. 

 When a serious incident involves two or more commissioners, the 
commissioners should liaise to ensure that all relevant parties are notified, 
a coordinating commissioner identified and a timescale agreed. 

Reporting actions for providers 

 A senior member of staff should be designated as responsible for reporting 
and follow-up of serious incidents within given timescales. They should 
also be responsible for ensuring relevant internal staff are informed of the 
incident.  

 All serious incidents should be recorded on a local risk management 
system (LRMS) and reported, using jointly agreed procedures and within 
two working days4 of the incident being identified as a serious incident, to 
relevant external bodies including the commissioner. The STEIS record 
should be updated within three working days if the situation changes 
significantly after the initial report. 

                                                        
4
 Working day: Days that exclude weekends and bank holidays (Run from 23:59 on the day the 

incident is raised to 23:59 on the day the incident is reported) 
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 All serious patient safety incidents must be reported to the NRLS (usually 
via the LRMS) to comply with CQC registration requirements regarding the 
reporting of incidents leading to severe harm or death and for the purpose 
of national learning. This should be done without delay. 

 All serious incidents must be reported by the provider to their 
commissioners. This should be through providers directly using STEIS to 
facilitate performance monitoring of the incident and its management, 
trend analysis and shared learning. Where this is problematic for the 
provider (for example independent sector providers), commissioners can 
assist (see below). In any cases, telephone contact is also advisable in the 
event of grade one and two incidents. Where a serious incident occurs in 
specialised services, it is helpful if this is clearly noted in the STEIS record. 

 Foundation trusts, or those NHS trusts in the advance stage of making an 
application for foundation trust status, should inform Monitor of any serious 
incidents.  

 NHS trusts should also directly inform the NTDA of Grade 2 serious 
incidents (the NDTA will also have access to serious incident reports via 
STEIS).   

 Depending on the nature, circumstances and outcome of the incident, 
consideration should be given to other bodies to whom the incident must 
be reported, for example to professional regulators, the MHRA, the police, 
the HSE, local Safeguarding Boards and the appropriate regulator (for full 
list see Appendix B). 

 Providers of primary care services or independent sector healthcare 
providers should report any serious incident involving a patient receiving 
NHS-funded care to the relevant commissioning organisation consistent 
with the terms of the contractix. The commissioner should set the 
expectation that each such provider will notify them by telephone within 
two days of an incident being identified.  

 The NHS CB via its area teams can, if appropriate, provide access to 
STEIS for non-NHS or primary care providers for reporting purposes as 
long as those providers are on the NHS N3 network. If for some reason 
STEIS access cannot be provided, commissioning organisations can 
report the serious incident on the STEIS system on behalf of that 
organisation by creating a relevant provider name on the system and 
monitoring the investigation process in the usual way.  

 Independent sector healthcare providers should report the incident to the 
NRLS (eg via the e-Form of the NRLS). 

 Independent sector healthcare providers, adult social care providers, 
primary medical services providers, primary dental care providers and 
independent ambulance service providers are also responsible for 
reporting incidents directly to the CQC.  
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 When reporting serious incidents, providers must comply with locally 
agreed and documented Caldicott data protection and information 
governance requirements. 

 Never events should be reported in accordance with the Never Events 
Framework5. 

Reporting actions for commissioners 

Commissioners should ensure that providers: 

 have robust reporting arrangements in place which comply with national 
guidance; 

 report serious incidents to the commissioners within two working days of 
the incident being identified by the organisation and recorded on STEIS 
(for NHS trusts, FTs and others with access); 

 report serious incidents to the NRLS, STEIS and other bodies as 
appropriate, for example, the CQC, police, HSE or Local Supervising 
Authority Midwifery Officer; 

 report never events in accordance with the Never Events Framework; and 

 report safeguarding incidents to the relevant local safeguarding board(s). 

Grading of serious incidents 
 
See Appendix C for further detail 

Actions for providers 

 Initial incident grading should err on the side of caution, categorising and 
treating an incident as a serious incident if there is any possibility that it is. 
Providers should not wait for the outcome of full investigations before 
grading the incident and should seek to assess whether an incident is 
serious incident, and of what grade, as rapidly as possible. If incidents are 
re-graded particularly in relation to the level of harm, they should be 
resubmitted to the NRLS. 

 Further to initial reporting of the incident, providers should ensure that the 
commissioning organisation receives additional information relating to the 
incident within three working days. 

                                                        
5 Available at http://www.dh.gov.uk/health/2012/10/never-events/ 
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Actions for providers and commissioners 

 On the basis of this additional information, providers should have an early 
discussion with the commissioner about the grading of the incident 
concerned and what level of investigation is required.  

 If it is agreed that the incident does not fall within the definition of a serious 
incident, the incident can be removed from STEIS rather than simply 
closed. This should be done by the NHS CB area team following a request 
from a relevant organisation and the provision of relevant evidence. If it 
continues to be considered a patient safety incident despite being 
downgraded, it should be reported on LRMS and investigated accordingly. 
A clear audit trail should be kept. 

 Any re-grading of the incident should be carried out by the organisation 
that created the incident report following discussion with all involved 
organisations. 

Actions for commissioners 

Commissioners should:  

 ensure that this discussion is carried out within three working days; 

 ensure that the provider is clear about the defined timescales for 
completion of the investigation; 

 confirm the grading as accurate; 

 maintain a clear audit trail of decisions relating to modified grading of 
incidents. 

Investigating a serious incident 

The principles of root cause analysis (RCA) or significant event audit (SEA) 
and relevant NPSA guidance (www.nrls.npsa.nhs.uk/resources) should be 
applied to all NHS investigations. 

Actions for providers 

Local policies should be followed and should reflect the following: 

 All serious incidents should be investigated using best practice 
methodologies such as RCA. Methodology should be briefly but clearly set 
out in the investigation report. 

 Staff leading serious incident investigations should have up to date training 
and be competent in investigative methodology, techniques and analysis, 
report writing, and including human factors. 

http://www.nrls.npsa.nhs.uk/resources
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 The investigation team should be sufficiently removed from the incident to 
be able to provide an objective view. 

 The investigation team must have no conflict of interest in the incident, real 
or perceived, and must be available at short notice. Consider securing 
external expert contribution, if necessary. 

 The investigation team should include a professional(s) with experience 
relevant to the incident under investigation, for example a relevant 
consultant when investigating any serious incident involving an inpatient or 
recently discharged patient death. 

 Where the investigation involves more than one organisation, a lead 
organisation should be agreed to coordinate local investigations and 
amalgamate findings, or to oversee one joint investigation. 

 The scale, scope and timescale of investigation should be appropriate to 
the grading of the incident (see Appendix C). 

 The NPSA’s Being Open Framework1 principles should be followed. 
www.nrls.npsa.nhs.uk/beingopen 

 Where a serious incident raises concerns in relation to individual staff 
culpability or competence, these concerns should be managed in 
accordance with local HR procedures and referred to professional bodies 
as appropriate. Investigations should seek to understand what happened, 
why it happened and recommend what systems or processes should be 
put in place to prevent future occurrence. 

 Identified improvements should be targeted at the contributory and causal 
factors using a human factors approach, such as the design of jobs, 
equipment, environment and procedures as well as competencies, training 
and non-technical skills. 

 An agreed action plan should set out how each recommendation from the 
investigation will be monitored, implemented, measured, and shared; it 
should also make clear who is responsible for taking action together with 
the timescales for delivery. A review date should be set to establish the 
efficacy of actions planned/taken and the sustainability of the overall 
approach.  

 Boards must monitor and review all serious incident investigations and 
seek assurances about learning and the embedding of action plans.  

 Consider who, outside of the immediate incident, may benefit from the 
learning arising from the RCA, including nationally, and share the learning 
accordingly. 

http://www.nrls.npsa.nhs.uk/beingopen
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Actions for Commissioners 
 
Commissioners should monitor and ensure that: 

 serious incidents are managed and investigated appropriately in a 
transparent manner. The investigation should be of a good quality 
underpinned by clear terms of reference. It should also demonstrate the 
application of robust investigative methodologies with resultant 
recommendations which link back to the findings; 

 they continue to monitor grade 2 incidents until the provider gives 
evidence that each action point has been implemented; 

 they close the incident when they are satisfied with the investigation, 
recommendations and action plans that have been submitted and that 
local monitoring arrangements are in place and working efficiently for all 
cases reported on STEIS. The submitted action plan should contain action 
points to address each root cause and wherever possible address any 
contributory causes and with a named lead and timescale for 
implementation; 

 decisions on closure are based on objective and measurable evidence. 
Where commissioners have concerns about closing an incident because, 
for example, there is uncertainty about the nature of the root cause of an 
incident, or similar problems, they may wish to flag the incident as 'Further 
Action Required' (FAR) in the free text field of the STEIS incident report. 
This will facilitate the rapid identification of incident reports that suggest 
there may be issues with an organisation's root cause analysis capabilities 
or other area for concern. These can then be addressed through contract 
management routes; 

 the action plans agreed with providers following serious incident 
investigations have a clear trajectory with named responsible leads. Such 
action plans should incorporate review dates to measure effectiveness and 
ensure actions are followed through and that they do not become dormant; 

 learning is embedded and demonstrated through regular thematic reviews; 

 independent investigators are appointed where there is a need or 
requirement to do so; 

 full co-operation and support is provided to independent investigators 
including indemnity when required; 

 investigations including internal investigations are quality assured to 
ensure that they are robust and that they demonstrate the use of 
recognised principles of investigation such as root cause analysis (RCA) 
or significant event audit (SEA); 

 independent contractors have access to support in undertaking an 
investigation; and 
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 there is effective co-ordination of complex multi-agency RCA 
investigations. 

Actions for the NHS Commissioning Board 

The NHS CB will provide assurance that: 

 each commissioner has appropriate systems and processes in place to 
ensure sufficient oversight and monitoring of serious incidents, 
investigation and follow through on action plans; 

 information about serious incidents is included as part of the overall 
surveillance of quality and, in particular, the analysis of serious incident 
data is included as part of the overall triangulation of intelligence about 
provider organisations; and 

 formal arrangements are in place to ensure the appropriate closure of 
serious incident files. 

Actions for the NHS Trust Development Authority 

The NTDA will work with the NHS CB to provide assurance that NHS trusts 
are co-operating with commissioners in the reporting and subsequent 
management of serious incidents. The NTDA will specifically: 

 ensure that NHS trusts have appropriate systems and processes in place 
to respond to serious incidents, undertake credible investigations and 
follow through on action plans; 

 ensure NHS trusts have formal arrangements in place with commissioners 
to secure appropriate and timely closure of serious incident files; 

 use information about serious incidents as a component of the overall 
surveillance of quality, in particular, the analysis of serious incident data to 
inform the triangulation of intelligence about provider organisations to 
assure the quality of care and inform the assessment of NHS trust 
applications for Foundation Trust status; and 

 share information and liaise with the NHS CB, CQC, professional 
regulators and other stakeholders, especially those associated with quality 
surveillance groups. 

Communications 

Serious incidents can be triggers for media coverage and increased public 
scrutiny. A well-planned, structured communications plan is vital in managing 
serious incidents effectively.  

Providers and commissioners should: 
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 ensure openness and transparency is the default position – while patient 
confidentiality and data protection considerations must be maintained, any 
organisation using public money should be open and accountable to the 
public for its performance; 

 have a clear plan for sharing information about serious incidents with staff 
and external partner organisations; 

 have a clear ongoing communications and engagement strategy, including  
clear arrangements for sign-off processes and spokespeople; 

 inform communications leads in other local organisations in a timely and 
efficient manner (for example local authorities, CCGs, police); 

 ensure staff, public and media are well informed; 

 brief and involve relevant sector or national stakeholders on what is 
happening; and 

 monitor and track the impact of the communications strategy.  
 

In forensic/criminal cases, all communications with the media should be led 
by the police in partnership with the relevant agencies involved with the 

incident. 

 

Freedom of Information Act 2000 
Information relating to serious incidents (including information held on 
national systems such as STEIS, local databases and internal reports, 
investigation reports and root cause analysis and other documents), could be 
subject to a request for disclosure under the Freedom of Information Act. A 
request for information regarding a serious incident/s should follow Freedom 
of Information Act policies of the organisation that received the request. 

Learning 
 
All organisations with a responsibility for notifying or receiving details of 
serious incidents have a responsibility for the dissemination of learning. They 
should consider disseminating relevant learning where, in their opinion, there 
are novel or important learning points, or the learning is likely to be of use to 
other organisations in preventing harm to patients, staff or the public.  

NHS organisations should be prepared to share root cause analysis (RCA) 
investigation or serious event audits (SEA) findings with the NRLS and/or 
NHS CB routinely and via dedicated routes and mechanisms as requested. 

If appropriate, an investigation executive summary can be published for 
serious incidents. It should include a précis of the incident and investigation 
and be fully anonymised to preserve confidentiality of the people involved and 
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the ward/team/unit/hospital and provider organisation. This will enable the 
executive summary to be widely shared. 

Commissioners are responsible for sharing relevant learning with 
organisations to whom the learning may be applicable including for example 
QSGs and the NHS CB, professional regulators, and the providers from which 
they commission services. Commissioners and providers are best placed to 
identify relevant learning. 

The NHS CB will disseminate relevant learning nationwide through 
professional networks and bodies, via communications with all relevant 
healthcare sectors and organisations and other stakeholders and through 
summary reports and seminars. 

Professional networks and bodies are responsible for disseminating relevant 
learning to their members and other networks and bodies. 
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Appendix A - Checklist for monitoring and closure of serious 
incidents 
 
The relevant commissioner (see Appendix D) leads on the closure of serious 
incident reports.  

Grade 1 Local action plan monitoring 

 The relevant commissioner will close the incident when it is satisfied with 
the investigation, recommendations and action plan that have been 
submitted, and local (provider) monitoring arrangements are in place and 
working efficiently. The submitted action plan should contain action points 
to address each root cause and with a named lead and timescale for 
implementation. 

 Publish incident information within Annual Reports. 

Grade 2  Commissioner action plan monitoring 

 Grade 2 incidents, whether involving level 2 or level 3 investigations (see 
Appendix C) will continue to be monitored by the relevant commissioner 
until evidence is provided demonstrating that each action point has been 
implemented.  

 Incidents involving adult or child abuse are referred to local safeguarding 
arrangements. All actions must be consistent with the local multi-agency 
safeguarding protocol and policies. 

 Publish quarterly reports summarising action plan implementation activity. 

 Action plan monitoring may be assured, for example, through routine 
quality monitoring processes and by having clear measurable outcomes 
included in the action plan. 

 

Incidents involving external agencies 

Where external investigations conducted by external agencies are ongoing, 
for example by safeguarding boards, police, HSE, coroners etc. serious 
incident cases can remain open for very significant periods of time beyond the 
relevant deadline.  

If appropriate, commissioners should close serious incident cases on STEIS 
where all immediate actions for the health care services derived from 
internally conducted or commissioned investigations are satisfactorily in hand 
and where organisations are assured that there are external process for 
ensuring any outcomes from external investigation will be communicated and 
acted upon.  

This is to avoid unnecessary and potentially confusing duplication of activity 
and having cases open indefinitely. Where there is any doubt about the 
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incident being appropriately coordinated, managed and responded to by the 
external processes, the incident should remain open.  

If necessary, cases can be re-opened upon receipt of new information derived 
from the activities of external agencies. 

 

Closure checklist 

Prior to considering an incident closed, commissioners should ensure the 
following have been submitted: 

 an appropriate investigation that identifies findings, based on root causes 
and recommendations; 

 a satisfactory action plan with action points to address each root cause 
recommendation(s) and with a named lead and timescale for 
implementation 

 for Grade 1 incidents, evidence demonstrating that local monitoring 
arrangements are in place to ensure action points are going to be 
implemented is sufficient; 

 for Grade 2 incidents, evidence demonstrating that each action point has 
been implemented is required; 

 lessons learned, including partners or stakeholders with whom the learning 
has been shared; 

 full completion of the STEIS record covering the above points eg date 
investigation completed, population of RCA/Lessons learned field; and 

 a summary of each never event for inclusion in the commissioner’s annual 
reporting arrangements. 

 
Note: Where necessary, for example, where actions are essentially 
continuous or long-term, an action plan can be considered to be 
implemented and grade 2 incidents can be closed when the relevant 
actions to address these long-term issues have been initiated. This must 
be subject to monitoring by each organisation’s lines of accountability. 
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Appendix B - Full reporting requirements for provider 
organisations 

Reporting to the regulator (CQC, Monitor) 

 Healthcare provider organisations are required to notify the appropriate 
regulator about incidents that indicate, or may indicate, risks to ongoing 
compliance with the registration requirements, or that lead, or may lead, to 
changes in the details about the organisation in the regulator’s register. 

 Most of the requirements for the CQC, as defined in current regulationsx 
guidancexi, are met by providing incident reports to the NRLS. The NRLS 
will forward relevant information to the CQC. 

 This exception does not apply to independent sector providers or primary 
care providers registered with CQC. They must report incidents directly to 
CQC. 

 For more information on requirements for reporting to the CQC, see 
http://www.cqc.org.uk/organisations-we-regulate/registered-
services/notifications 

 NHS Foundation Trusts are also required to report relevant serious 
incidents requiring investigation to Monitor. 

 Incidents must be reported without delay as defined in legislation. 

Reporting a serious incident occurring in independent sector healthcare 
or other provider outside the NHS. 

 Independent sector healthcare providers must report any serious incident 
involving a patient receiving NHS funded care to the commissioning 
organisation with responsibility for the contract. 

 Independent sector healthcare providers should report to the NRLS via the 
eForm of the NRLS although this is voluntary; CQC must be notified 
directly of abuse, serious injury and all deaths.  

 Independent sector healthcare providers are also responsible for reporting 
the incident directly to their appropriate regulator.  

 NHS CB area teams can, if appropriate, provide access to STEIS for non-
NHS providers for reporting purposes as long as those providers are on 
the NHS N3 network. 

http://www.cqc.org.uk/organisations-we-regulate/registered-services/notifications_
http://www.cqc.org.uk/organisations-we-regulate/registered-services/notifications_
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Reporting to the police 

 The police are likely to investigate incidents where there is evidence, or 
suspicion of, a criminal offence having been committed, for example if an 
incident has arisen from or involves criminal intent, or gross negligence 

 In the first instance the incident should be reported within the organisation 
in the normal way and to the commissioning body. 

 Referral to the police should be undertaken by a senior member of staff in 
the reporting organisation. 

 In circumstances of unexpected death or serious harm requiring 
investigation by the police, the incident should be managed in accordance 
with the Memorandum of Understanding (currently under review).  

 This protocol should be activated when an incident requires investigation 
by the police and the Health and Safety Executive (HSE) jointly. 

Reporting to the Health and Safety Executive (HSE) 

 The HSE is responsible for the enforcement of the Health and Safety at 
Work Act 1974 (HSWA)xii and ensuring that “risks to people’s health and 
safety from work activities are properly controlled”. 

 Serious incidents may need to be reported under the Reporting of Injuries, 
Diseases and Dangerous Occurrences Regulations 1995 (RIDDOR). 

 The trigger point for RIDDOR reporting is over seven days’ incapacitation 
(not counting the day on which the accident happened). 

 Further information on reporting is available at 
http://www.hse.gov.uk/riddor/report.htm 

 If the serious incident requires joint investigation by the organisation and 
the HSE and the police, the Memorandum of Understanding should be 
activated. 

Work-related deaths 

 Incidents involving work-related deaths (or cases where the victim suffers 
injuries in such an incident that are so serious that there is a clear 
indication, according to medical opinion, of a strong likelihood of death) 
should be managed in accordance with the Protocol on Work Related 
Deaths.xiii 

 In the first instance the incident should be reported within the organisation 
in the normal way and to the commissioning organisation. 

http://www.hse.gov.uk/riddor/report.htm
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Reporting to the coroner 

 An unexpected death (where natural causes are not suspected) and all 
deaths of detained patients must reported to the coroner by the treating 
clinician. 

 This should be done immediately, but recognising that, following an 
unexpected death, a serious incident may not be identified until the issuing 
of the coroner’s report. 

 

Reporting to Public Health England 

PHE Centres:  

 Where incidents have the potential to affect population health, the provider 
should seek advice from the local PHE Centre. Depending on the nature of 
the incident, other public health organisations such as local authorities, 
may need to be involved. 

 Such incidents will include those with a health protection component, such 
as failures in decontamination.  

 The PHECs’ health protection staff will provide a risk assessment and 
advise on appropriate action 

  

National screening programmes 

 In the case of a serious incident  in a screening programme, the NHS 
Commissioning Board Area Team Screening and Immunisation Lead is 
responsible for ensuring that the provider(s) respond to a serious incident 
in an appropriate and timely manner and take all necessary steps to 
mitigate any on-going risks . The Regional Quality Assurance Director  (for 
NHS Cancer Screening Programmes) or the  Regional Quality Assurance 
Lead ( for NHS Screening Programmes) must be fully involved in the 
incident management process. 

 The provider organisation must report all potential incidents and serious 
incidents to the Regional QA Director  or Regional QA Lead. The Quality 
Assurance team will undertake initial fact finding with the screening 
provider and advise on next steps 

 Further guidance on handling serious incidents in screening programmes 
is to be published shortly. 

Reporting to NHS Protect 

 Where a serious incident occurs to a member of staff resulting from a 
physical or non-physical assault, there is a requirement to report this to 
NHS Protect via the Security Incident Reporting System.  
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 The same reporting requirement relates to incidents involving loss or 
damage to property and assets of NHS organisations, staff and patients. 

Reporting to the Medicines and Healthcare products Regulatory Agency 
(MHRA) 

 Any serious incident involving medication or medical devices should be 
reported to the MHRA. Details on how to do this are at:  
http://www.mhra.gov.uk/Safetyinformation/Reportingsafetyproblems/index.
htm 

Reporting Health Care Associated Infection (HCAI) serious incidents 

 The Health Protection Agency's guidance on Health Care Associated 
Infection Operational Guidance and Standards for Health Protection Units 
provides information on the steps that should be followed by providers in 
escalating concerns about the management of a HCAI situation, incident 
or outbreak and steps for informing commissioners and regulators about 
concerns. While this will need to be updated to reflect new responsibilities, 
the principles around recognising incidents, undertaking risk assessments 
and when to escalate serious HCAI situations / incidents and outbreaks 
remain valid. The guidance can be found at 
http://www.hpa.org.uk/Publications/InfectiousDiseases/InfectionControl/12
07hcaiopguidancestdsforHPUs/ 

 

Reporting Serious Adverse Blood Reactions and Incidents 
(SABRE) 

 The UK Blood Safety and Quality Regulations 2005 and the EU Blood 
Safety Directive require that serious adverse incidents and serious 
adverse reactions related to blood and blood components are reported to 
the MHRA, the UK Competent Authority for blood safety. 

 This information is vital to the work that the Serious Hazards of 
Transfusion (SHOT) uses to compile its reports. Further details on 
reporting can be found at: 
http://www.mhra.gov.uk/Safetyinformation/Reportingsafetyproblems/Blood/
index.htm 

Caldicott, data protection and information governance 

 When reporting serious incidents, providers must comply with Caldicott, 
data protection and information governance requirements. 

 They should not refer to individuals by name or give other identifiable 
information, and should “restrict access to patient information within each 
organisation by enforcing strict need to know principles”. 

http://www.google.co.uk/url?q=http://www.mhra.gov.uk/&sa=U&ei=CZ55T7_iGMfK0QWP0KmQDQ&ved=0CCEQFjAA&sig2=3Ki-qVFqSYYmCObu_lrrSg&usg=AFQjCNHTh-UDLQN9iD78Dz7ZbhhgJCcLUA
http://www.google.co.uk/url?q=http://www.mhra.gov.uk/&sa=U&ei=CZ55T7_iGMfK0QWP0KmQDQ&ved=0CCEQFjAA&sig2=3Ki-qVFqSYYmCObu_lrrSg&usg=AFQjCNHTh-UDLQN9iD78Dz7ZbhhgJCcLUA
http://www.mhra.gov.uk/Safetyinformation/Reportingsafetyproblems/index.htm
http://www.mhra.gov.uk/Safetyinformation/Reportingsafetyproblems/index.htm
http://www.hpa.org.uk/Publications/InfectiousDiseases/InfectionControl/1207hcaiopguidancestdsforHPUs/
http://www.hpa.org.uk/Publications/InfectiousDiseases/InfectionControl/1207hcaiopguidancestdsforHPUs/
http://www.mhra.gov.uk/Safetyinformation/Reportingsafetyproblems/Blood/index.htm
http://www.mhra.gov.uk/Safetyinformation/Reportingsafetyproblems/Blood/index.htm
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 In any circumstance where it may be necessary to identify an individual, 
the serious incident lead in the provider organisation must contact the 
senior member of the commissioner or local authority to discuss the 
incident and provide more detailed information. 
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Appendix C – A guide to serious incident grading for investigation 
purposes 

This table provides a guide to the grading of serious incidents for investigation 
purposes. 

Incident 
Grade 

Example Incidents 
(these are suggestions, not 
definitive) 

Investigation 
Grade and action 

Timeframe Commissioner 
responsibility 

1 

Grade 1 incident examples: 
 
Apparent suicide of people 
currently under the care of 
community mental health 
services. 
 
Mental health inpatient 
attempted suicides. 
 
Avoidable or unexplained death. 
 
Failure to meet standards for 
ambulance service response 
times, resulting in patient 
death/severe harm 
 
HCAI outbreaks. 
 
Grade 3 and 4 pressure ulcers. 
 
Data loss & information security 
(DH Criteria level 2)

xiv
. 

 
Adult safeguarding incident. 

Investigation Level 1 
Concise root cause analysis 
(RCA) for incidents involving 
No Harm and Low Harm 
and/or where the 
circumstances are very similar 
to other previous incidents. In 
these cases it is more 
proportionate to use a concise 
RCA to ensure there are no 
unique factors and then focus 
resources on implementing 
improvement than conducting 
comprehensive investigations 
that will not produce new 
learning. These will be a small 
minority of cases. 
 
Investigation Level 2 
Comprehensive RCA for 
incidents involving moderate 
and severe harm or death. 
This should be the default 
level for most incidents 
 
 
 
 
 
 
 

Following 
initial 
reporting 
within 2 
working 
days, the 
provider 
organisation 
must submit a 
completed 
investigation 
within 45 
working 
days 
 

Seek assurance and 
evidence from the 
provider that relevant 
policies and procedures 
are in place and 
implemented, for 
example by reviewing a 
sample of incident 
investigations and 
action plans as well as 
monitoring serious 
incident data trends. 
 
Close incidents after 
receipt of evidence 
demonstrating that local 
monitoring 
arrangements are in 
place to ensure action 
points are going to be 
implemented. 

2 

Grade 2 incident examples: 
 
Inpatient suicides (including 
following absconsion) 
 
Maternal deaths 
 
Child protection incidents 
 
Never events 
 
Accusation of physical 
misconduct or harm 
 
Data loss and information 
security (DH Criteria level 3-5)

xv
 

Investigation Level 2 
Comprehensive RCA  
 
(note NHS trusts should 
directly notify the NTDA of 
Grade 2 serious indcidents) 
 

Following 
initial 
reporting 
within 2 
working 
days, the 
provider 
organisation 
must submit a 
completed 
investigation 
within 60 
working 
days 

Likely to involve specific 
assistance with and 
contribution to the 
incident response and 
investigation. 

Close incident after 
receipt of evidence 
demonstrating that each 
action point has been 
implemented is required 
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Selected Grade 2 incidents: 

The need for independent 
investigations is identified and 
arranged by the commissioner 
or NHS CB, for example a major 
system failure with multiple 
stakeholders 
 
Homicides following recent 
contact with mental health 
services require an independent 
investigation

xvi
. These will be 

commissioned by the relevant 
NHS CB area team. 
 

Investigation Level 3 
Independent RCA 
 
(note NHS trusts should 
directly notify the NTDA of 
Grade 2 serious incidents) 
 

Following 
initial 
reporting 
within 2 
working 
days 
independent 
investigators 
should be 
commissione
d to complete 
an 
investigation   
within 6 
months 

As for Grade 2 above 
but in addition, 
commissioning the 
independent 
investigation. 
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Appendix D – Agreeing the appropriate commissioner for serious 
incident management purposes. 

There will often be circumstances where one provider has multiple 
commissioners. In these circumstances, principles for identifying who will do 
what for the purposes of serious incident management are key.  

There is no one-size-fits-all approach as circumstances will vary from place to 
place, as will the involvement of other organisations such as commissioning 
support units (CSUs). However the following principles should be used to 
ensure that every commissioner fulfils its statutory obligations and that there 
is a coordinated approach to serious incident management within a single 
provider. 

 Where a number of commissioners collaborate within a single contract 
with a provider, the collaborative agreement should set out the respective 
roles of each commissioner in managing serious incidents, including 
responsibility for closing incidents. Where there is a coordinating 
commissioner, the agreement should set out the coordinating 
commissioner’s responsibilities. Commissioners may wish to refer to the 
Board’s framework for collaborative commissioning, model agreement and 
FAQs. (http://www.commissioningboard.nhs.uk/resources/resources-for-
ccgs/) 

 Where a commissioner holds a bilateral contract with a provider, the 
commissioner will be responsible for oversight of all serious incidents that 
occur in relation to services provided under that contract. 

 Where a patient is treated without contractual arrangements (such as non-
contract activity), the commissioner will be responsible for oversight of all 
serious incidents pertaining to residents within its geographical area. 

 The arrangements for managing serious incidents should be set out clearly 
in the relevant contract.  

 Regardless of the specific arrangements for serious incident management, 
all serious incident reports and incident management information must be 
available to all the commissioners of a particular provider. The provider 
must ensure that all their commissioners are aware that a serious incident 
has occurred and that, even where not directly responsible for provider 
oversight, all serious incident reports, including trend and theme analysis, 
should similarly be made available to each commissioner. 

 Irrespective of what arrangements are put in place, each commissioner 
retains responsibility and liability for the exercise of its statutory functions.  
They can, of course, make arrangements for others to carry out activities 
on their behalf, but this does not lessen their liability 
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Available resources 

The resources below are all available to provide support in the reporting and 
learning from serious incidents 

National Patient Safety Agency. Seven Steps to Patient Safety. 2004.  
Available at: 
http://www.nrls.npsa.nhs.uk/resources/?entryid45=59787&q=0%c2%acseven
+steps+to+patient+safety%c2%ac 

Department of Health. The never events policy framework. October 2012  
Available at: http://www.dh.gov.uk/health/2012/10/never-events/ 

National Patient Safety Agency. Being open: communicating patient safety 
incidents with patients, their families and carers. NPSA. 2009.  Available at: 

http://www.nrls.npsa.nhs.uk/resources 

National Patient Safety Agency. National Framework for Reporting and 
Learning from SIRIs. 2010. Available at 
http://www.nrls.npsa.nhs.uk/resources/?entryid45=75173 

National Patient Safety Agency. Three Levels of RCA Investigation - 
Guidance.  2008.  Available at: www.npsa.nhs.uk/rca 

Department of Health. Independent investigation of adverse events in mental 
health services..  Department of Health. 2005.  Available at: 
http://www.dh.gov.uk/en/Publicationsandstatistics/Publications/PublicationsPo
licyAndGuidance/DH_4113575 

National Patient Safety Agency. Good practice guidance ‘Independent 
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Glossary 

Abuse A violation of an individual’s human and civil rights by any other person or persons. 
Abuse may consist of single or repeated acts. It may be physical, verbal or psychological, it 
may be an act of neglect or an omission to act, or it may occur when a vulnerable person is 
persuaded to enter into a financial or sexual transaction to which he or she has not consented, 
or cannot consent. Abuse can occur in any relationship and may result in significant harm, or 
exploitation, of the person subjected to it (as defined by No Secrets, available at 
http://www.dh.gov.uk/en/Publicationsandstatistics/Publications/PublicationsPolicyAndGuidanc
e/DH_4008486 . 

In Working together to safeguard children (2010) abuse is defined as follows: ‘abuse and 
neglect are forms of maltreatment of a child. Somebody may abuse or neglect a child by 
‘inflicting harm’ or by failing to act to prevent harm’. 

Adverse Event/Incident See Patient Safety Incident. 

Being Open Open communication of patient safety incidents that result in harm or the death 

of a patient while receiving healthcare. 

Carers Family, friends or those who care for the patient. The patient has consented to their 
being informed of their confidential information and to their involvement in any decisions 
about their care. 

Child The Children Act 1989 and the Children Act 2004 define a child as being a person up to 
the age of 18 years. The Children Act 2004 states that safeguarding, protection and 
cooperation between services may, in certain circumstances, be continued through to a 
young person’s 19th birthday or beyond. 

Clinical Governance A framework through which NHS organisations are accountable for 
continuously improving the quality of their services and safeguarding high standards of care 
by creating an environment in which excellence in clinical care will flourish. 

Commissioner An organisation with responsibility for assessing the needs of service users, 
arranging or buying services to meet those needs from service providers in either the public, 
private or voluntary sectors, and assuring itself as to the quality of those services. 

Clinical commissioning group Clinically-led organisation that commissions most NHS-
funded healthcare on behalf of its relevant population. CCGs are not responsible for 
commissioning primary care, specialised services, prison healthcare, or public health services. 

Culture Learned attitudes, beliefs and values that define a group or groups of people. 

Data Loss There is no simple definition of a serious incident. What may at first appear to be 
of minor importance may, on further investigation, be found to be serious and vice versa. 
Any incident involving the actual or potential loss of personal information that could lead to 
identity fraud or have other significant impact on individuals should be considered as serious. 
 
Equipment Machines and medical devices used to help, prevent, treat or monitor a person’s 
condition or illness. The term may also be used to refer to aids that may support a person’s 
care, treatment, support, mobility or independence, for example, a walking frame, hoist, or 
furniture and fittings. It excludes machinery or engineering systems that are physically affixed 
and integrated into the premises. 

General Practitioner A medical practitioner who provides primary care to meet the general 
health needs of a registered population. General practitioners treat acute and chronic 
illnesses and provide preventative care and health education for all ages. 

Healthcare The preservation of mental and physical health by preventing or treating illness 
through services offered by the health professions, including those working in social care 
settings. 
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Healthcare Professional Doctor, dentist, nurse, pharmacist, optometrist, allied healthcare 

professional or registered alternative healthcare practitioner. 

Incident An event or circumstance that could have resulted, or did result, in unnecessary 
damage, loss or harm such as physical or mental injury to a patient, staff, visitors or members 
of the public. 

Independent Healthcare Private, voluntary and not-for-profit healthcare organisations that 

are not part of the NHS. 

Investigation The act or process of investigating – a detailed enquiry or systematic 

examination. 

Major surgery – a surgical operation within or upon the contents of the abdominal or pelvic, 
cranial or thoracic cavities or a procedure which, given the locality, condition of patient, level 
of difficulty, or length of time to perform, constitutes a hazard to life or function of an organ, or 
tissue (if an extensive orthopaedic procedure is involved, the surgery is considered ‘major’). 
 
Medical Device - Any instrument, apparatus, appliance, software, material or other article 
(whether used alone or in combination) (including software intended by its manufacturer to be 
used for diagnostic and/or therapeutic purposes and necessary for its proper application), 
intended by the manufacturer to be used for the purpose of:  

 diagnosis, prevention, monitoring, treatment or alleviation of disease; 

 diagnosis, monitoring, alleviation of or compensation for an injury or disability; 

 investigation, replacement or modification of the anatomy of a physiological process; 

 control of conception 
and which does not achieve its physical intended action on the human body by 
pharmacological, immunological or metabolic means, but may be assisted in its function by 
such means. 
 
Never Events Serious, largely preventable patient safety incidents that should not occur if the 

available preventative measures have been implemented by healthcare provider. 

NHS-Funded Healthcare Healthcare that is partially or fully funded by the NHS, regardless of 

the provider or location. 

Notification The act of notifying to one or more organisations/bodies. 

Patient Safety The process by which an organisation makes patient care safer. This should 
involve risk assessment, the identification and management of patient-related risks, the 
reporting and analysis of incidents, and the capacity to learn from and follow-up on incidents 
and implement solutions to minimise the risk of them recurring. The term ‘patient safety’ is 
replacing ‘clinical risk’, ‘non-clinical risk’ and the ‘health and safety of patients’. 

Patient Safety Incident Any unintended or unexpected incident that could have led or did 

lead to harm for one or more patients receiving NHS-funded healthcare.  

Permanent Harm Permanent lessening of bodily functions, including sensory, motor, 

physiological or intellectual. 

Primary Care refers to services provided by GP practices, dental practices, community 
pharmacies and high street optometrists and commissioned by the NHS Commissioning 
Board from April 2013 
 
Prolonged pain and/or prolonged psychological harm – pain or harm that a service user 
has experienced, or is likely to experience, for a continuous period of 28 days. 
 
Professional Body An organisation that exists to further a profession and to protect both the 
public interest, by maintaining and enforcing standards of training and ethics in their 
profession, and the interest of its professional members. 
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Provider (or Healthcare provider) Organisation that provides healthcare including NHS 
trusts, NHS Foundation Trusts, general medical practices, community pharmacies, 
optometrists, general dental practices and non-NHS providers. 

Quality Surveillance Groups Virtual teams established across a health economy either at 
the level of the relevant NHS CB area team or regional team, bringing together organisations 
and their respective information and intelligence gathered through performance monitoring, 
commissioning, and regulatory activities. By collectively considering and triangulating 
information and intelligence, QSGs will work to safeguard the quality of care that people 
receive.  

Risk The chance of something happening that will have an impact on individuals and/or 

organisations. It is measured in terms of likelihood and consequences. 

Risk Management Identifying, assessing, analysing, understanding and acting on risk issues 

in order to reach an optimal balance of risk, benefit and cost. 

Risk Summit A meeting of high-level leaders called to shape a programme of action, which is 
focused on sharing information willingly to help achieve a consensus about the situation 
under scrutiny and the actions required to mitigate the identified risks 

Root Cause Analysis (RCA) A systematic process whereby the factors that contributed to an 
incident are identified. As an investigation technique for patient safety incidents, it looks 
beyond the individuals concerned and seeks to understand the underlying causes and 
environmental context in which an incident happened. 

Safety A state in which risk has been reduced to an acceptable level. 

Safeguarding Ensuring that people live free from harm, abuse and neglect and, in doing so, 
protecting their health, wellbeing and human rights. Children, and adults in vulnerable 
situations, need to be safeguarded. For children, safeguarding work focuses more on care 
and development; for adults, on empowerment, independence and choice. 

Secondary care Defined as a service provided by specialists who generally do not have first 
contact with patients. Secondary care is usually delivered in hospitals or clinics and patients 
have usually been referred to secondary care by their primary care provider (usually their 
GP). Most secondary care services are commissioned by CCGs. 

Serious Incident A serious incident requiring investigation is defined as an incident that 
occurred in relation to NHS-funded services and care resulting in one of the following: 

 unexpected or avoidable death of one or more patients, staff, visitors or members of the 
public; 

 serious harm to one or more patients, staff, visitors or members of the public or where the 
outcome requires life-saving intervention, major surgical/medical intervention, permanent 
harm or will shorten life expectancy or result in prolonged pain or psychological harm (this 
includes incidents graded under the NPSA definition of severe harm); 

 a scenario that prevents or threatens to prevent a provider organisation’s ability to 
continue to deliver healthcare services, for example, actual or potential loss of 
personal/organisational information, damage to property, reputation or the environment, 
IT failure or incidents in population programmes like screening and immunisation where 
harm potentially may extend to a large population; 

 allegations of abuse; 

 adverse media coverage or public concern about the organisation or the wider NHS; 

 one of the core set of never events. 
 

Severe Harm A patient safety incident that appears to have resulted in permanent harm to 
one or more persons receiving NHS-funded care. 

Significant Event Audit An audit process where data is collected on specific types of 
incidents that are considered important to learn about how to improve patient safety. 
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Specialised services Specialised services are commissioned by the NHS Commissioning 
Board and are services provided in relatively few hospitals, to catchment populations of more 
than one million people. The number of patients accessing these services is small, and a 
critical mass of patients is needed in each treatment centre in order to achieve the best 
outcomes and maintain the clinical competence of NHS staff. These services tend to be 
located in specialist hospital trusts in major towns and cities. More information on specialised 
services is available at http://www.commissioningboard.nhs.uk/resources/spec-comm-
resources/ 

 
Tertiary Care Specialised consultative health care, usually for inpatients and on referral from 
a primary or secondary health professional, in a facility that has personnel and facilities for 
advanced medical investigation and treatment, such as a tertiary referral hospital. 

Treatment Broadly, the management and care of a patient to prevent or cure disease or 

reduce suffering and disability. 

Unexpected Death Where natural causes are not suspected. Local organisations should 

investigate these to determine if the incident contributed to the unexpected death. 

Working Day Days that exclude weekends and bank holidays  

 

 

 

 

 

http://www.commissioningboard.nhs.uk/resources/spec-comm-resources/
http://www.commissioningboard.nhs.uk/resources/spec-comm-resources/
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